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AVISO GLOBAL DE PRIVACIDAD DE SENSIENT TECHNOLOGIES CORPORATION 

Fecha de vigencia: 1 de enero de 2026 

Sensient Technologies Corporation y sus subsidiarias, divisiones y filiales (colectivamente, 
"Sensient" o "nosotros" o "nuestro" o "nos") se comprometen a proteger su privacidad. Este 
Aviso global de privacidad describe cómo recopilamos, utilizamos, divulgamos, transferimos 
internacionalmente y, de otro modo, gestionamos (colectivamente, "procesamos") su información 
personal. Este Aviso también describe sus decisiones respecto a cómo gestionamos su 
información personal y cómo tomar esas decisiones, cómo protegemos su información personal 
y cómo puede ponerse en contacto con nosotros respecto a nuestras prácticas de privacidad. 

El término "información personal" tal como se utiliza en este Aviso significa, salvo que se 
especifique lo contrario, cualquier información relacionada con una persona física identificada o 
identificable o sobre ella. 

Este Aviso contiene las siguientes secciones:  

1. Alcance de este Aviso 
2. Información personal que recopilamos 
3. Cookies y otra información recopilada automáticamente en la web 
4. Fuentes de información personal 
5. Cómo utilizamos la información personal 
6. Cómo divulgamos la información personal 
7. Transferencias internacionales de información personal 
8. Cuánto tiempo conservamos la información personal 
9. Cómo protegemos la información personal 
10. Información adicional específica de su región 
11. Cambios a este Aviso 
12. Comuníquese con nosotros 

1. ALCANCE DE ESTE AVISO  

Puede interactuar con Sensient en línea y fuera de línea por diversas razones. Este Aviso se 
aplica a la información personal que procesamos cuando visita nuestros sitios web, lo que incluye 
https://www.sensient.com/, https://sensientflavorsandextracts.com/ y 
https://na.sensientfoodcolors.com/  o aplicaciones, ya que se pueden modificar, reubicar o 
redirigir de vez en cuando (en conjunto, el "Sitio web"), así como cuando interactúa con nosotros 
de otras formas, por ejemplo, cuando utiliza alguno de nuestros servicios, se comunica con 
nosotros o asiste a un evento que organizamos.  

Este Aviso también se aplica a la información personal que la Compañía pueda recopilar de las 
siguientes personas o acerca de ellas: (1) los solicitantes de empleo, en el proceso de solicitar 
empleo en la Compañía a través del sitio de carreras de Sensient ("Candidatos"); y (2) los 
representantes corporativos de clientes, proveedores, socios comerciales y otros con el fin de 
llevar adelante nuestro propio negocio, como la contratación y la facturación ("Contactos 
comerciales"). Excepto cuando este Aviso se refiere a una o más categorías de personas en 
particular, este Aviso se aplica colectivamente a todas las categorías de personas mencionadas 
anteriormente. 

Excepto en lo que respecta a los candidatos, este Aviso no se aplica respecto a la información 
personal procesada por la Compañía en nuestra calidad de empleador, lo que incluye la 

https://www.sensient.com/
https://sensientflavorsandextracts.com/z
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información personal de los empleados actuales o anteriores de la Compañía. Sensient mantiene 
políticas separadas, cuando y en la medida que la ley lo exija, respecto al procesamiento de la 
información personal por parte de la Compañía en su calidad de empleador. 

Identificación del responsable de datos  

Según el lugar donde se encuentre, el "responsable de datos" o el responsable "comercial" de 
procesar su información personal serán diferentes. La entidad Sensient, cuyo sitio web o 
ubicación física usted visita, asiste a un evento suyo o cuyo servicio usted utiliza, es el 
responsable de procesar su información personal recopilada en relación con la visita, el evento, 
el servicio o la relación comercial. Una lista completa de entidades Sensient y sus datos de 
contacto está disponible aquí.  

Sitios de terceros  

Nuestro sitio web puede incluir enlaces y complementos, sitios o aplicaciones gestionados por 
terceros ("Sitios de terceros"). Sensient no controla ningún sitio de terceros y no se hace 
responsable de ninguna información personal que puedan recopilar. Las prácticas de recopilación 
de datos de los sitios de terceros están reguladas por sus políticas de privacidad. Si decide 
acceder a cualquier sitio de terceros desde nuestro sitio web, consulte la política de privacidad 
de ese sitio para obtener más información sobre el procesamiento de su información personal 
por parte del sitio. 

Cumplimiento de la Ley de Protección de la Privacidad en Línea de los Niños  

No recopilamos información de menores de 16 años. Los productos y/o servicios que ofrecemos, 
junto con nuestra página web, están dirigidos a personas de 16 años o más. Si es menor de 16 
años, no está autorizado para usar nuestra página web. 

2. INFORMACIÓN PERSONAL QUE RECOPILAMOS  

Los tipos de información personal que recopilamos variarán según el motivo por el que interactúe 
con nosotros e incluyen lo siguiente:  

(1) Identificadores: como su nombre, dirección postal, dirección de correo electrónico, 
número de teléfono y, si se registra en nuestra página web, información de la cuenta, 
como su nombre de usuario.  

(2) Información profesional o relacionada con el empleo: como el nombre de su 
empleador o compañía, cargo, información de contacto empresarial (dirección de correo 
electrónico comercial, dirección postal y número de teléfono), además de otra información 
necesaria para gestionar la relación entre Sensient y su empleador. Para los candidatos, 
esto incluye idiomas hablados y habilidades, experiencia en software, membresías 
profesionales, resúmenes de fortalezas y áreas técnicas de especialización, historial 
laboral (por ejemplo, empleadores anteriores y puestos ocupados, fechas, ubicaciones, 
supervisores, responsabilidades), información sobre currículums y cartas de 
presentación, referencias e información obtenida de ellos, e historial educativo (por 
ejemplo, certificados y títulos obtenidos).  

(3) Información comercial: como registros de productos y servicios adquiridos de Sensient 
e información relacionada con eventos de Sensient a los que haya asistido o a los que se 
haya inscrito. 

https://www.sensient.com/contact-us
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(4) Información de Internet u otra actividad electrónica: como su dirección IP o 
identificador único del dispositivo, además de otra información, como características del 
navegador, preferencias de idioma, detalles del sistema operativo, URL de referencia, 
duración de las visitas o páginas vistas. Cuando navega por nuestro sitio web, también 
incluye cookies y otra información recopilada mediante tecnología, que se describe más 
en la Sección 3 de este Aviso, más abajo.  

(5) Datos sensoriales o de monitoreo: incluye mensajes de voz y grabaciones de llamadas 
realizadas a nuestros servicios de atención al cliente, así como grabaciones de CCTV 
capturadas por equipos en nuestras instalaciones. 

(6) Antecedentes e información antifraude solo para contactos comerciales: como la 
inclusión en una lista de sanciones o en una lista pública de directores descalificados, la 
existencia de delitos previos o presuntos, o la confirmación de antecedentes penales 
limpios, información relacionada con personas políticamente expuestas ("PEP"), solo 
cuando (i) esta información aplique en el contexto del producto o servicio que ha 
solicitado; (ii) la ley nos permita recopilar esta información; y (ii) hayamos obtenido su 
consentimiento, según corresponda. 

(7) Preferencias de comercialización y comunicación: como productos que le interesan y 
preferencias de comercialización, además de información sobre sus interacciones y 
respuestas a nuestras comunicaciones de comercialización.  

(8) Comentarios sobre comunicaciones u otra información proporcionada: incluye el 
contenido de la correspondencia con nosotros, interacciones en redes sociales con 
nuestra presencia en redes sociales; comentarios proporcionados a través de chatbots, 
formularios de comentarios o consultas de encuestas enviadas a nosotros; o cualquier 
información que nos proporcione voluntariamente, como a través de formularios que 
complete, cuando asiste a nuestras conferencias o cuando se comunica con el servicio 
de atención al cliente.  

(9) Inferencias: por ejemplo, información sobre sus preferencias, características, 
predisposiciones, historial de compras u otras tendencias que nos ayuden a identificar 
qué productos pueden interesarle. 

(10) Información sobre la solicitud solo para candidatos: como información sobre su 
elegibilidad para trabajar en el país al que envía la solicitud, sus expectativas salariales y 
cualquier otra información que proporcione durante su solicitud o durante una entrevista. 

(11) Antecedentes penales solo para candidatos: nosotros, o una compañía externa de 
verificación de antecedentes que actúe bajo nuestras indicaciones, podemos consultar 
los antecedentes penales para obtener información sobre condenas, pero solo con su 
consentimiento y en la medida permitida por la ley aplicable. 

Información adicional que recopilamos sobre los candidatos 

Cuando solicite un puesto en Estados Unidos o indique Estados Unidos como lugar preferido al 
registrar su perfil, tendrá la oportunidad de proporcionar información sobre su clasificación 
protegida, es decir, género, raza/origen étnico y/o condición de veterano, para que podamos 
realizar un control de igualdad de oportunidades. La provisión de esta información es 
completamente voluntaria. Si rechaza proporcionar esta información, su(s) solicitud(es) no se 
verá(n) afectada(s) de ninguna manera. Si decide proporcionar esta información, acepta que la 
usemos para fines de control de igualdad de oportunidades en el empleo. Esta información se 
conservará y almacenará de forma anónima y no se utilizará para evaluar su solicitud de empleo 
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ni para inferir ninguna característica sobre usted. Si la Compañía realiza un examen médico 
posterior a la oferta o si solicita una adaptación en relación con el proceso de contratación, 
también podríamos recopilar información médica sobre usted. 

Excepto lo que se ha descrito anteriormente, no solicitaremos ni recopilaremos información sobre 
su salud, raza u origen étnico, opiniones políticas, creencias religiosas o filosóficas, afiliación a 
un sindicato, orientación sexual, ni su información genética o biométrica a través de la solicitud 
en línea o durante el proceso de solicitud, salvo que la ley, como excepción, nos obligue a 
hacerlo.  

3. COOKIES Y OTRA INFORMACIÓN RECOPILADA AUTOMÁTICAMENTE EN EL 
SITIO WEB  

Cuando navegue por nuestro sitio web, podemos recopilar automáticamente diferentes cookies 
y otra información a través de la tecnología para mejorar nuestra capacidad de atenderle. 

I. ¿Qué son las cookies?  

Las cookies son pequeños archivos que se descargan en su dispositivo cuando visita un sitio 
web. La cookie envía entonces la información de vuelta al sitio web de origen o a otro sitio web 
que reconozca esa cookie.  

Las cookies son útiles porque permiten a un sitio web reconocer el dispositivo de un usuario. Las 
cookies cumplen muchas funciones diferentes, como permitirle navegar entre páginas de forma 
eficiente, recordar sus preferencias y, en general, mejorar la experiencia del usuario. Puede 
encontrar más información sobre las cookies en www.allaboutcookies.org y 
www.youronlinechoices.eu. 

II. Cookies que usamos y por qué las usamos 

a. Categorías de cookies  

i. Nuestras cookies categorizadas por función: 

Utilizamos cinco tipos de cookies en nuestro sitio web: 

• Cookies esenciales: estas son cookies estrictamente necesarias para el funcionamiento 
del sitio web o para realizar servicios que un usuario individual ha solicitado. Algunos 
ejemplos de funciones realizadas por cookies esenciales son las cookies que recuerdan 
acciones previas (por ejemplo, texto introducido) al ingresar de nuevo en una página en 
la misma sesión. 

• Cookies analíticas: estas cookies recopilan información sobre cómo los visitantes usan 
un sitio web, por ejemplo, a qué páginas acceden más a menudo y si reciben mensajes 
de error de las páginas web. Estas cookies se utilizan únicamente para mejorar el 
funcionamiento del sitio web. 

• Cookies funcionales: estas cookies permiten al sitio web recordar las decisiones que 
toman los usuarios y ofrecer funciones personalizadas y mejoradas. Por ejemplo, en 
nuestro sitio web, estas cookies recuerdan las preferencias de idioma de los usuarios. 

• Cookies de segmentación/publicidad: las cookies de segmentación/publicidad son 
cookies que se utilizan para proporcionar anuncios relevantes al usuario. Por ejemplo, 
utilizamos cookies que recuerdan lo que vio en nuestro sitio web para poder mostrarle 

http://www.allaboutcookies.org/
http://www.youronlinechoices.eu/
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anuncios relevantes de productos que puedan interesarle. También usamos cookies que 
nos indican si ha visto un anuncio e interactuado con él, por ejemplo, al hacer clic en él. 

• Cookies para compartir en redes sociales: estas cookies proporcionan acceso a redes 
sociales y pueden recopilar información personal relacionada con el uso que el usuario 
hace de estas redes. Por ejemplo, usamos cookies que comparten con otras personas de 
su red de Facebook que usted ha visitado nuestro sitio web. 

ii. Nuestras cookies categorizadas por persistencia: 

Las cookies también pueden categorizarse según el tiempo que permanecen en su dispositivo. 
Existen dos grandes categorías de duración: 

• Cookies persistentes: las cookies persistentes permanecen en su dispositivo hasta que 
se eliminan manual o automáticamente. 

• Cookies de sesión: las cookies de sesión permanecen en su dispositivo hasta que cierra 
el navegador, momento en el que se eliminan automáticamente. 

Usamos tanto cookies persistentes como de sesión.  

iii. Otros tipos de rastreadores: 

Incluimos pequeñas imágenes gráficas u otro código de programación web, llamados balizas 
web (también conocidos como "etiquetas de píxeles", "errores web" o "GIF transparentes"), en el 
sitio web. Las balizas web son gráficos diminutos con un identificador único. Se utilizan para 
rastrear los movimientos en línea de los usuarios del sitio. A diferencia de las cookies, que se 
almacenan en el disco duro de la computadora del usuario, las balizas web se incrustan de forma 
invisible en las páginas web y tienen aproximadamente el tamaño del punto al final de esta 
oración.   

b. Información recopilada por nuestras cookies:  

Nuestras cookies recopilan varios tipos de información, lo que incluye información sobre el uso 
de nuestro sitio web, detalles sobre su dispositivo y su dirección IP. El uso de nuestro sitio web 
puede incluir el tiempo en que su dispositivo accede a nuestro sitio web, la página que visita, 
cuánto tiempo pasa en cada página y los enlaces en los que hace clic. Las cookies también 
pueden recopilar el enlace que lo llevó a nuestro sitio web y la página web que visita después de 
salir de nuestro sitio web. 

Los detalles sobre su dispositivo pueden incluir el tipo de navegador que usó para acceder al 
sitio web, la versión de ese navegador y el tipo de dispositivo que utiliza. 

Una dirección IP es el número asignado a su dispositivo, por ejemplo, su portátil o teléfono móvil, 
cuando accede a internet. Su dispositivo puede tener una dirección IP estática, lo que significa 
que siempre tiene la misma dirección IP. O puede tener una dirección IP dinámica, lo que significa 
que la dirección IP cambia cada vez que el dispositivo accede a internet.  

En la medida en que las direcciones IP sean información personal según la ley aplicable de 
protección de datos, las tratamos como información personal. No recopilamos ninguna otra 
información personal a través de cookies en el sitio web. Si vinculamos la información recopilada 
a través de cookies con cualquier información personal que nos proporcione a través del sitio 
web, por ejemplo, mediante la presentación de un formulario, también tratamos esa información 
como información personal. 
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c. Ubicación del procesamiento de información: 

La información recopilada por nuestras cookies se procesa en servidores ubicados en Estados 
Unidos.  

III. Sus decisiones 

En ciertas jurisdicciones, cuando visita nuestro sitio web por primera vez, recibirá una notificación 
tipo banner de que hay cookies presentes. Al hacer clic o pulsar "Aceptar todo", acepta el uso de 
estas cookies tal y como se describe aquí. 

Existen productos de software que pueden gestionar las cookies por usted. Muchos navegadores 
web permiten usar una función de "No rastrear" para informar a sitios web y redes publicitarias 
de que no quiere que se rastreen sus actividades en línea. Para obtener más información sobre 
las señales de rastreo del navegador y No rastrear, visite http://www.allaboutdnt.org/. 

4. FUENTES DE INFORMACIÓN PERSONAL  

Podemos recopilar información personal sobre usted de las siguientes fuentes: 

• Directamente de usted: por ejemplo, cuando usa nuestro sitio web, solicita información, 
pide o utiliza nuestros productos o servicios, se registra o asiste a un evento, o bien, 
cuando se comunica directamente con nosotros. Para los candidatos, también podemos 
recopilar información personal sobre usted cuando envía una solicitud de empleo o 
cuando esta se proporciona durante el proceso de solicitud y entrevista.  

• De su empleador o representante: en el caso de los contactos comerciales, podemos 
recopilar información personal sobre usted de su empleador o de la compañía con la que 
está afiliado, para ofrecer nuestros productos y servicios. 

• Compañías afiliadas: por ejemplo, cuando ayuda a otras compañías dentro del grupo 
corporativo Sensient a proporcionarle nuestros productos y servicios. 

• Proveedores de servicios y otros proveedores: por ejemplo, proveedores de analítica 
o de TI.  

• De tecnologías automatizadas: por ejemplo, mediante cookies en nuestro sitio web 
(como se describe con más detalle en la Sección 3 de este Aviso, más arriba) o de 
tecnologías de vigilancia o grabación, como la videovigilancia en instalaciones de la 
Compañía.  

• Fuentes públicas de Internet: por ejemplo, redes sociales, perfiles públicos y otras 
fuentes públicas en línea. 

• Registros públicos: por ejemplo, registros judiciales y organizaciones de acreditación y 
licencias. Para los contactos comerciales, también podemos recopilar información 
personal sobre usted de bases de datos antifraude, listas de sanciones, agencias 
gubernamentales y otras fuentes de datos públicos. 

• Referencias y proveedores de verificación de antecedentes: para los candidatos, 
podemos recopilar información personal sobre usted de reclutadores, referencias 
laborales o agencias de empleo.  También podemos contratar proveedores de verificación 
de antecedentes para verificar empleos previos, certificaciones, formación e identidad y, 

http://www.allaboutdnt.org/
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con su consentimiento y en la medida permitida por la ley aplicable, informar sobre 
antecedentes penales.  

5. CÓMO UTILIZAMOS LA INFORMACIÓN PERSONAL  

Según la naturaleza de su interacción con Sensient (por ejemplo, Contacto comercial, Solicitante 
o al utilizar nuestro sitio web), podemos utilizar las categorías de información personal listadas 
en la Sección 2 de este Aviso para los siguientes fines y en función de las siguientes bases 
legales (cuando dichas bases legales sean requeridas por la ley aplicable para el procesamiento 
de su información personal): 

Categoría de 
información 

personal 

Propósitos de uso Base legal 

1, 2, 3, 4, 8 Ofrecerle nuestros 
productos y servicios 

Celebrar un contrato con usted o con la compañía 
que representa y cumplir con nuestras 
obligaciones en virtud de ese contrato. 
Perseguir nuestros intereses comerciales 
legítimos en la gestión de nuestra relación con 
nuestros clientes, proveedores y con usted.  

1, 2, 3, 7, 8 Comunicarnos con usted Celebrar un contrato con usted o con la compañía 
que representa y cumplir con nuestras 
obligaciones en virtud de ese contrato. 
Perseguir nuestros intereses comerciales 
legítimos en la gestión de nuestra relación con 
nuestros clientes, proveedores y con usted. 
Cumplir con nuestras obligaciones legales. 

1, 2, 3, 4, 8, 9 Para investigación y 
desarrollo, y para mejorar 
nuestros productos y 
servicios, además de 
desarrollar nuevos 
productos y servicios 

Perseguir nuestros intereses comerciales 
legítimos en el mantenimiento y la mejora de la 
calidad de nuestros productos y servicios 

1, 2, 3, 4, 7, 8, 9 Proporcionarle información 
publicitaria y de 
comercialización sobre 
nuestros productos y 
servicios, lo que incluye 
notificarle acerca de 
eventos. 

Perseguir nuestros intereses comerciales 
legítimos en la comercialización de nuestros 
productos y servicios, el crecimiento de nuestro 
negocio y la gestión de nuestra relación con 
nuestros clientes, proveedores y con usted. 

1, 2, 3, 4, 7, 8, 9 Mejorar su experiencia con 
el uso de nuestros 
productos y servicios y 
personalizar su experiencia 
en línea. 

Perseguir nuestros intereses comerciales 
legítimos en el mantenimiento y la mejora de la 
calidad de nuestro sitio web, productos y servicios 

1, 2, 3, 4, 5, 7, 8, 
9 

Brindar atención al cliente Cumplir con nuestras obligaciones en virtud de 
nuestro contrato con usted o con la compañía que 
representa. 
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Perseguir nuestros intereses comerciales 
legítimos en el mantenimiento y la mejora de la 
calidad de nuestro sitio web, productos y 
servicios, y gestionar nuestra relación con 
nuestros clientes, proveedores y con usted. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Administrar y proteger 
nuestro negocio y nuestro 
sitio web (lo que incluye 
resolución de problemas, 
análisis, pruebas, 
mantenimiento, soporte, 
informes y alojamiento de 
datos, además de 
prevención de fraudes y 
abusos). 

Perseguir nuestros intereses comerciales 
legítimos en el mantenimiento y la mejora de la 
calidad de nuestro sitio web, y proteger nuestro 
negocio.  
Cumplir con nuestras obligaciones legales. 

1, 2, 3, 4, 7, 8, 9 Realizar análisis de 
clientes, estudios de 
mercado y grupos focales, 
lo que incluye la creación 
de materiales 
promocionales, la 
recopilación de opiniones 
de clientes y la realización 
de encuestas de 
satisfacción 

Perseguir nuestros intereses comerciales 
legítimos en el mantenimiento y la mejora de la 
calidad de nuestro sitio web, productos y 
servicios. 

1, 2, 3, 4, 6, 7, 8, 
9, 10 

En relación con una venta, 
fusión o reorganización de 
nuestro negocio 

Perseguir nuestros intereses comerciales 
legítimos en las transacciones corporativas y 
proteger nuestros intereses legales. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Proteger los derechos, la 
propiedad o la seguridad de 
la Compañía, de usted o de 
otros, lo que incluye realizar 
controles antifraude, 
sanciones, antiblanqueo de 
capitales y otros controles 
para protegerle contra 
actividades fraudulentas, 
sospechosas u otras 
actividades ilegales 

Perseguir nuestros intereses comerciales 
legítimos en la protección de nuestro negocio. 
Cumplir con nuestras obligaciones contractuales y 
legales, y ejercer los derechos de la Compañía o 
defendernos contra reclamaciones legales.  

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Denunciar conductas 
sospechosas de delitos a 
las fuerzas del orden y 
cooperar en las 
investigaciones. 

Perseguir nuestros intereses comerciales 
legítimos en la protección de nuestro negocio y 
ejercer los derechos de la Compañía. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Para fines de conservación 
de registros y para 
garantizar el cumplimiento 
de las leyes y obligaciones 
regulatorias aplicables. 

Perseguir nuestros intereses comerciales 
legítimos en la protección de nuestro negocio.  
Cumplir con nuestras obligaciones contractuales y 
legales.  
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1, 2, 4, 8, 10, 11 Evaluar sus cualificaciones 
o idoneidad para el empleo 
en la Compañía y para fines 
de reclutamiento 
relacionados.  

Determinar si firmamos un contrato laboral con 
usted y, si es contratado, cumplir con nuestra 
obligación en virtud de ese acuerdo.  
Perseguir nuestros intereses comerciales 
legítimos en la contratación de personal 
adecuado. 

  
Su consentimiento 

Cuando ninguna de estas bases legales se aplica, o cuando la ley aplicable requiere su 
consentimiento para el procesamiento descrito en este Aviso, Sensient se basa en su 
consentimiento para hacerlo. Según la ley de protección de datos de algunas jurisdicciones, al 
proporcionar su información personal a Sensient como responsable de datos, acepta que 
procesemos su información personal tal y como se describe en el Aviso, ya que puede ser 
modificada de vez en cuando. A medida que nuestro negocio evoluciona, este Aviso puede 
cambiar; por lo tanto, regrese a esta página periódicamente para asegurarse de entender cómo 
se gestionará su información personal. Cuando el procesamiento de su información personal 
requiere consentimiento explícito, como al recopilar su información personal sensible en algunas 
jurisdicciones, la Compañía le proporcionará un aviso separado y solicitará su consentimiento 
explícito. 

Entienda que no está obligado a proporcionar su información personal a la Compañía. Sin 
embargo, si no proporciona su información personal, o rechaza o retira su consentimiento para 
el procesamiento cuando este es obligatorio, es posible que la Compañía no pueda hacer lo 
siguiente: (1) proporcionarle ciertos servicios y es posible que deba cancelar los servicios que 
actualmente le brinda a usted o a la Compañía que representa; o (2) considerarlo para un empleo. 

Puede tener derecho, según la ley aplicable, a retirar su consentimiento. Para obtener más 
información sobre este derecho, consulte la Sección 10 de este Aviso, más abajo.  

Toma de decisiones no automatizada  

La Compañía no utiliza la información personal recopilada para la toma de decisiones 
automatizada, incluida la evaluación por perfil, que produce efectos legales o afecta de manera 
igualmente significativa a las personas. 

6. CÓMO DIVULGAMOS LA INFORMACIÓN PERSONAL  

Podemos divulgar información personal a las siguientes categorías de terceros para los 
siguientes fines: 

• Proveedores de servicios: podemos divulgar su información personal a proveedores de 
servicios para que nos presten servicios a nosotros o en nuestro nombre y para ayudarnos 
a satisfacer nuestras necesidades comerciales y obligaciones contractuales y legales, por 
ejemplo, alojar todo el sitio web o parte de él, realizar análisis o enviar productos. Los 
proveedores de servicios podrán procesar su información personal solo para el o los fines 
para los que se les haya facilitado y de acuerdo con las instrucciones de la Compañía. 

• Socios comerciales: podemos compartir información personal con nuestros socios 
comerciales para ayudarnos en la publicidad, la comercialización y la puesta a disposición 
de información sobre productos y servicios que puedan ser de interés para usted o para 
su compañía. 



 10 
Sensient Technologies: Nivel 1A confidencial abogado-cliente 

o Comunicaciones: las comunicaciones que nos envía a través de las tecnologías 
que proporcionamos, por ejemplo, consultas enviadas mediante formularios en 
línea, chatbots y barras de búsqueda en nuestro sitio web, pueden compartirse en 
tiempo real con proveedores de servicios y socios comerciales que respaldan esas 
tecnologías.  Al utilizar esas tecnologías, acepta dicho intercambio de 
comunicaciones.  

• Asesores profesionales y terceros relacionados: por ejemplo, podemos divulgar 
información personal a abogados para que nos ayuden con el cumplimiento legal, 
auditores, contables o consultores para que nos ayuden a prestarle servicios o a llevar a 
cabo nuestro negocio de otra manera. 

• Filiales corporativas: su información personal se puede divulgar a las filiales 
corporativas de Sensient, por ejemplo, para proporcionarle nuestros productos y servicios 
o para proporcionarle información sobre sus productos y servicios. 

• Autoridades gubernamentales o agencias administrativas: podemos divulgar su 
información personal, por ejemplo, a fuerzas del orden, organismos reguladores o 
autoridades fiscales. 

• Otros terceros: podemos divulgar su información personal a otros terceros: 
o Cuando la ley lo requiere: por ejemplo, cuando respondemos a citaciones, 

órdenes judiciales, procesos legales o solicitudes de descubrimiento de pruebas 
en litigios civiles. 

o Para proteger derechos, propiedad o seguridad: si creemos que sus acciones 
infringen la ley aplicable o amenazan los derechos, la propiedad o la seguridad de 
la Compañía, nuestros clientes u otros. 

o En las transacciones corporativas: podemos divulgar y transferir su información 
personal, como a un propietario o copropietario posterior, de nuestro negocio, en 
relación con una fusión corporativa, consolidación, bancarrota, la venta de todos 
o casi todos nuestros intereses y/o activos de membresía, u otro cambio 
corporativo. 

La Compañía realizará las divulgaciones descritas anteriormente solo cuando lo permitan las 
leyes aplicables. 

7. TRANSFERENCIAS INTERNACIONALES DE INFORMACIÓN PERSONAL  

Debido a la naturaleza global de nuestro negocio y para los fines mencionados anteriormente, 
podemos transferir información personal a partes ubicadas en países distintos al que reside, lo 
que incluye a personas ubicadas en Estados Unidos. Por ejemplo, podemos transferir 
información personal internacionalmente a nuestras subsidiarias, filiales, proveedores de 
servicios, socios comerciales y autoridades gubernamentales o públicas en otro país en relación 
con la provisión de nuestros productos y servicios a los clientes. Las leyes de estos países 
pueden ofrecer un nivel diferente de protección para la información personal que el del país 
donde reside. 

Antes de transferir información personal internacionalmente, tomaremos medidas para garantizar 
un nivel adecuado de protección para la transferencia, siempre que la ley aplicable lo requiera. 
Esto incluye, cuando lo exige la ley aplicable, basarnos en mecanismos aprobados, como 
cláusulas contractuales estándar u otras cláusulas modelo aprobadas para su uso por las 
autoridades competentes de protección de datos. Estas cláusulas son compromisos 
contractuales entre empresas que transfieren información personal, obligándolas a proteger la 
privacidad y la seguridad de dicha información personal. Para obtener información específica de 
la jurisdicción sobre transferencias de datos internacionales, consulte la Sección 10, más abajo. 

8. CUÁNTO TIEMPO CONSERVAMOS LA INFORMACIÓN PERSONAL  
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Nuestros períodos de conservación de información personal se basan en las necesidades 
comerciales y los requisitos legales. Conservaremos su información personal durante el tiempo 
necesario para el o los propósitos de procesamiento para los que se recopiló y cualquier otro 
propósito permitido o vinculado, lo que incluye lo descrito en las políticas de conservación de 
Sensient. Cuando la información personal, incluida la información sensible, ya no es necesaria o 
no se mantiene conforme a nuestras políticas de conservación, o bien anonimizamos 
irreversiblemente los datos (en cuyo caso podemos conservar y utilizar los datos anónimos) o 
destruimos los datos de forma segura. En algunas jurisdicciones, la información personal puede 
conservarse durante un período más prolongado si acepta la conservación o si esta es necesaria 
para cumplir con una obligación legal. Sensient revisará periódicamente la información personal 
en su poder para determinar si es apropiado conservarla. 

Para los candidatos, conservaremos la información de cualquier candidato que no sea contratado 
durante un año después de que se haya tomado la decisión de contratación, a menos que (a) el 
candidato indique que podemos conservar la información en el archivo hasta que solicite 
eliminarla, o (b) se requiera legalmente un período de conservación más breve o prolongado. 
Estos registros se conservarán para nuestro mantenimiento interno de registros y para fines de 
informe. Durante ese tiempo, podemos utilizar su información personal para considerarle para 
puestos distintos a los puestos para los que envió su solicitud inicialmente. Si desea retirar su 
solicitud para la consideración en cualquier momento durante este período de conservación, 
puede comunicarse con nosotros a través de dpo@sensient.com.  

9. CÓMO PROTEGEMOS LA INFORMACIÓN PERSONAL  

Estamos muy preocupados por la seguridad de su información personal y hemos implementado 
un programa de seguridad para proteger la información transmitida a nuestros sistemas contra 
accesos no autorizados. Sus envíos de información a nuestro servidor seguro están protegidos 
por la tecnología de protocolo seguro de transferencia de hipertexto (Hypertext Transfer Protocol 
Secure, HTTPS) y seguridad en la capa de transporte (Transport Layer Security, TLS), utilizada 
por muchos navegadores populares para proteger las transmisiones. Esta tecnología nos permite 
utilizar herramientas de cifrado para proteger la información transmitida entre su computadora y 
nuestro servidor. Después de recibir su información, el acceso a ella estará limitado a empleados 
que necesiten conocerla.  

Desafortunadamente, ninguna transmisión de datos (por Internet o de otro tipo) puede garantizar 
que sea 100 % segura. Aunque nos esforzamos por proteger su información personal, no 
podemos garantizar la seguridad de ninguna información que nos proporcione, y lo hace bajo su 
propio riesgo. Lo instamos a guardar su nombre de usuario, contraseña y cualquier otra 
credencial de inicio de sesión en un lugar seguro, ya que comparte la responsabilidad de 
mantener la confidencialidad de la información que nos envía. 

10. INFORMACIÓN ADICIONAL ESPECÍFICA DE SU REGIÓN  

• Personas que residen en California 
• Personas que residen fuera de Estados Unidos 

I. Personas que residen en California  

Esta sección se aplica únicamente a las personas que residen en el estado de California en los 
Estados Unidos ("residentes de California"), en la medida en que el procesamiento de su 
información personal por parte de Sensient esté sujeto a la Ley de Privacidad del Consumidor de 
California, modificada por la Ley de Derechos de Privacidad de California (la "CCPA") 

mailto:dpo@sensient.com
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Aviso de recopilación 

Sensient recopila las categorías de información personal identificadas en la Sección 2 (Qué 
información personal recopilamos), más arriba, para los fines identificados en la Sección 5 (Cómo 
utilizamos su información personal), y conserva la información personal durante el período 
descrito en la Sección 8 (Cuánto tiempo conservamos la información personal), más arriba. 
Podemos "vender" o "compartir" su información personal, según lo que define la CCPA. No 
recopilamos ni procesamos información personal sensible con el propósito de inferir 
características sobre usted. En la medida en que proporcione a la Compañía información personal 
sobre otros residentes de California, usted es responsable de proporcionarles este aviso. 

Información adicional sobre divulgaciones de información personal 

Podemos divulgar su información personal a terceros para los siguientes "fines comerciales" 
según la definición de dicho término en la CCPA y como complemento a la divulgación descrita 
en la Sección 6 (Cómo divulgamos la información personal), más arriba: 

• Proveedores de servicios: podemos divulgar cualquiera de las categorías de 
información personal mencionadas anteriormente a los proveedores de servicios con el 
propósito comercial de prestar servicios en nombre de la Compañía, así como (a) realizar 
auditorías, lo que incluye el conteo de impresiones publicitarias; (b) ayudar a garantizar 
la seguridad e integridad; (c) para fines de depuración; (d) para un uso transitorio a corto 
plazo; (e) brindar servicios de publicidad y comercialización, excepto publicidad 
conductual intercontextual, (f) realizar investigaciones internas y (g) realizar actividades 
para mantener o mejorar la calidad o seguridad de un servicio o dispositivo. 

• Asesores profesionales y terceros relacionados: podemos divulgar cualquiera de las 
categorías de información personal mencionadas anteriormente a los proveedores de 
servicios profesionales listados en la Sección 6 (Cómo divulgamos la información 
personal), con el fin comercial de auditar el cumplimiento de las políticas y leyes 
aplicables, además de prestar servicios en nombre de la Compañía. 

• Compañías afiliadas: podemos divulgar cualquiera de las categorías de información 
personal mencionadas anteriormente a otras compañías dentro del grupo corporativo 
Sensient para los fines comerciales de: (a) auditar el cumplimiento de las políticas y leyes 
aplicables; (b) ayudar a garantizar la seguridad e integridad; (c) para fines de depuración; 
(d) para un uso transitorio a corto plazo; (e) realizar investigaciones internas, y (f) realizar 
actividades para mantener o mejorar la calidad o seguridad de un servicio o dispositivo. 

Ventas y compartición 

No "vendemos" su información personal como la mayoría de las personas entenderían ese 
término, lo que significa que no divulgamos su información personal a ningún tercero a cambio 
de un pago monetario. Sin embargo, como es habitual entre las compañías que operan en línea, 
podemos permitir que terceros reciban información sobre usted mediante cookies y otras 
tecnologías de seguimiento con el fin de analizar y optimizar nuestros servicios, personalizar su 
experiencia en línea a través de anuncios más relevantes para usted, y para investigación y 
análisis estadístico. Estas actividades pueden definirse como "venta" o "compartición" de 
información personal en virtud de la CCPA. La CCPA define "compartir" como divulgar 
información personal a un tercero con fines de publicidad conductual intercontextual. 

En los últimos 12 meses, hemos divulgado información sobre actividad de Internet u otras redes 
electrónicas a proveedores de análisis y anunciantes de red, y dicha divulgación puede 
considerarse una "venta" o "compartición" de información personal. Divulgamos esta información 
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personal para facilitar la comercialización dirigida a usted y para ofrecer publicidad personalizada 
en el sitio web y en otras interacciones que mantenga con la Compañía mientras está en línea. 

No tenemos conocimiento real de que hayamos vendido o "compartido" información personal de 
menores de 16 años en los últimos 12 meses y no tenemos intención de hacerlo.  

Nota sobre información desidentificada 

En ocasiones, Sensient convierte la información personal de los residentes de California en 
información desidentificada a través del uso de medidas razonables para asegurar que la 
información desidentificada no pueda asociarse con la persona ("Información desidentificada"). 
Mantenemos la información desidentificada en una forma desidentificada y no intentamos 
reidentificarla, salvo que podamos intentar reidentificar la información únicamente con el 
propósito de determinar si los procesos de desidentificación aseguran que la información no 
pueda asociarse con la persona.  

Sus derechos de privacidad en California 

Sujeto a las limitaciones y excepciones aplicables, los residentes de California tienen los 
siguientes derechos de conformidad con la CCPA: 

• Derecho a saber: tiene derecho a presentar una solicitud verificable para partes 
específicas de su información personal y para obtener información sobre la recopilación, 
el uso y la divulgación por parte de Sensient de categorías de su información personal. 

• Derecho a eliminar: tiene derecho a presentar una solicitud verificable para eliminar 
información personal que Sensient haya recopilado de usted. 

• Derecho a corregir: tiene derecho a presentar una solicitud verificable para corregir 
información personal inexacta sobre usted, teniendo en cuenta la naturaleza de la 
información personal y los fines de su procesamiento. 

• No discriminación: Sensient no lo discriminará ilegalmente por ejercer sus derechos de 
privacidad en virtud de la CCPA. 

• Derecho a oponerse a la venta/compartición: tiene derecho a oponerse a la venta y 
divulgación de su información personal para publicidad conductual intercontextual 
("compartición"). También puede implementar una configuración o extensión del 
navegador para comunicar automáticamente sus preferencias de venta y compartición a 
los sitios web que visite.  

Respetamos su derecho a oponerse a la venta y la compartición de su información 
personal, según se indique a través de una señal universal de exclusión voluntaria o del 
Control Global de Privacidad (Global Privacy Control, "GPC"). Para habilitar el GPC, 
puede visitar la página del Control Global de Privacidad en 
https://globalprivacycontrol.org. Si descarga un navegador o extensión compatible y 
ejerce sus derechos de privacidad con GPC, desactivaremos ciertas cookies de terceros 
en nuestro sitio web una vez que detecte una señal de GPC. Sin embargo, si visita nuestro 
sitio web desde otro dispositivo o desde un navegador distinto en el mismo dispositivo, 
tendrás que oponerse o usar una señal de preferencia de exclusión para ese navegador 
y/o dispositivo.  

Cómo ejercer sus derechos de privacidad en California 

https://globalprivacycontrol.org/
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Sensient responderá a las solicitudes de saber, eliminar y corregir conforme a la ley aplicable si 
puede verificar la identidad del solicitante. Puede ejercer estos derechos de las siguientes 
maneras: 

• Llame al 1-800-222-4904  
• Complete el formulario de solicitud disponible aquí. 

Aviso de derecho a oponerse a la venta/compartición 

Para oponerse a la venta o compartición de su información personal, puede modificar la 
configuración de sus cookies o utilizar una señal de preferencia de exclusión, como el Control 
Global de Privacidad (GPC). Sensient procesa estas señales de preferencia de exclusión sin 
impedimentos. Esto significa que si activa el GPC, Sensient recibirá una notificación 
automáticamente de que se ha opuesto a la venta y compartición de su información personal y 
procesará automáticamente la señal de preferencia de exclusión para excluirlo de la venta y 
compartición de su información personal.  

Para habilitar el GPC: 

(1) Vaya a Global Privacy Control — Take Control Of Your Privacy (Control Global de 
Privacidad: tome el control de su privacidad). 

(2) Haga clic en "Get Started" (Empezar). 
(3) Haga clic en "View All Downloads" (Ver todas las descargas). 
(4) En "Browsers + Extensions" (Navegadores + Extensiones), seleccione una compañía 

participante y haga clic en "Download" (Descargar). 
(5) Siga las instrucciones proporcionadas por la compañía seleccionada para instalar su 

navegador. 

Si ha activado el GPC, no podremos rastrear su actividad a través de la web. Esto puede afectar 
nuestra capacidad para personalizar los anuncios según sus preferencias. Sin embargo, si visita 
nuestro sitio web desde otro dispositivo o desde otro navegador en el mismo dispositivo, tendrá 
que oponerse a la venta/compartición o usar una señal de preferencia de exclusión para ese 
navegador y/o dispositivo. 

Cómo verificaremos su solicitud 

Si solicita saber, eliminar o corregir, verificamos su identidad mediante la comparación de la 
información personal que nos proporciona con la información personal que mantenemos en 
nuestros archivos. Cuanto mayor sea el riesgo que conlleve la solicitud (por ejemplo, una solicitud 
de información personal específica), más información personal podremos solicitar para verificar 
su identidad. Si no podemos verificar su identidad con suficiente certeza para responder de forma 
segura a su solicitud, se lo comunicaremos rápidamente y le explicaremos por qué no podemos 
verificar su identidad. 

Agentes autorizados 

Puede designar a un agente autorizado para ejercer sus derechos. Si un agente autorizado 
presenta una solicitud en su nombre, debe presentar junto con la solicitud un documento firmado 
por usted que autorice al agente a presentar la solicitud en su nombre. Además, podemos pedirle 
que siga el proceso aplicable descrito anteriormente para verificar su identidad. Puede obtener 
un formulario de "Designación de agente autorizado" si se comunica con nosotros a través de 
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dpo@sensient.com. O puede proporcionar un poder notarial conforme al Código de Sucesiones 
de California. 

II. Personas que residen fuera de Estados Unidos  

Si reside fuera de Estados Unidos, lo que incluye Australia, Brasil, Canadá, China, Unión Europea 
("UE"), India, Japón, México, Nueva Zelanda, Perú, Filipinas, Singapur, Sudáfrica, Tailandia, 
Turquía o Reino Unido ("RU") (colectivamente, "No residentes de EE. UU."), lo siguiente también 
se aplica a usted:  

Sus derechos respecto a su información personal 

Puede tener ciertos derechos relacionados con su información personal, incluida la información 
personal sensible, sujeto a las leyes locales de protección de datos. Sujeto a las limitaciones y 
excepciones previstas por la ley aplicable a su país de residencia, puede tener derecho a: 

• solicitar acceso a su información personal, es decir, pedirle a la Compañía que le 
proporcione copias de su información personal; 

• solicitar a la Compañía que actualice, corrija o elimine (el "derecho al olvido") su 
información personal, es decir, que corrija información personal incompleta o inexacta o 
que borre su información personal; 

• retirar su consentimiento para el procesamiento de su información personal, en 
cualquier momento, en el que previamente haya consentido el procesamiento de su 
información personal.  

o Más sobre el derecho a retirar el consentimiento: Si Sensient solicita su 
consentimiento para procesar su información personal y usted lo otorga, puede 
usar la información de contacto a continuación para retirar su consentimiento. 
Cualquier retirada no afectará la legalidad del procesamiento basado en su 
consentimiento antes de su retirada, y Sensient continuará conservando la 
información que nos proporcionó antes de retirar su consentimiento durante el 
tiempo que la ley aplicable lo permita o requiera. Además, si Sensient dispone de 
un motivo legal alternativo para procesar su información personal sin su 
consentimiento, podemos continuar procesando su información personal 
basándonos en ese fundamento legal alternativo para el procesamiento. 

• solicitar la restricción del procesamiento de su información personal en determinadas 
situaciones, como mientras se resuelve una disputa sobre la exactitud de la información; 

• solicitar la portabilidad de datos. 
o Más sobre el derecho a la portabilidad de datos: Sujeto a ciertas limitaciones, el 

derecho a la portabilidad de datos le permite obtener de la Compañía o pedirle a 
la Compañía que envíe a un tercero una copia en formato electrónico de su 
información personal que usted proporcionó a la Compañía 

• oponerse al procesamiento de su información personal. 
o Más sobre el derecho de oposición: Tiene derecho a oponerse al procesamiento 

de su información personal basándose únicamente en los intereses legítimos de 
la Compañía. Si se opone en estas circunstancias, el procesamiento de su 
información personal se detendrá, salvo que exista una razón imperiosa y 
prevalente para continuar el procesamiento o que este sea necesario para 
establecer, perseguir o defender reclamaciones legales.  
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• Otros derechos. Sujeto a cualquier limitación y excepción aplicable, también 
puede tener derecho a: 

o Solicitar la confirmación del procesamiento de su información personal. 
o Cancelar o bloquear el procesamiento de su información personal. 
o Solicitar la anonimización, el bloqueo o la eliminación de su información personal 

que sea innecesaria, excesiva, desactualizada o falsa, o que se haya procesado 
en violación de la ley. 

o Solicitar la identificación de las entidades públicas y privadas a las que la 
Compañía ha divulgado su información personal o con las que la Compañía ha 
utilizado una base de datos compartida que contiene su información personal. 

o Para los residentes de Turquía, los derechos adicionales enumerados en la Ley 
turca nº 6698 sobre la protección de datos personales ya no figuran anteriormente 

Cómo ejercer sus derechos 

Para ejercer los derechos descritos anteriormente, envíenos una solicitud verificable por los 
siguientes medios: 

• Llámenos al número gratuito en EE. UU. 1-800-222-4904, o internacionalmente al 
+1.414.271.6755 

• Envíenos un correo electrónico a dpo@sensient.com. 

La Compañía responderá a dichas solicitudes de acuerdo con la legislación aplicable sobre 
protección de datos. 
  
Información adicional específica de la jurisdicción 

Si cree que su información personal se ha procesado en violación de la ley aplicable de 
protección de datos, puede presentar una queja ante la autoridad de protección de datos donde 
vive, donde trabaja o donde crea que se produjo la infracción. 

Si reside en Brasil: si tiene preguntas sobre este Aviso o sobre el manejo de su información 
personal, puede contactar al responsable de protección de datos (persona responsable) a través 
de dpo@sensient.com. Además de la descripción de las transferencias internacionales 
mencionadas en la Sección 7, la Compañía puede transferir su información personal a otros 
miembros del grupo corporativo Sensient, donde los miembros autorizados pueden procesar su 
información personal para los fines establecidos en la Sección 4, más arriba. La transferencia de 
datos puede adoptar la forma de correo electrónico o acceso remoto a la información almacenada 
en los sistemas de información de la Compañía o de un proveedor de servicios autorizados. 
Estos destinatarios conservarán la información personal transferida durante el período descrito 
en la Sección 8, más arriba. Tiene los derechos descritos anteriormente en relación con el 
procesamiento de su información personal por parte de miembros del grupo corporativo de la 
Compañía y puede ejercer esos derechos como se describió más arriba. 

Si reside en Alemania: si tiene preguntas sobre este Aviso o sobre el manejo de su información 
personal, puede contactar al responsable de protección de datos de la Compañía a través de 
dpo@sensient.com. Los residentes de la UE pueden encontrar la información de contacto de su 
autoridad de protección de datos aquí: https://edpb.europa.eu/about-edpb/board/members_en. 

Si reside en India: puede presentar una queja a la Compañía sobre el procesamiento de su 
información personal; para ello, utilice la información de contacto mencionada anteriormente, 
seguida del contacto, en la medida que sea necesario, con la Junta de Protección de Datos de 
India. 

mailto:dpo@sensient.com
mailto:dpo@sensient.com
mailto:dpo@sensient.com
https://edpb.europa.eu/about-edpb/board/members_en
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Si reside en Japón: puede encontrar más información sobre las leyes de otros países aplicables 
al manejo de información personal si hace clic en el país o jurisdicción correspondiente que 
aparece en esta página: https://www.ppc.go.jp/enforcement/infoprovision/laws/. 

Si reside en Quebec, Singapur o Sudáfrica: si tiene preguntas sobre este Aviso o sobre el manejo 
de su información personal, puede contactar al responsable de protección de datos a través de 
dpo@sensient.com. Puede comunicarse con el Regulador de Información de Sudáfrica aquí: 
https://inforegulator.org.za/. 

11. CAMBIOS A ESTE AVISO 

Revisamos este Aviso regularmente y podemos realizar cambios en cualquier momento para 
tener en cuenta cambios en nuestras actividades empresariales, requisitos legales o la forma en 
que procesamos la información personal. Publicaremos actualizaciones en este sitio web y, 
cuando sea apropiado, daremos un aviso razonable ante cualquier cambio. Debe revisar 
periódicamente este Aviso para asegurarse de que entiende cómo recopilamos y utilizamos su 
información personal. 

12. COMUNÍQUESE CON NOSOTROS 

Si tiene preguntas, inquietudes o quejas relacionadas con este Aviso Global de Privacidad o el 
procesamiento de información, comuníquese con Greg Rank a través 
de greg.rank@sensient.com o al (01) 414-271-6755.  
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