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GLOBALNA INFORMACJA O OCHRONIE PRYWATNOŚCI SENSIENT 
TECHNOLOGIES CORPORATION 

Data wejścia w życie: 1 stycznia 2026 roku 

Sensient Technologies Corporation oraz jej spółki zależne, oddziały i podmioty powiązane 
(łącznie „Sensient”, „my”, „nas” lub „nasz”) zobowiązują się do ochrony Państwa prywatności. 
Niniejsza Globalna Informacja o Ochronie Prywatności opisuje, w jaki sposób zbieramy, 
wykorzystujemy, ujawniamy, przekazujemy za granicę oraz w inny sposób przetwarzamy (łącznie 
„przetwarzamy”) Państwa dane osobowe. Niniejsza Informacja opisuje również przysługujące 
Państwu możliwości wyboru dotyczące sposobu przetwarzania Państwa danych osobowych oraz 
sposobu dokonywania tych wyborów, a także sposób, w jaki zabezpieczamy Państwa dane 
osobowe, oraz możliwości kontaktu z nami w sprawach dotyczących naszych praktyk ochrony 
prywatności. 

Termin „dane osobowe” używany w niniejszej Informacji oznacza, o ile nie określono inaczej, 
wszelkie informacje dotyczące zidentyfikowanej lub możliwej do zidentyfikowania osoby fizycznej. 

Niniejsza Informacja zawiera następujące sekcje:  

1. Zakres niniejszej Informacji 
2. Dane osobowe, które zbieramy 
3. Pliki cookie i inne informacje zbierane automatycznie na Stronie Internetowej 
4. Źródła danych osobowych 
5. Sposób wykorzystywania danych osobowych 
6. Sposób ujawniania danych osobowych 
7. Międzynarodowe przekazywanie danych osobowych 
8. Okres przechowywania danych osobowych 
9. Sposób zabezpieczania danych osobowych 
10. Informacje dodatkowe właściwe dla Państwa regionu 
11. Zmiany niniejszej Informacji 
12. Kontakt 

1. ZAKRES NINIEJSZEJ INFORMACJI  

Mogą Państwo wchodzić w interakcję z Sensient zarówno online, jak i offline z różnych powodów. 
Niniejsza Informacja ma zastosowanie do danych osobowych, które przetwarzamy, gdy 
odwiedzają Państwo nasze strony internetowe, w tym https://www.sensient.com/, 
https://sensientflavorsandextracts.com/ oraz https://na.sensientfoodcolors.com/,  lub aplikacje, 
które mogą być od czasu do czasu modyfikowane, przenoszone lub przekierowywane (łącznie 
„Strona Internetowa”), a także gdy wchodzą Państwo z nami w interakcję w inny sposób, na 
przykład korzystając z naszych usług, komunikując się z nami lub uczestnicząc w 
organizowanych przez nas wydarzeniach.  

Niniejsza Informacja ma również zastosowanie do danych osobowych, które Spółka może zbierać 
od lub na temat: (1) kandydatów do pracy, w trakcie ubiegania się o zatrudnienie w Spółce za 
pośrednictwem strony kariery Sensient („Kandydaci”); oraz (2) przedstawicieli korporacyjnych 
klientów, kontrahentów, dostawców, partnerów biznesowych i innych osób na potrzeby 
prowadzenia przez nas własnej działalności gospodarczej, takiej jak zawieranie umów i 
fakturowanie („Kontakty Biznesowe”). Z wyjątkiem przypadków, gdy niniejsza Informacja odnosi 
się do jednej lub więcej kategorii osób w szczególności, niniejsza Informacja ma zastosowanie 
do wszystkich wymienionych powyżej kategorii osób łącznie. 

https://www.sensient.com/
https://sensientflavorsandextracts.com/
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Z wyjątkiem Kandydatów niniejsza Informacja nie ma zastosowania do danych osobowych 
przetwarzanych przez Spółkę w charakterze pracodawcy, w tym danych osobowych obecnych 
lub byłych pracowników Spółki. Sensient utrzymuje odrębne polityki, jeżeli i w zakresie 
wymaganym przez prawo, dotyczące przetwarzania danych osobowych przez Spółkę w 
charakterze pracodawcy. 

Identyfikacja administratora danych  

W zależności od Państwa miejsca pobytu „administrator danych” lub „przedsiębiorca” 
odpowiedzialny za przetwarzanie Państwa danych osobowych będzie inny. Podmiot Sensient, 
którego stronę internetową lub lokalizację fizyczną Państwo odwiedzają, w którego wydarzeniu 
Państwo uczestniczą lub którego usługę Państwo wykorzystują, jest administratorem danych w 
zakresie przetwarzania Państwa danych osobowych zebranych w związku z wizytą, 
wydarzeniem, usługą lub relacją biznesową. Pełna lista podmiotów Sensient oraz ich dane 
kontaktowe są dostępne tutaj.  

Strony podmiotów trzecich  

Nasza Strona Internetowa może zawierać łącza do stron lub aplikacji obsługiwanych przez 
podmioty trzecie oraz wtyczki z takich stron lub aplikacji („Strony Podmiotów Trzecich”). Sensient 
nie kontroluje żadnych Stron Podmiotów Trzecich i nie ponosi odpowiedzialności za jakiekolwiek 
dane osobowe, które mogą one zbierać. Praktyki zbierania danych przez Strony Podmiotów 
Trzecich są regulowane przez ich polityki prywatności. Jeżeli zdecydują się Państwo przejść na 
dowolną Stronę Podmiotu Trzeciego z naszej Strony Internetowej, prosimy zapoznać się z 
polityką prywatności tej strony, aby dowiedzieć się więcej o przetwarzaniu Państwa danych 
osobowych przez tę stronę. 

Zgodność z Ustawą o Ochronie Prywatności Dzieci w Internecie  

Nie zbieramy informacji od osób poniżej 16. roku życia. Produkty i usługi, które oferujemy, wraz 
z naszą Stroną Internetową, są skierowane do osób, które ukończyły co najmniej 16 lat. Jeżeli 
nie ukończyli Państwo 16 lat, nie są Państwo upoważnieni do korzystania z naszej Strony 
Internetowej. 

2. DANE OSOBOWE, KTÓRE ZBIERAMY  

Rodzaje danych osobowych, które zbieramy, będą się różnić w zależności od powodu, dla którego 
wchodzą Państwo z nami w interakcję, i mogą obejmować następujące kategorie:  

(1) Identyfikatory: takie jak imię i nazwisko, adres korespondencyjny, adres e-mail, numer 
telefonu oraz, jeżeli zarejestrują Państwo konto na naszej Stronie Internetowej, informacje 
o koncie, takie jak nazwa użytkownika.  

(2) Informacje zawodowe lub związane z zatrudnieniem: takie jak nazwa pracodawcy lub 
firmy, stanowisko, służbowe dane kontaktowe (służbowy adres e-mail, adres 
korespondencyjny i numer telefonu) oraz inne informacje niezbędne do zarządzania 
relacją między Sensient a Państwa pracodawcą. W przypadku Kandydatów obejmuje to 
znajomość języków i umiejętności, doświadczenie w zakresie oprogramowania, 
przynależność do organizacji zawodowych, opis mocnych stron i technicznych obszarów 
specjalizacji, historię zatrudnienia (np. poprzednich pracodawców i zajmowane 
stanowiska, daty, lokalizacje, przełożonych, zakres obowiązków), informacje zawarte w 
CV i liście motywacyjnym, referencje i informacje z nich uzyskane oraz historię 
wykształcenia (np. uzyskane certyfikaty i stopnie naukowe).  

https://www.sensient.com/contact-us
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(3) Informacje handlowe: takie jak rejestry produktów i usług zakupionych od Sensient oraz 
informacje dotyczące wydarzeń organizowanych przez Sensient, w których Państwo 
uczestniczyli lub na które się Państwo zapisali. 

(4) Informacje o aktywności internetowej lub innej aktywności elektronicznej: takie jak 
adres IP lub unikalny identyfikator urządzenia, a także inne informacje, takie jak 
charakterystyka przeglądarki, preferencje językowe, szczegóły dotyczące systemu 
operacyjnego, adresy URL odsyłające, czas trwania wizyt lub wyświetlane strony. 
Podczas przeglądania naszej Strony Internetowej obejmuje to również pliki cookie i inne 
informacje zbierane za pomocą technologii, opisane szczegółowo w Sekcji 3 niniejszej 
Informacji poniżej.  

(5) Dane sensoryczne lub z monitoringu: w tym wiadomości głosowe i nagrania połączeń 
z naszymi usługami obsługi klienta, a także nagrania z monitoringu wizyjnego 
zarejestrowane przez sprzęt znajdujący się na terenie naszych obiektów. 

(6) Informacje dotyczące weryfikacji przeszłości i zapobiegania oszustwom wyłącznie 
dla Kontaktów Biznesowych: takie jak umieszczenie na liście sankcji lub publicznej 
liście zdyskwalifikowanych członków organów zarządzających, istnienie wcześniejszych 
lub domniemanych przestępstw, potwierdzenie niekaralności, informacje dotyczące osób 
zajmujących eksponowane stanowiska polityczne („PEP”), wyłącznie w przypadkach, gdy 
(i) informacje te mają zastosowanie w kontekście produktu lub usługi, o które Państwo 
wnioskowali; (ii) prawo zezwala nam na zbieranie tych informacji; oraz (iii) uzyskaliśmy 
Państwa zgodę, w stosownych przypadkach. 

(7) Preferencje marketingowe i komunikacyjne: takie jak produkty, którymi są Państwo 
zainteresowani, oraz preferencje marketingowe, a także informacje o Państwa 
interakcjach z naszymi komunikatami marketingowymi i reakcjach na nie.  

(8) Informacje zwrotne z komunikacji lub inne informacje przekazane nam: w tym treść 
korespondencji z nami, interakcje w mediach społecznościowych z naszą obecnością w 
mediach społecznościowych; komentarze przekazywane za pośrednictwem chatbotów, 
formularzy opinii lub ankiet; zapytania przesyłane do nas; lub wszelkie informacje 
przekazywane nam dobrowolnie, na przykład poprzez wypełniane formularze, podczas 
uczestnictwa w naszych konferencjach lub kontaktowania się z działem obsługi klienta.  

(9) Wnioski: na przykład informacje o Państwa preferencjach, cechach, predyspozycjach, 
historii zakupów lub innych tendencjach, które pomagają nam określić, które produkty 
mogą Państwa zainteresować. 

(10) Informacje aplikacyjne wyłącznie dla Kandydatów: takie jak informacje o Państwa 
uprawnieniu do pracy w kraju, w którym Państwo aplikują, oczekiwania płacowe oraz 
wszelkie inne informacje przekazane w trakcie składania aplikacji lub podczas rozmowy 
kwalifikacyjnej. 

(11) Historia karna wyłącznie dla Kandydatów: My lub firma przeprowadzająca weryfikację 
przeszłości działająca pod naszym kierownictwem możemy sprawdzać rejestry karne w 
celu uzyskania informacji o wyrokach skazujących, jednak wyłącznie za Państwa zgodą i 
w zakresie dozwolonym przez obowiązujące prawo. 

Dodatkowe informacje zbierane o Kandydatach 

Gdy aplikują Państwo na stanowisko w Stanach Zjednoczonych lub wskażą USA jako 
preferowaną lokalizację podczas rejestracji profilu, będą Państwo mieli możliwość podania 
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informacji o swojej klasyfikacji chronionej, tj. płci, rasie/pochodzeniu etnicznym i/lub statusie 
weterana, w celu umożliwienia nam prowadzenia monitoringu równych szans. Podanie tych 
informacji jest całkowicie dobrowolne. Jeżeli odmówią Państwo podania tych informacji, Państwa 
aplikacje nie zostaną w żaden sposób naruszone. Jeżeli zdecydują się Państwo podać te 
informacje, wyrażają Państwo zgodę na ich wykorzystanie do celów monitoringu równych szans 
zatrudnienia. Informacje te będą przechowywane i gromadzone anonimowo i nie będą 
wykorzystywane do oceny Państwa aplikacji o pracę ani do wnioskowania o jakichkolwiek 
Państwa cechach. Jeżeli Spółka przeprowadzi badanie lekarskie po złożeniu oferty lub jeżeli 
zwrócą się Państwo o dostosowanie w związku z procesem zatrudnienia, możemy również 
zbierać informacje medyczne na Państwa temat. 

Z wyjątkiem przypadków opisanych powyżej nie będziemy żądać ani w inny sposób zbierać 
informacji o Państwa zdrowiu, rasie lub pochodzeniu etnicznym, poglądach politycznych, 
przekonaniach religijnych lub filozoficznych, przynależności związkowej, orientacji seksualnej ani 
Państwa danych genetycznych lub biometrycznych poprzez aplikację online lub w trakcie procesu 
aplikacyjnego, chyba że prawo w drodze wyjątku wymaga tego od nas.  

3. PLIKI COOKIE I INNE INFORMACJE ZBIERANE AUTOMATYCZNIE NA STRONIE 
INTERNETOWEJ  

Podczas przeglądania naszej Strony Internetowej możemy automatycznie zbierać różne pliki 
cookie i inne informacje za pomocą technologii, aby zwiększyć nasze możliwości obsługi 
Państwa. 

I. Czym są pliki cookie?  

Pliki cookie to małe pliki pobierane na Państwa urządzenie podczas odwiedzania strony 
internetowej. Plik cookie następnie przesyła informacje z powrotem do strony źródłowej lub do 
innej strony, która rozpoznaje ten plik cookie.  

Pliki cookie są przydatne, ponieważ pozwalają stronie internetowej rozpoznać urządzenie 
użytkownika. Pliki cookie wykonują wiele różnych zadań, takich jak umożliwienie efektywnego 
poruszania się między stronami, zapamiętywanie preferencji oraz ogólna poprawa doświadczenia 
użytkownika. Więcej informacji o plikach cookie można znaleźć pod adresami: 
www.allaboutcookies.org oraz www.youronlinechoices.eu. 

II. Pliki cookie, których używamy, i dlaczego ich używamy 

a. Kategorie plików cookie  

i. Nasze pliki cookie sklasyfikowane według funkcji: 

Na naszej Stronie Internetowej używamy pięciu rodzajów plików cookie: 

• Niezbędne pliki cookie: Są to pliki cookie ściśle niezbędne do działania Strony 
Internetowej lub do świadczenia usług, o które zwrócił się dany użytkownik. Przykładami 
funkcji wykonywanych przez niezbędne pliki cookie są pliki cookie zapamiętujące 
wcześniejsze działania (np. wprowadzony tekst) podczas powrotu do strony w tej samej 
sesji. 

• Analityczne pliki cookie: Te pliki cookie zbierają informacje o tym, w jaki sposób 
odwiedzający korzystają ze strony internetowej, na przykład które strony odwiedzają 
najczęściej oraz czy otrzymują komunikaty o błędach ze stron internetowych. Te pliki 
cookie służą wyłącznie poprawie funkcjonowania Strony Internetowej. 

http://www.allaboutcookies.org/
http://www.youronlinechoices.eu/
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• Funkcjonalne pliki cookie: Te pliki cookie pozwalają stronie internetowej zapamiętywać 
wybory dokonywane przez użytkowników oraz zapewniać ulepszone, spersonalizowane 
funkcje. Na przykład na naszej Stronie Internetowej te pliki cookie zapamiętują preferencje 
językowe użytkowników. 

• Pliki cookie ukierunkowane/reklamowe: Pliki cookie ukierunkowane/reklamowe to pliki 
cookie używane do dostarczania reklam odpowiednich dla użytkownika. Na przykład 
używamy plików cookie, które zapamiętują, co Państwo wyświetlali na naszej Stronie 
Internetowej, abyśmy mogli wyświetlać Państwu odpowiednie reklamy produktów, które 
mogą Państwa zainteresować. Używamy również plików cookie, które informują nas, czy 
widzieli Państwo reklamę i wchodzili z nią w interakcję, na przykład klikając na nią. 

• Pliki cookie do udostępniania w mediach społecznościowych: Te pliki cookie 
zapewniają dostęp do sieci społecznościowych i mogą zbierać dane osobowe dotyczące 
korzystania z tych sieci przez użytkownika. Na przykład używamy plików cookie, które 
udostępniają innym osobom w Państwa sieci Facebook informację, że odwiedzili Państwo 
naszą Stronę Internetową. 

ii. Nasze pliki cookie sklasyfikowane według trwałości: 

Pliki cookie można również kategoryzować według tego, jak długo pozostają na Państwa 
urządzeniu. Istnieją dwie główne kategorie czasu trwania: 

• Trwałe pliki cookie: Trwałe pliki cookie pozostają na Państwa urządzeniu do momentu 
ręcznego lub automatycznego usunięcia. 

• Sesyjne pliki cookie: Sesyjne pliki cookie pozostają na Państwa urządzeniu do momentu 
zamknięcia przeglądarki, kiedy to są automatycznie usuwane. 

Używamy zarówno trwałych, jak i sesyjnych plików cookie.  

iii. Inne rodzaje elementów śledzących: 

Na Stronie Internetowej umieszczamy małe obrazy graficzne lub inny kod programowania 
internetowego, zwane sygnalizatorami internetowymi (znane również jako „znaczniki pikselowe”, 
piksele konwersji” lub „czyste GIF-y”). Sygnalizatory internetowe to niewielkie elementy graficzne 
z unikalnym identyfikatorem. Są one wykorzystywane do śledzenia aktywności użytkowników 
internetu w sieci. W przeciwieństwie do plików cookie, które są przechowywane na dysku 
twardym komputera użytkownika, sygnalizatory internetowe są niewidocznie osadzone na 
stronach internetowych i mają rozmiar zbliżony do kropki na końcu tego zdania.   

b. Informacje zbierane przez nasze pliki cookie:  

Nasze pliki cookie zbierają różne rodzaje informacji, w tym informacje o korzystaniu z naszej 
Strony Internetowej, szczegóły dotyczące Państwa urządzenia oraz adres IP. Informacje o 
korzystaniu z naszej Strony Internetowej mogą obejmować czas, w którym Państwa urządzenie 
uzyskuje dostęp do naszej Strony Internetowej, odwiedzaną stronę, czas spędzony na każdej 
stronie oraz klikane łącza. Pliki cookie mogą również zbierać informacje o łączu, które 
przekierowało Państwa na naszą Stronę Internetową, oraz o stronie, którą odwiedzają Państwo 
po opuszczeniu naszej Strony Internetowej. 

Szczegóły dotyczące Państwa urządzenia mogą obejmować rodzaj przeglądarki użytej do 
uzyskania dostępu do Strony Internetowej, wersję tej przeglądarki oraz rodzaj używanego 
urządzenia. 
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Adres IP to numer przypisany do Państwa urządzenia, na przykład laptopa lub telefonu 
komórkowego, gdy urządzenie uzyskuje dostęp do internetu. Państwa urządzenie może mieć 
statyczny adres IP, co oznacza, że zawsze ma ten sam adres IP. Może też mieć dynamiczny 
adres IP, co oznacza, że adres IP zmienia się przy każdym połączeniu urządzenia z internetem.  

W zakresie, w jakim adresy IP stanowią dane osobowe zgodnie z obowiązującymi przepisami o 
ochronie danych, traktujemy je jako dane osobowe. Nie zbieramy innych danych osobowych za 
pomocą plików cookie na Stronie Internetowej. Jeżeli połączymy informacje zebrane za pomocą 
plików cookie z jakimikolwiek danymi osobowymi, które podadzą nam Państwo za pośrednictwem 
Strony Internetowej, np. poprzez wypełnienie formularza, również te informacje traktujemy jako 
dane osobowe. 

c. Miejsce przetwarzania informacji: 

Informacje zbierane przez nasze pliki cookie są przetwarzane na serwerach zlokalizowanych w 
Stanach Zjednoczonych.  

III. Państwa wybory 

W niektórych jurysdykcjach, gdy po raz pierwszy odwiedzą Państwo naszą Stronę Internetową, 
otrzymają Państwo powiadomienie banerowe o obecności plików cookie. Klikając lub dotykając 
„Akceptuj wszystko”, wyrażają Państwo zgodę na używanie tych plików cookie zgodnie z opisem 
w niniejszym dokumencie. 

Dostępne są produkty, które mogą zarządzać plikami cookie w Państwa imieniu. Wiele 
przeglądarek internetowych umożliwia korzystanie z funkcji „Nie śledź”, aby poinformować strony 
internetowe i sieci reklamowe, że nie chcą Państwo, aby Państwa aktywność online była 
śledzona. Aby uzyskać więcej informacji na temat sygnałów śledzenia przeglądarki oraz funkcji 
„Nie śledź”, prosimy odwiedzić http://www.allaboutdnt.org/. 

4. ŹRÓDŁA DANYCH OSOBOWYCH  

Możemy zbierać dane osobowe na Państwa temat z następujących źródeł: 

• Bezpośrednio od Państwa: na przykład gdy korzystają Państwo z naszej Strony 
Internetowej, żądają informacji, zamawiają lub korzystają z naszych produktów bądź 
usług, rejestrują się na wydarzenie lub w nim uczestniczą, lub komunikują się z nami 
bezpośrednio. W przypadku Kandydatów możemy również zbierać dane osobowe 
podczas składania aplikacji o pracę lub gdy są one przekazywane w trakcie procesu 
aplikacyjnego i rozmowy kwalifikacyjnej.  

• Od Państwa pracodawcy lub przedstawiciela: w przypadku Kontaktów Biznesowych 
możemy zbierać dane osobowe na Państwa temat od Państwa pracodawcy lub firmy, z 
którą są Państwo powiązani, w celu świadczenia naszych produktów i usług. 

• Podmioty powiązane: na przykład podczas udzielania wsparcia innym spółkom w 
ramach grupy kapitałowej Sensient w świadczeniu naszych produktów i usług. 

• Usługodawcy i kontrahenci: na przykład usługodawcy analitycznych lub 
informatycznych.  

• Z technologii zautomatyzowanych: na przykład poprzez pliki cookie na naszej Stronie 
Internetowej (jak opisano szczegółowo w Sekcji 3 niniejszej Informacji powyżej) lub 

http://www.allaboutdnt.org/
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poprzez technologie nadzoru czy nagrywania, takie jak monitoring wizyjny w obiektach 
Spółki.  

• Publiczne źródła internetowe: na przykład media społecznościowe, profile publiczne i 
inne publiczne źródła online. 

• Rejestry publiczne, na przykład akta sądowe oraz organizacje zajmujące się akredytacją 
i licencjonowaniem. W przypadku Kontaktów Biznesowych możemy również zbierać dane 
osobowe na Państwa temat z baz danych służących zapobieganiu oszustwom, list 
sankcyjnych, agencji rządowych oraz innych publicznie dostępnych źródeł danych. 

• Referencje i dostawcy usług weryfikacji przeszłości: W przypadku Kandydatów 
możemy zbierać dane osobowe od rekruterów, osób udzielających referencji lub agencji 
zatrudnienia.  Możemy również korzystać z usług dostawców weryfikacji przeszłości w 
celu weryfikacji wcześniejszego zatrudnienia, certyfikatów, wykształcenia i tożsamości, a 
za Państwa zgodą i w zakresie dozwolonym przez obowiązujące prawo — również w celu 
uzyskania informacji o przeszłości karnej.  

5. SPOSÓB WYKORZYSTYWANIA DANYCH OSOBOWYCH  

W zależności od charakteru Państwa interakcji z Sensient (np. Kontakt Biznesowy, Kandydat lub 
korzystanie z naszej Strony Internetowej) możemy wykorzystywać kategorie danych osobowych 
wymienione w Sekcji 2 niniejszej Informacji do następujących celów oraz na następujących 
podstawach prawnych (w przypadku gdy takie podstawy prawne są wymagane przez 
obowiązujące prawo do przetwarzania Państwa danych osobowych): 

Kategoria 
danych 

osobowych 

Cele wykorzystania Podstawa prawna 

1, 2, 3, 4, 8 Świadczenie naszych 
produktów i usług na 
Państwa rzecz 

Zawarcie umowy z Państwem lub firmą, którą 
Państwo reprezentują, oraz wykonanie naszych 
zobowiązań wynikających z tej umowy. 
Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie zarządzania 
relacjami z naszymi klientami, dostawcami i 
Państwem.  

1, 2, 3, 7, 8 Komunikacja z Państwem Zawarcie umowy z Państwem lub firmą, którą 
Państwo reprezentują, oraz wykonanie naszych 
zobowiązań wynikających z tej umowy. 
Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie zarządzania 
relacjami z naszymi klientami, dostawcami i 
Państwem. 
Wypełnienie naszych obowiązków prawnych. 

1, 2, 3, 4, 8, 9 Prowadzenie badań i 
rozwoju oraz ulepszanie 
naszych produktów i usług, 
a także opracowywanie 
nowych produktów i usług 

Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie utrzymania i 
poprawy jakości naszych produktów i usług. 
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1, 2, 3, 4, 7, 8, 9 Przekazywanie Państwu 
informacji reklamowych i 
marketingowych 
dotyczących naszych 
produktów i usług, w tym 
powiadamianie o 
wydarzeniach. 

Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie marketingu 
naszych produktów i usług, rozwoju naszej 
działalności oraz zarządzania relacjami z naszymi 
klientami, dostawcami i Państwem. 

1, 2, 3, 4, 7, 8, 9 Wzbogacenie Państwa 
doświadczeń związanych z 
korzystaniem z naszych 
produktów i usług oraz 
personalizacja Państwa 
doświadczeń online. 

Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie utrzymania i 
poprawy jakości naszej Strony Internetowej, 
produktów i usług. 

1, 2, 3, 4, 5, 7, 8, 
9 

Obsługa klienta Wykonanie naszych zobowiązań wynikających z 
umowy z Państwem lub firmą, którą Państwo 
reprezentują. 
Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie utrzymania i 
poprawy jakości naszej Strony Internetowej, 
produktów i usług oraz zarządzania relacjami z 
naszymi klientami, dostawcami i Państwem. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Administrowanie naszą 
działalnością i ochrona 
naszej działalności oraz 
naszej Strony Internetowej 
(w tym rozwiązywanie 
problemów, analiza, 
testowanie, utrzymanie, 
wsparcie, raportowanie i 
hosting danych oraz 
zapobieganie oszustwom i 
nadużyciom). 

Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie utrzymania i 
poprawy jakości naszej Strony Internetowej oraz 
ochrony naszej działalności.  
Wypełnienie naszych obowiązków prawnych. 

1, 2, 3, 4, 7, 8, 9 Prowadzenie analiz 
dotyczących klientów, 
badań rynku i grup 
fokusowych, w tym 
tworzenie materiałów 
promocyjnych, zbieranie 
opinii klientów oraz 
przeprowadzanie ankiet 
satysfakcji klientów. 

Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie utrzymania i 
poprawy jakości naszej Strony Internetowej, 
produktów i usług. 

1, 2, 3, 4, 6, 7, 8, 
9, 10 

W związku ze sprzedażą, 
fuzją lub reorganizacją 
naszej działalności. 

Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie transakcji 
korporacyjnych oraz ochrona naszych interesów 
prawnych. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Ochrona praw, mienia lub 
bezpieczeństwa Spółki, 
Państwa lub innych osób, w 
tym przeprowadzanie 

Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie ochrony 
naszej działalności. 
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kontroli w zakresie 
zapobiegania oszustwom, 
sankcji, przeciwdziałania 
praniu pieniędzy i innych 
kontroli w celu ochrony 
przed oszukańczymi, 
podejrzanymi lub innymi 
nielegalnymi działaniami 

Wypełnienie naszych zobowiązań umownych i 
innych obowiązków prawnych oraz wykonywanie 
praw Spółki lub obrona przed roszczeniami 
prawnymi.  

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Zgłaszanie podejrzenia 
popełnienia przestępstwa 
organom ścigania oraz 
współpraca w 
dochodzeniach. 

Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie ochrony 
naszej działalności oraz wykonywanie praw 
Spółki. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Prowadzenie dokumentacji 
oraz zapewnienie 
zgodności z 
obowiązującymi przepisami 
i wymogami regulacyjnymi. 

Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie ochrony 
naszej działalności.  
Wypełnienie naszych zobowiązań umownych i 
innych obowiązków prawnych.  

1, 2, 4, 8, 10, 11 Ocena Państwa kwalifikacji 
lub przydatności do 
zatrudnienia w Spółce oraz 
powiązane cele 
rekrutacyjne.  

Podjęcie decyzji o zawarciu z Państwem umowy o 
pracę oraz (w przypadku zatrudnienia) wykonanie 
naszych zobowiązań wynikających z tej umowy.  
Realizacja naszych prawnie uzasadnionych 
interesów gospodarczych w zakresie zatrudniania 
odpowiedniego personelu. 

  
Państwa zgoda 

W przypadku gdy żadna z powyższych podstaw prawnych nie ma zastosowania lub gdy 
obowiązujące prawo wymaga Państwa zgody na przetwarzanie opisane w niniejszej Informacji, 
Sensient opiera się na Państwa zgodzie. Zgodnie z przepisami o ochronie danych 
obowiązującymi w niektórych jurysdykcjach, przekazując swoje dane osobowe Sensient jako 
administratorowi danych, wyrażają Państwo zgodę na przetwarzanie Państwa danych 
osobowych zgodnie z opisem zawartym w niniejszej Informacji, która może być od czasu do 
czasu zmieniana. W miarę rozwoju naszej działalności niniejsza Informacja może ulec zmianie, 
dlatego prosimy o okresowe sprawdzanie tej strony, aby upewnić się, że rozumieją Państwo, w 
jaki sposób Państwa dane osobowe będą przetwarzane. W przypadku gdy przetwarzanie 
Państwa danych osobowych wymaga wyraźnej zgody, na przykład podczas zbierania 
szczególnych kategorii danych osobowych w niektórych jurysdykcjach, Spółka przekaże Państwu 
odrębne powiadomienie i zwróci się o wyrażenie wyraźnej zgody. 

Prosimy pamiętać, że nie są Państwo zobowiązani do podawania swoich danych osobowych 
Spółce. Jednakże jeżeli nie podadzą Państwo swoich danych osobowych lub w inny sposób 
odmówią lub wycofają zgodę na przetwarzanie, w przypadku gdy taka zgoda jest wymagana, 
Spółka może nie być w stanie: (1) świadczyć Państwu określonych usług i może być zobowiązana 
do zakończenia świadczenia usług obecnie świadczonych Państwu lub firmie, którą Państwo 
reprezentują; lub (2) rozważyć Państwa kandydatury do zatrudnienia. 

Mogą Państwo mieć prawo na mocy obowiązujących przepisów do wycofania swojej zgody. Aby 
uzyskać więcej informacji na temat tego prawa, prosimy zapoznać się z Sekcją 10 niniejszej 
Informacji poniżej.  



 10 
Sensient Technologies: Tajemnica adwokacka poziomu 1A 

Brak zautomatyzowanego podejmowania decyzji  

Spółka nie wykorzystuje zebranych danych osobowych do zautomatyzowanego podejmowania 
decyzji, w tym profilowania, które wywołuje skutki prawne lub w podobny sposób istotnie wpływa 
na osoby fizyczne. 

6. SPOSÓB UJAWNIANIA DANYCH OSOBOWYCH  

Możemy ujawniać dane osobowe następującym kategoriom podmiotów trzecich w następujących 
celach: 

• Usługodawcy: Możemy ujawniać Państwa dane osobowe usługodawcom w celu 
świadczenia usług na naszą rzecz lub w naszym imieniu oraz udzielania nam pomocy w 
realizacji naszych potrzeb biznesowych oraz zobowiązań umownych i prawnych — na 
przykład w celu hostowania całości lub części Strony Internetowej, prowadzenia analiz lub 
wysyłki produktów. Usługodawcy będą uprawnieni do przetwarzania Państwa danych 
osobowych wyłącznie w celach, w których zostały im ujawnione, i zgodnie z instrukcjami 
Spółki. 

• Partnerzy biznesowi: Możemy udostępniać dane osobowe naszym partnerom 
biznesowym w celu udzielenia nam pomocy w zakresie reklamy, marketingu oraz 
udostępniania informacji o produktach i usługach, które mogą być interesujące dla 
Państwa lub Państwa firmy. 

o Komunikacja: Komunikacja przesyłana do nas za pomocą technologii, które 
udostępniamy, np. zapytania przesyłane przez formularze online, chatboty i paski 
wyszukiwania na naszej Stronie Internetowej, może być udostępniana w czasie 
rzeczywistym usługodawcom i partnerom biznesowym wspierającym te 
technologie.  Korzystając z tych technologii, wyrażają Państwo zgodę na takie 
udostępnianie komunikacji.  

• Doradcy zawodowi i powiązane podmioty trzecie: Na przykład możemy ujawniać dane 
osobowe prawnikom w celu udzielenia nam pomocy w zakresie zgodności z przepisami, 
audytorom, księgowym lub konsultantom w celu udzielenia nam pomocy w świadczeniu 
usług na Państwa rzecz lub w prowadzeniu naszej działalności w inny sposób. 

• Podmioty powiązane korporacyjnie: Państwa dane osobowe mogą być ujawniane 
podmiotom powiązanym korporacyjnie z Sensient, na przykład w celu świadczenia 
naszych produktów i usług na Państwa rzecz lub przekazywania Państwu informacji o ich 
produktach i usługach. 

• Organy władzy publicznej lub agencje administracyjne: Możemy ujawniać Państwa 
dane osobowe, na przykład organom ścigania, organom regulacyjnym lub organom 
podatkowym. 

• Inne podmioty trzecie: Możemy ujawniać Państwa dane osobowe innym podmiotom 
trzecim— 

o Gdy wymaga tego prawo: na przykład gdy odpowiadamy na wezwania sądowe, 
nakazy sądowe, procesy prawne lub wnioski o ujawnienie w ramach postępowań 
cywilnych. 

o W celu ochrony praw, mienia lub bezpieczeństwa: Jeżeli uważamy, że Państwa 
działania naruszają obowiązujące prawo lub zagrażają prawom, mieniu lub 
bezpieczeństwu Spółki, naszych klientów lub innych osób. 

o W transakcjach korporacyjnych: Możemy ujawniać i przekazywać Państwa 
dane osobowe, w tym kolejnemu właścicielowi lub współwłaścicielowi naszej 
działalności, w tym w związku z fuzją korporacyjną, konsolidacją, upadłością, 
sprzedażą wszystkich lub zasadniczo wszystkich naszych udziałów członkowskich 
i/lub aktywów lub innymi zmianami korporacyjnymi. 
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Spółka będzie dokonywać ujawnień opisanych powyżej wyłącznie w zakresie dozwolonym 
przez obowiązujące przepisy. 

7. MIĘDZYNARODOWE PRZEKAZYWANIE DANYCH OSOBOWYCH  

Ze względu na globalny charakter naszej działalności oraz w celach opisanych powyżej możemy 
przekazywać dane osobowe podmiotom znajdującym się w krajach innych niż kraj Państwa 
zamieszkania, w tym podmiotom znajdującym się w Stanach Zjednoczonych. Na przykład 
możemy przekazywać dane osobowe za granicę naszym spółkom zależnym, podmiotom 
powiązanym, usługodawcom, partnerom biznesowym oraz organom władzy publicznej w innym 
kraju w związku ze świadczeniem naszych produktów i usług klientom. Przepisy tych krajów mogą 
zapewniać inny poziom ochrony danych osobowych niż kraj Państwa zamieszkania. 

Przed przekazaniem danych osobowych za granicę podejmiemy kroki w celu zapewnienia 
odpowiedniego poziomu ochrony przekazywanych danych, gdy będzie to wymagane przez 
obowiązujące prawo. Obejmuje to, w przypadku gdy jest to wymagane przez obowiązujące 
prawo, poleganie na zatwierdzonych mechanizmach, takich jak standardowe klauzule umowne 
lub inne klauzule wzorcowe zatwierdzone do stosowania przez właściwe organy ochrony danych. 
Klauzule te stanowią zobowiązania umowne między firmami przekazującymi dane osobowe, 
wiążące je w zakresie ochrony prywatności i bezpieczeństwa przekazywanych danych 
osobowych. Aby uzyskać informacje dotyczące transgranicznego przekazywania danych 
właściwe dla danej jurysdykcji, prosimy zapoznać się z Sekcją 10 poniżej. 

8. OKRES PRZECHOWYWANIA DANYCH OSOBOWYCH  

Okresy przechowywania przez nas danych osobowych zależą od potrzeb biznesowych i 
wymogów prawnych. Będziemy przechowywać Państwa dane osobowe tak długo, jak będzie to 
niezbędne do celów przetwarzania, dla których zostały zebrane, oraz do innych dozwolonych, 
powiązanych celów, w tym celów opisanych w politykach przechowywania danych Sensient. Gdy 
dane osobowe, w tym szczególne kategorie danych osobowych, nie są już potrzebne lub 
przechowywane zgodnie z naszymi politykami przechowywania danych, albo nieodwracalnie 
anonimizujemy dane (w takim przypadku możemy dalej przechowywać i wykorzystywać dane 
zanonimizowane), albo bezpiecznie je niszczymy. W niektórych jurysdykcjach dane osobowe 
mogą być przechowywane przez dłuższy okres, jeżeli wyrażą Państwo zgodę na przechowywanie 
lub jeżeli przechowywanie jest niezbędne do wypełnienia obowiązku prawnego. Sensient będzie 
okresowo dokonywać przeglądu posiadanych danych osobowych w celu ustalenia, czy ich dalsze 
przechowywanie jest uzasadnione. 

W przypadku Kandydatów będziemy przechowywać informacje o każdym Kandydacie, który nie 
został zatrudniony, przez okres jednego roku od podjęcia decyzji o zatrudnieniu, chyba że (a) 
Kandydat wskaże, że możemy przechowywać informacje w dokumentacji do czasu, gdy 
Kandydat zwróci się o ich usunięcie, lub (b) wymagany jest krótszy lub dłuższy okres 
przechowywania zgodnie z prawem. Dokumentacja ta będzie przechowywana na potrzeby naszej 
wewnętrznej ewidencji i sprawozdawczości. W tym czasie możemy wykorzystać Państwa dane 
osobowe w celu rozważenia Państwa kandydatury na stanowiska inne niż stanowisko 
(stanowiska), na które pierwotnie Państwo aplikowali. Jeżeli chcą Państwo wycofać swoją 
aplikację z rozpatrywania w dowolnym momencie tego okresu przechowywania, mogą Państwo 
to zrobić, kontaktując się z nami pod adresem dpo@sensient.com.  

9. SPOSÓB ZABEZPIECZANIA DANYCH OSOBOWYCH  

Bezpieczeństwo Państwa danych osobowych jest dla nas bardzo ważne i wdrożyliśmy program 
bezpieczeństwa mający na celu ochronę informacji przesyłanych do naszych systemów przed 

mailto:dpo@sensient.com
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nieuprawnionym dostępem. Przesyłanie przez Państwa informacji na nasz bezpieczny serwer 
jest chronione przez technologię HTTPS (Hypertext Transfer Protocol Secure) oraz TLS 
(Transport Layer Security), wykorzystywaną przez wiele popularnych przeglądarek do 
zabezpieczania transmisji. Technologia ta pozwala nam wykorzystywać narzędzia szyfrujące do 
ochrony informacji przesyłanych między Państwa komputerem a naszym serwerem. Po 
otrzymaniu Państwa informacji dostęp do nich jest ograniczony do pracowników, którzy muszą je 
znać w związku z wykonywanymi obowiązkami.  

Niestety żadna transmisja danych (przez internet ani w inny sposób) nie może być 
zagwarantowana jako w 100% bezpieczna. Chociaż dokładamy starań, aby chronić Państwa 
dane osobowe, nie możemy zagwarantować bezpieczeństwa jakichkolwiek informacji, które nam 
Państwo przekazują, i przekazują je Państwo na własne ryzyko. Zachęcamy do przechowywania 
nazwy użytkownika, hasła oraz innych danych logowania w bezpiecznym miejscu, ponieważ 
ponoszą Państwo współodpowiedzialność za zachowanie poufności informacji, które nam 
Państwo przesyłają. 

10. INFORMACJE DODATKOWE WŁAŚCIWE DLA PAŃSTWA REGIONU  

• Osoby zamieszkałe w Kalifornii 
• Osoby zamieszkałe poza Stanami Zjednoczonymi 

I. Osoby zamieszkałe w Kalifornii  

Niniejsza sekcja dotyczy wyłącznie osób zamieszkałych w stanie Kalifornia w Stanach 
Zjednoczonych („mieszkańcy Kalifornii”), w zakresie, w jakim przetwarzanie ich danych 
osobowych przez Sensient podlega Kalifornijskiej Ustawie o Prywatności Konsumentów, 
znowelizowanej przez Kalifornijską Ustawę o Prawach do Prywatności („CCPA”). 

Informacja przy zbieraniu danych 

Sensient zbiera kategorie danych osobowych określone w Sekcji 2 (Dane osobowe, które 
zbieramy) powyżej, w celach określonych w Sekcji 5 (Sposób wykorzystywania danych 
osobowych) powyżej, oraz przechowuje dane osobowe przez okres opisany w Sekcji 8 (Okres 
przechowywania danych osobowych) powyżej. Możemy „sprzedawać” lub „udostępniać” Państwa 
dane osobowe, zgodnie z definicją tych pojęć w CCPA. Nie zbieramy ani nie przetwarzamy 
szczególnych kategorii danych osobowych w celu wnioskowania o Państwa cechach. W zakresie, 
w jakim przekazują Państwo Spółce dane osobowe innych mieszkańców Kalifornii, są Państwo 
odpowiedzialni za przekazanie im niniejszej informacji. 

Dodatkowe informacje dotyczące ujawniania danych osobowych 

Możemy ujawniać Państwa dane osobowe podmiotom trzecim w następujących „celach 
biznesowych”, zgodnie z definicją tego pojęcia w CCPA, jako uzupełnienie ujawniania opisanego 
w Sekcji 6 (Sposób ujawniania danych osobowych) powyżej: 

• Usługodawcy: Możemy ujawniać dowolną z wymienionych powyżej kategorii danych 
osobowych usługodawcom w celach biznesowych świadczenia usług w imieniu Spółki, a 
także (a) audytu, w tym zliczania wyświetleń reklam, (b) udzielania pomocy w zapewnieniu 
bezpieczeństwa i integralności, (c) debugowania, (d) krótkotrwałego, przejściowego 
wykorzystania, (e) usług reklamowych i marketingowych, z wyjątkiem reklamy 
behawioralnej w różnych kontekstach, (f) badań wewnętrznych oraz (g) działań mających 
na celu utrzymanie lub poprawę jakości lub bezpieczeństwa usługi lub urządzenia. 
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• Doradcy zawodowi i powiązane podmioty trzecie: Możemy ujawniać dowolną z 
wymienionych powyżej kategorii danych osobowych usługodawcom usług 
profesjonalnych wymienionym w Sekcji 6 (Sposób ujawniania danych osobowych) 
powyżej w celach biznesowych audytu zgodności z politykami i obowiązującymi 
przepisami, oprócz świadczenia usług w imieniu Spółki. 

• Podmioty powiązane: Możemy ujawniać dowolną z wymienionych powyżej kategorii 
danych osobowych innym spółkom należącym do grupy kapitałowej Sensient w celach 
biznesowych: (a) audytu zgodności z politykami i obowiązującymi przepisami, (b) 
udzielania pomocy w zapewnieniu bezpieczeństwa i integralności, (c) debugowania, (d) 
krótkotrwałego, przejściowego wykorzystania, (e) badań wewnętrznych oraz (f) działań 
mających na celu utrzymanie lub poprawę jakości lub bezpieczeństwa usługi lub 
urządzenia. 

Sprzedaż i udostępnianie 

Nie „sprzedajemy” Państwa danych osobowych w potocznym rozumieniu tego pojęcia, co 
oznacza, że nie ujawniamy Państwa danych osobowych żadnym podmiotom trzecim w zamian 
za wynagrodzenie pieniężne. Jednakże, jak to jest powszechnie praktykowane wśród 
przedsiębiorców działających online, możemy zezwalać podmiotom trzecim na otrzymywanie 
informacji o Państwie za pomocą plików cookie i innych technologii śledzenia w celu analizowania 
i optymalizowania naszych usług, personalizowania Państwa doświadczeń online poprzez 
wyświetlanie reklam bardziej odpowiadających Państwa potrzebom oraz do badań 
statystycznych i analityki. Działania te mogą stanowić „sprzedaż” lub „udostępnianie” danych 
osobowych zgodnie z CCPA. CCPA definiuje „udostępnianie” jako ujawnianie danych osobowych 
podmiotowi trzeciemu w celu prowadzenia przez niego reklamy behawioralnej w różnych 
kontekstach. 

W ciągu ostatnich 12 miesięcy ujawnialiśmy informacje o aktywności internetowej lub innej 
aktywności w sieciach elektronicznych dostawcom usług analitycznych oraz reklamodawcom 
sieciowym, a takie ujawnienie może stanowić „sprzedaż” lub „udostępnianie” danych osobowych. 
Ujawniamy te dane osobowe w celu umożliwienia prowadzenia wobec Państwa działań 
marketingowych oraz dostarczania spersonalizowanych reklam na Stronie Internetowej i w 
ramach innych interakcji z Państwem online. 

Nie mamy rzeczywistej wiedzy o tym, że w ciągu ostatnich 12 miesięcy sprzedawaliśmy lub 
„udostępnialiśmy” dane osobowe dzieci poniżej 16. roku życia, i nie mamy zamiaru tego robić.  

Uwaga dotycząca informacji pozbawionych elementów pozwalających na identyfikację 

Czasami Sensient przekształca dane osobowe mieszkańców Kalifornii w informacje pozbawione 
elementów pozwalających na identyfikację, stosując uzasadnione środki w celu zapewnienia, że 
informacje pozbawione elementów pozwalających na identyfikację nie mogą zostać powiązane z 
daną osobą („Informacje Pozbawione elementów pozwalających na identyfikację”). 
Przechowujemy Informacje pozbawione elementów pozwalających na identyfikację w formie 
pozbawionej elementów pozwalających na identyfikację i nie podejmujemy prób ich ponownej 
identyfikacji, z wyjątkiem sytuacji, gdy możemy podjąć próbę ponownej identyfikacji wyłącznie w 
celu ustalenia, czy procesy pozbawiania elementów pozwalających na identyfikację zapewniają, 
że informacje te nie mogą zostać powiązane z daną osobą.  

Prawa do prywatności przysługujące w Kalifornii 
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Z zastrzeżeniem obowiązujących ograniczeń i wyjątków mieszkańcom Kalifornii przysługują 
następujące prawa wynikające z CCPA: 

• Prawo do informacji: Mają Państwo prawo złożyć weryfikowalny wniosek o przekazanie 
konkretnych elementów Państwa danych osobowych oraz informacji o zbieraniu, 
wykorzystywaniu i ujawnianiu przez Sensient kategorii Państwa danych osobowych. 

• Prawo do usunięcia: Mają Państwo prawo złożyć weryfikowalny wniosek o usunięcie 
danych osobowych, które Sensient od Państwa zebrał. 

• Prawo do sprostowania: Mają Państwo prawo złożyć weryfikowalny wniosek o 
sprostowanie nieprawidłowych danych osobowych dotyczących Państwa, z 
uwzględnieniem charakteru danych osobowych oraz celów ich przetwarzania. 

• Zakaz dyskryminacji: Sensient nie będzie bezprawnie dyskryminować Państwa za 
korzystanie z praw do prywatności wynikających z CCPA. 

• Prawo do rezygnacji ze sprzedaży/udostępniania: Mają Państwo prawo zrezygnować 
ze sprzedaży Państwa danych osobowych oraz z ujawniania Państwa danych osobowych 
w celu prowadzenia reklamy behawioralnej w różnych kontekstach („udostępnianie”). 
Mogą Państwo również wdrożyć ustawienie przeglądarki lub rozszerzenie, aby 
automatycznie przekazywać swoje preferencje dotyczące sprzedaży i udostępniania 
odwiedzanym stronom internetowym.  

Respektujemy Państwa prawo do rezygnacji ze sprzedaży i udostępniania Państwa 
danych osobowych, sygnalizowane przez uniwersalny sygnał rezygnacji lub Globalną 
Kontrolę Prywatności („GPC”). Aby włączyć GPC, mogą Państwo odwiedzić stronę Global 
Privacy Control pod adresem https://globalprivacycontrol.org. Jeżeli pobiorą Państwo 
obsługiwaną przeglądarkę lub rozszerzenie i skorzystają z praw do prywatności za 
pomocą GPC, wyłączymy niektóre pliki cookie podmiotów trzecich na naszej stronie 
internetowej po wykryciu sygnału GPC. Jednakże jeżeli odwiedzą Państwo naszą Stronę 
Internetową z innego urządzenia lub z innej przeglądarki na tym samym urządzeniu, będą 
Państwo musieli zrezygnować lub użyć sygnału preferencji rezygnacji dla tej przeglądarki 
i/lub urządzenia.  

Sposób wykonywania praw do prywatności w Kalifornii 

Sensient odpowiada na wnioski o uzyskanie informacji, usunięcie i sprostowanie zgodnie z 
obowiązującymi przepisami, jeżeli będzie w stanie zweryfikować tożsamość wnioskodawcy. 
Mogą Państwo wykonywać te prawa w następujący sposób: 

• Zadzwonić pod numer 1-800-222-4904  
• Wypełnić formularz wniosku dostępny tutaj. 

Informacja o prawie do rezygnacji ze sprzedaży/udostępniania 

Aby zrezygnować ze sprzedaży lub udostępniania Państwa danych osobowych, mogą Państwo 
zmienić ustawienia plików cookie lub użyć sygnału preferencji rezygnacji, takiego jak Globalna 
Kontrola Prywatności (GPC). Sensient przetwarza te sygnały preferencji rezygnacji w sposób 
bezproblemowy. Oznacza to, że jeżeli włączą Państwo GPC, Sensient automatycznie zostanie 
powiadomiony, że zrezygnowali Państwo ze sprzedaży i udostępniania Państwa danych 
osobowych, a Sensient automatycznie przetworzy sygnał preferencji rezygnacji w celu 
wyłączenia Państwa ze sprzedaży i udostępniania Państwa danych osobowych.  

Aby włączyć GPC: 

https://globalprivacycontrol.org/
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(1) Przejdź na stronę Global Privacy Control — Przejmij kontrolę nad swoją prywatnością. 
(2) Kliknij „Rozpocznij”. 
(3) Kliknij „Wyświetl wszystkie pliki do pobrania”. 
(4) W sekcji „Przeglądarki + Rozszerzenia” wybierz uczestniczącą firmę i kliknij „Pobierz”. 
(5) Postępuj zgodnie z instrukcjami instalacji przeglądarki podanymi przez wybraną firmę. 

Jeżeli włączyli Państwo GPC, nie będziemy mogli śledzić Państwa aktywności w sieci. Może to 
wpłynąć na naszą zdolność personalizowania reklam zgodnie z Państwa preferencjami. 
Jednakże jeżeli odwiedzą Państwo naszą Stronę Internetową z innego urządzenia lub z innej 
przeglądarki na tym samym urządzeniu, będą Państwo musieli zrezygnować ze 
sprzedaży/udostępniania lub użyć sygnału preferencji rezygnacji dla tej przeglądarki i/lub 
urządzenia. 

Sposób weryfikacji Państwa wniosku 

Jeżeli złożą Państwo wniosek o uzyskanie informacji, usunięcie lub sprostowanie, weryfikujemy 
Państwa tożsamość poprzez dopasowanie danych osobowych, które nam Państwo przekazują, 
do danych osobowych, które przechowujemy w naszych aktach. Im większe ryzyko związane z 
wnioskiem (np. wniosek o przekazanie konkretnych elementów danych osobowych), tym więcej 
elementów danych osobowych możemy poprosić Państwa o podanie w celu weryfikacji 
tożsamości. Jeżeli nie będziemy w stanie zweryfikować Państwa tożsamości z wystarczającą 
pewnością, aby bezpiecznie odpowiedzieć na Państwa wniosek, niezwłocznie Państwa o tym 
poinformujemy i wyjaśnimy, dlaczego nie możemy zweryfikować Państwa tożsamości. 

Upoważnieni pełnomocnicy 

Mogą Państwo wyznaczyć upoważnionego pełnomocnika do wykonywania Państwa praw. Jeżeli 
upoważniony pełnomocnik składa wniosek w Państwa imieniu, musi wraz z wnioskiem przedłożyć 
dokument podpisany przez Państwa, upoważniający pełnomocnika do złożenia wniosku w 
Państwa imieniu. Ponadto możemy poprosić Państwa o zastosowanie się do odpowiedniego 
procesu weryfikacji tożsamości opisanego powyżej. Mogą Państwo uzyskać formularz 
„Wyznaczenie Upoważnionego Pełnomocnika”, kontaktując się z nami pod adresem 
dpo@sensient.com. Alternatywnie mogą Państwo przedstawić pełnomocnictwo zgodne z 
Kalifornijskim Kodeksem Spadkowym. 

II. Osoby zamieszkałe poza Stanami Zjednoczonymi  

Jeżeli zamieszkują Państwo poza Stanami Zjednoczonymi, w tym w Australii, Brazylii, Kanadzie, 
Chinach, Unii Europejskiej („UE”), Indiach, Japonii, Meksyku, Nowej Zelandii, Peru, na Filipinach, 
w Singapurze, RPA, Tajlandii, Turcji lub Wielkiej Brytanii (łącznie „mieszkańcy krajów innych niż 
USA”), zastosowanie mają również poniższe postanowienia:  

Państwa prawa dotyczące danych osobowych 

Mogą Państwu przysługiwać określone prawa dotyczące Państwa danych osobowych, w tym 
szczególnych kategorii danych osobowych, zgodnie z miejscowymi przepisami o ochronie 
danych. Z zastrzeżeniem wszelkich ograniczeń i wyjątków przewidzianych przez prawo 
obowiązujące w kraju Państwa zamieszkania mogą Państwu przysługiwać następujące prawa: 

• Żądanie dostępu do Państwa danych osobowych, tj. zwrócenie się do Spółki o 
przekazanie kopii Państwa danych osobowych; 
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• Żądanie aktualizacji, sprostowania lub usunięcia („prawo do bycia zapomnianym”) 
Państwa danych osobowych, tj. sprostowania danych osobowych, które są niekompletne 
lub nieprawidłowe, lub usunięcia Państwa danych osobowych; 

• Wycofanie zgody na przetwarzanie Państwa danych osobowych w dowolnym momencie, 
jeżeli wcześniej wyrazili Państwo zgodę na przetwarzanie Państwa danych osobowych.  

o Więcej o prawie do wycofania zgody: Jeżeli Sensient zwraca się o zgodę na 
przetwarzanie Państwa danych osobowych i wyrażą Państwo taką zgodę, mogą 
Państwo skorzystać z poniższych danych kontaktowych w celu wycofania zgody. 
Wycofanie zgody nie wpływa na zgodność z prawem przetwarzania opartego na 
zgodzie przed jej wycofaniem, a Sensient będzie nadal przechowywać informacje, 
które Państwo nam przekazali przed wycofaniem zgody, tak długo, jak pozwala na 
to lub wymaga tego obowiązujące prawo. Ponadto, jeżeli Sensient ma 
alternatywną podstawę prawną do przetwarzania Państwa danych osobowych bez 
Państwa zgody, możemy kontynuować przetwarzanie Państwa danych 
osobowych na tej alternatywnej podstawie prawnej. 

• Żądanie ograniczenia przetwarzania Państwa danych osobowych w określonych 
sytuacjach, na przykład w trakcie rozstrzygania sporu dotyczącego prawidłowości danych 
osobowych; 

• Żądanie przenoszenia danych. 
o Więcej o prawie do przenoszenia danych: Z zastrzeżeniem pewnych ograniczeń 

prawo do przenoszenia danych pozwala Państwu uzyskać od Spółki lub zwrócić 
się do Spółki o przesłanie podmiotowi trzeciemu kopii Państwa danych osobowych 
w formie elektronicznej, które Państwo przekazali Spółce. 

• Sprzeciw wobec przetwarzania Państwa danych osobowych. 
o Więcej o prawie do sprzeciwu: Mają Państwo prawo sprzeciwić się przetwarzaniu 

Państwa danych osobowych opartemu wyłącznie na prawnie uzasadnionych 
interesach Spółki. Jeżeli w takich okolicznościach wniosą Państwo sprzeciw, 
przetwarzanie Państwa danych osobowych zostanie wstrzymane, chyba że 
istnieje nadrzędny, przekonujący powód do kontynuowania przetwarzania lub 
przetwarzanie jest niezbędne do ustalenia, dochodzenia lub obrony przed 
roszczeniami prawnymi.  

• Inne prawa. Z zastrzeżeniem wszelkich obowiązujących ograniczeń i wyjątków 
mogą Państwu również przysługiwać następujące prawa: 

o Żądanie potwierdzenia przetwarzania Państwa danych osobowych. 
o Anulowanie lub zablokowanie przetwarzania Państwa danych osobowych. 
o Żądanie anonimizacji, zablokowania lub usunięcia Państwa danych osobowych, 

które są zbędne, nadmierne, nieaktualne lub nieprawdziwe, lub przetwarzanych z 
naruszeniem prawa. 

o Żądanie identyfikacji podmiotów publicznych i prywatnych, którym Spółka ujawniła 
Państwa dane osobowe lub z którymi Spółka korzystała ze wspólnej bazy danych 
zawierającej Państwa dane osobowe. 

o Dla mieszkańców Turcji — dodatkowe prawa wymienione w Turcji w Ustawie nr 
6698 o Ochronie Danych Osobowych, niewymienione powyżej. 

Sposób wykonywania Państwa praw 

Aby wykonać prawa opisane powyżej, prosimy o złożenie weryfikowalnego wniosku do nas 
poprzez: 
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• Kontakt telefoniczny pod bezpłatny numer w USA 1-800-222-4904 lub numer 
międzynarodowy +1.414.271.6755 

• Kontakt mailowy pod adresem dpo@sensient.com. 

Spółka będzie odpowiadać na takie wnioski zgodnie z obowiązującymi przepisami o ochronie 
danych. 
  
Dodatkowe informacje właściwe dla poszczególnych jurysdykcji 

Jeżeli uważają Państwo, że Państwa dane osobowe zostały przetworzone z naruszeniem 
obowiązujących przepisów o ochronie danych, mogą Państwo złożyć skargę do organu ochrony 
danych właściwego dla miejsca Państwa zamieszkania, miejsca pracy lub miejsca, w którym 
Państwa zdaniem doszło do naruszenia. 

Jeżeli zamieszkują Państwo w Brazylii: Jeżeli mają Państwo pytania dotyczące niniejszej 
Informacji lub przetwarzania Państwa danych osobowych, mogą Państwo skontaktować się z 
inspektorem ochrony danych (osobą odpowiedzialną) pod adresem dpo@sensient.com. Oprócz 
opisu międzynarodowego przekazywania danych zawartego w Sekcji 7 powyżej Spółka może 
przekazywać Państwa dane osobowe innym członkom grupy kapitałowej Sensient, gdzie 
upoważnieni członkowie mogą przetwarzać Państwa dane osobowe w celach określonych w 
Sekcji 4 powyżej. Przekazywanie danych może mieć formę poczty elektronicznej lub zdalnego 
dostępu do informacji przechowywanych w systemach informatycznych Spółki lub 
upoważnionych usługodawców. Odbiorcy ci będą przechowywać przekazane dane osobowe 
przez okres opisany w Sekcji 8 powyżej. Przysługują Państwu prawa opisane powyżej w zakresie 
przetwarzania Państwa danych osobowych przez członków grupy kapitałowej Spółki i mogą 
Państwo wykonywać te prawa w sposób opisany powyżej. 

Jeżeli zamieszkują Państwo w Niemczech: Jeżeli mają Państwo pytania dotyczące niniejszej 
Informacji lub przetwarzania Państwa danych osobowych, mogą Państwo skontaktować się z 
inspektorem ochrony danych Spółki pod adresem dpo@sensient.com. Mieszkańcy UE mogą 
znaleźć dane kontaktowe właściwego organu ochrony danych tutaj: 
https://edpb.europa.eu/about-edpb/board/members_en. 

Jeżeli zamieszkują Państwo w Indiach: Mogą Państwo złożyć skargę do Spółki dotyczącą 
przetwarzania Państwa danych osobowych, korzystając z powyższych danych kontaktowych, a 
następnie, w razie potrzeby, skontaktować się z Radą Ochrony Danych Indii. 

Jeżeli zamieszkują Państwo w Japonii: więcej informacji o przepisach krajów trzecich mających 
zastosowanie do przetwarzania danych osobowych można znaleźć, klikając odpowiedni kraj lub 
jurysdykcję wymienioną na tej stronie: https://www.ppc.go.jp/enforcement/infoprovision/laws/. 

Jeżeli zamieszkują Państwo w Quebecu, Singapurze lub RPA: Jeżeli mają Państwo pytania 
dotyczące niniejszej Informacji lub przetwarzania Państwa danych osobowych, mogą Państwo 
skontaktować się z inspektorem ochrony danych pod adresem dpo@sensient.com. Kontakt z 
Regulatorem Informacji Republiki Południowej Afryki jest możliwy tutaj: 
https://inforegulator.org.za/. 

11. ZMIANY NINIEJSZEJ INFORMACJI 

Regularnie dokonujemy przeglądu niniejszej Informacji i możemy wprowadzać zmiany w 
dowolnym czasie w celu uwzględnienia zmian w naszej działalności gospodarczej, wymogach 
prawnych lub sposobie przetwarzania danych osobowych. Będziemy zamieszczać aktualizacje 
na niniejszej Stronie Internetowej i w stosownych przypadkach przekażemy stosowne 
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powiadomienie o wszelkich zmianach. Powinni Państwo okresowo przeglądać niniejszą 
Informację, aby upewnić się, że rozumieją Państwo, w jaki sposób zbieramy i wykorzystujemy 
Państwa dane osobowe. 

12. KONTAKT 

Jeżeli mają Państwo pytania, wątpliwości lub zastrzeżenia dotyczące niniejszej Globalnej 
Informacji o Ochronie Prywatności lub przetwarzania informacji, prosimy o kontakt z Gregiem 
Rankiem pod adresem greg.rank@sensient.com lub pod numerem telefonu (01) 414-271-6755.  
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