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Ingangsdatum: 1 januari 2026

Sensient Technologies Corporation en haar dochterondernemingen, divisies en gelieerde
ondernemingen (gezamenlijk "Sensient" of "we" of "onze" of "ons") zetten zich in voor het
beschermen van uw privacy. Deze Wereldwijde Privacyverklaring beschrijft hoe wij uw
persoonsgegevens verzamelen, gebruiken, openbaarmaken, overbrengen en op andere wijze
omgaan (gezamenlijk "verwerken"). Deze Verklaring beschrijft ook uw keuzes over hoe wij
omgaan met uw persoonsgegevens en hoe wij die keuzes maken, hoe wij uw persoonsgegevens
beschermen en hoe u contact met ons kunt opnemen over onze privacypraktijken.

De term "persoonsgegevens" zoals gebruikt in deze Verklaring betekent, tenzij anders vermeld,
alle gegevens die betrekking hebben op of over een geidentificeerde of identificeerbare
natuurlijke persoon.

Deze Verklaring bevat de volgende secties:

Reikwijdte van deze Verklaring
Persoonsgegevens die we verzamelen
Cookies en andere gegevens die automatisch op de website worden verzameld
Bronnen van persoonsgegevens

Hoe we persoonsgegevens gebruiken

Hoe wij persoonsgegevens openbaarmaken
Internationale doorgifte van persoonsgegevens
Hoe lang we persoonsgegevens bewaren

Hoe we persoonsgegevens beveiligen

10 Aanvullende gegevens specifiek voor uw regio
11. Wijzigingen in deze Verklaring

12. Contact met ons opnemen

CoNOORrWN >

1. REIKWIJDTE VAN DEZE KENNISGEVING

U kunt om verschillende redenen online en offline met Sensient communiceren. Deze Verklaring
is van toepassing op de persoonsgegevens die we verwerken wanneer u onze websites bezoekt,
inclusief https://www.sensient.com/, https://sensientflavorsandextracts.com/, en
https://na.sensientfoodcolors.com/, of applicaties, zoals deze van tijd tot tijd kunnen worden
gewijzigd, verplaatst of doorgestuurd (samen, de "Website"), evenals wanneer u op andere
manieren met ons in contact komt, zoals wanneer u gebruikmaakt van een van onze diensten,
met ons communiceert of een evenement bijwoont dat wij organiseren.

Deze Verklaring geldt ook voor persoonsgegevens die het Bedrijf kan verzamelen van of over:
(1) sollicitanten die tijdens het solliciteren bij het Bedrijf via de carrieresite van Sensiet
("Sollicitanten"); en (2) de Bedrijfsvertegenwoordigers van klanten, toeleveranciers, leveranciers,
zakenpartners en anderen voor het uitvoeren van onze eigen zaken, zoals contracten en
facturatie ("Zakelijke contacten"). Tenzij in deze Verklaring expliciet naar een specifieke groep
wordt verwezen, is deze van toepassing op alle hierboven genoemde categorieén personen
gezamenlijk.

Behalve met betrekking tot Sollicitanten is deze Verklaring niet van toepassing op de
persoonsgegevens die door het Bedrijf in onze hoedanigheid als werkgever wordt verwerkt,
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inclusief de persoonsgegevens van huidige of voormalige werknemers van het Bedrijf. Sensient
hanteert afzonderlijke beleidslijnen, indien en voor zover wettelijk vereist, met betrekking tot de
verwerking van persoonsgegevens door het Bedrijf in haar hoedanigheid als werkgever.

Identificatie van de gegevensverantwoordelijke

Afhankelijk van waar u zich bevindt, zal de "gegevensverantwoordelijke" die of het "bedrijf’ dat
verantwoordelijk is voor het verwerken van uw persoonsgegevens verschillen. De Sensient-
entiteit waarvan u de website of fysieke locatie bezoekt, het evenement dat u bijwoont of de dienst
die u gebruikt, is de gegevensverantwoordelijke met betrekking tot de verwerking van uw
persoonsgegevens die is verzameld in verband met het bezoek, het evenement, de dienst of de
zakelijke relatie. Een volledige lijst van Sensient-entiteiten en hun contactgegevens vindt u hier.

Externe Sites

Onze Website kan links bevatten naar, en plug-ins van, sites of applicaties die door derden
worden beheerd (“Externe Sites"). Sensient beheert geen Externe Sites en is niet
verantwoordelijk voor persoonsgegevens die Zij verzamelen. De
gegevensverzamelingspraktijken van Externe Sites worden beheerst door hun privacybeleid.
Indien u via onze website een Externe Site bezoekt,, raadpleeg dan het privacybeleid van die site
om meer te weten te komen over de verwerking van uw persoonsgegevens door die site.

Naleving van de Children's Online Privacy Protection Act

Wij verzamelen geen gegevens van mensen jonger dan 16 jaar. De producten en/of diensten die
wij aanbieden, samen met onze Website, zijn allemaal gericht op personen van minstens 16 jaar.
Als u jonger bent dan 16 jaar, bent u niet gemachtigd om onze Website te gebruiken.

2. PERSOONSGEGEVENS DIE WE VERZAMELEN

De soorten persoonsgegevens die we verzamelen variéren afhankelijk van de reden waarom u
met ons in contact komt en kan het volgende omvatten:

(1) Identificatoren: zoals uw naam, postadres, e-mailadres, telefoonnummer en bij de
registratie van een account uw gebruikersnaam

(2) Professionele of werkgerelateerde gegevens: zoals de naam van uw werkgever of
bedrijff, functietitel, zakelijke contactgegevens (zakelijk e-mailadres, postadres en
telefoonnummer) en andere gegevens die nodig is om de relatie tussen Sensient en uw
werkgever te beheren. Voor Sollicitanten omvat dit gesproken talen en vaardigheden,
software-ervaring, professionele lidmaatschappen, samenvattingen van sterke punten en
technische expertisegebieden, werkgeschiedenis (bijv. eerdere werkgevers en vorige
functies, data, locaties, leidinggevenden, verantwoordelijikheden), c¢v- en
sollicitatiebriefgegevens, referenties en gegevens verkregen van hen, en
opleidingsgeschiedenis (bijv. certificaten en behaalde diploma's).

(3) Commerciéle gegevens: zoals gegevens over producten en diensten die bij Sensiett zijn
gekocht, en gegevens over Sensient-evenementen die u heeft bijgewoond of waarvoor u
zich heeft aangemeld.

(4) Internet- of andere elektronische activiteitengegevens: zoals uw IP-adres of unieke
apparaatidentificatie, evenals andere gegevens, zoals browserkenmerken,
taalvoorkeuren, besturingssysteemdetails, verwijzende URL's, bezoekduur of bekeken
pagina's. Wanneer u onze Website bezoekt, omvat dit ook cookies en andere gegevens
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die via technologie is verzameld, zoals verder beschreven in Sectie 3 van deze Verklaring
hieronder.

(5) Sensorische of monitoringgegevens: inclusief voicemails en opnames van gesprekken
met onze klantenservice, evenals camerabeelden die door apparatuur op ons terrein zijn
vastgelegd.

(6) Achtergrond- en antifraude-gegevens uitsluitend voor zakelijke contacten: zoals
vermelding op een sanctielijst of een openbare lijst van uitgesloten bestuurders, het
bestaan van eerdere of vermeende strafbare feiten, of bevestiging van blanco strafbladen,
gegevens met betrekking tot politiek prominente personen ("PEP's"), uitsluitend wanneer
(i) deze gegevens van toepassing zijn in de context van het product of de dienst die u
heeft aangevraagd; (ii) wij wettelijk deze gegevens mogen verzamelen; en (ii) we, indien
van toepassing, uw toestemming hebben verkregen.

(7) Marketing- en communicatievoorkeuren: zoals producten waarin u geinteresseerd
bent en marketingvoorkeuren, en gegevens over uw interacties met en reacties op onze
marketingcommunicatie.

(8) Communicatie, feedback of andere aan ons verstrekte gegevens: inclusief de inhoud
van correspondentie met ons, interacties op sociale media met onze aanwezigheid op
sociale media; opmerkingen via chatbots, feedbackformulieren of vragen van enquétes
die aan ons zijn verzonden; of gegevens die u vrijwillig aan ons verstrekt, bijvoorbeeld via
formulieren die u invult, wanneer u onze conferenties bijwoont, of wanneer u contact
opneemt met de klantenservice.

(9) Inferenties: bijvoorbeeld gegevens over uw voorkeuren, kenmerken, aanleg,
aankoopgeschiedenis of andere trends die ons helpen te bepalen in welke producten u
mogelijk geinteresseerd bent.

(10) Sollicitatiegegevens uitsluitend voor sollicitanten: zoals gegevens over uw
geschiktheid om te werken in het land waar u solliciteert, uw salarisverwachtingen en alle
andere gegevens die u verstrekt tijdens uw sollicitatie of tijdens een interview.

(11) Strafrechtelijk verleden alleen voor sollicitanten: Wij, of een in onze opdracht werkend
extern screeningbureau, kunnen uw strafrechtelijk verleden controleren op gegevens over
veroordelingen, maar alleen met uw toestemming en voor zover toegestaan door de
toepasselijke wetgeving.

Aanvullende gegevens die we verzamelen over sollicitanten

Wanneer u solliciteert naar een functie in de Verenigde Staten, of de VS als voorkeurslocatie
aangeeft bij het registreren van uw profiel, krijgt u de mogelijkheid om gegevens te verstrekken
over uw beschermde classificatie, d.w.z. geslacht, ras/etnische afkomst en/of veteranenstatus,
zodat wij gelijke kansen kunnen monitoren. Het verstrekken van deze gegevens is volledig
vrijwillig. Als u weigert deze gegevens te verstrekken, worden uw aanvraag of aanvragen op geen
enkele manier beinvioed. Als u ervoor kiest deze gegevens te verstrekken, stemt u ermee in dat
wij deze gebruiken voor het monitoren van gelijke werkgelegenheidskansen. Deze gegevens
wordt anoniem bewaard en opgeslagen en niet gebruikt om uw sollicitatie te beoordelen en deze
zullen ook niet worden gebruikt om enige kenmerken van u af te leiden. Als het Bedrijf een
medisch onderzoek na het aanbod uitvoert of als u een aanpassing aanvraagt in verband met het
aanwervingsproces, kunnen wij ook medische gegevens over u verzamelen.
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Behalve zoals hierboven beschreven, zullen wij geen gegevens opvragen of op andere wijze
verzamelen over uw gezondheid, ras of etnische afkomst, politieke opvattingen, religieuze of
filosofische overtuigingen, vakbondslidmaatschap, of seksuele geaardheid, of uw genetische of
biometrische gegevens via de online sollicitatie of tijdens het sollicitatieproces, tenzij de
wetgeving dit als uitzondering vereist.

3. COOKIES EN ANDERE GEGEVENS DIE AUTOMATISCH OP DE WEBSITE
WORDEN VERZAMELD

Wanneer u onze website bezoekt, kunnen wij automatisch verschillende cookies en andere
informatie verzamelen via technologie om onze dienstverlening aan u te verbeteren.

I.  Wat zijn cookies?

Cookies zijn kleine bestanden die naar uw apparaat worden gedownload wanneer u een website
bezoekt. De cookie stuurt vervolgens gegevens terug naar de oorspronkelijke website of naar
een andere website die die cookie herkent.

Cookies zijn nuttig omdat ze een website in staat stellen het apparaat van een gebruiker te
herkennen. Cookies vervullen veel verschillende taken, zoals u efficiént tussen pagina's laten
navigeren, uw voorkeuren onthouden en de gebruikerservaring in het algemeen verbeteren. U
kunt meer gegevens over cookies vinden op: www.allaboutcookies.org en
www.youronlinechoices.eu.

ll. Cookies die we gebruiken en waarom we ze gebruiken
a. Categorieén cookies
i. Onze cookies, gecategoriseerd op functie:
We gebruiken vijf soorten cookies op onze Website:

o Essentiéle cookies: Dit zijn cookies die strikt noodzakelijk zijn voor het functioneren van
de Website of voor het uitvoeren van diensten die een individuele gebruiker heeft
aangevraagd. Enkele voorbeelden van functies die door essenti€le cookies worden
uitgevoerd, zijn cookies die eerdere acties onthouden (bijvoorbeeld ingevoerde tekst)
wanneer men terugkeert naar een pagina in dezelfde sessie.

e Analytische cookies: Deze cookies verzamelen gegevens over hoe bezoekers een
website gebruiken, bijvoorbeeld op welke pagina's bezoekers het vaakst komen, en of ze
foutmeldingen van webpagina's ontvangen. Deze cookies worden alleen gebruikt om de
werking van de website te verbeteren.

e Functionele cookies: Deze cookies stellen de website in staat keuzes van gebruikers te
onthouden en verbeterde en gepersonaliseerde functies te bieden. Zo onthouden deze
cookies op onze Website de taalvoorkeuren van gebruikers.

o Marketingcookies: Marketingcookies zijn cookies die worden gebruikt om advertenties
aan te bieden die aansluiten bij de interesses van de gebruiker We gebruiken bijvoorbeeld
cookies die onthouden wat u op onze website heeft bekeken, zodat we u relevante
advertenties kunnen tonen voor producten die u mogelijk interesseren. We gebruiken ook
cookies die ons vertellen of u een advertentie heeft gezien en er interactie mee heeft
gehad, bijvoorbeeld door erop te klikken.
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e Social media cookies: Deze cookies bieden toegang tot sociale netwerken en kunnen
persoonsgegevens verzamelen met betrekking tot het gebruik van deze netwerken door
de gebruiker. We gebruiken bijvoorbeeld cookies die social media-functies ondersteunen,
zodat u aan uw Facebook-netwerk kunt laten zien dat u onze website heeft bezocht.

ii. Onze cookies gecategoriseerd op persistentie:

Cookies kunnen ook worden gecategoriseerd op basis van hoe lang ze op uw apparaat blijven.
Er zijn twee hoofdcategorieén wat betreft de geldigheidsduur:

o Persistente cookies: Persistente cookies blijven op uw apparaat staan totdat ze
handmatig of automatisch worden verwijderd.

o Sessiecookies: Sessiecookies blijven op uw apparaat staan totdat u uw browser sluit,
waarna ze automatisch worden verwijderd.

We gebruiken zowel persistente als sessiecookies.
iii. Andere soorten trackers:

We maken op onze Website gebruik van kleine grafische afbeeldingen of andere
programmeercodes, zogenaamde webbakens (ook wel "pixeltags", "web bugs" of "clear GIFs"
genoemd). De webbakens zijn minusculaire afbeeldingen met een unieke identificatie. Ze worden
gebruikt om de online bewegingen van webgebruikers te volgen. In tegenstelling tot cookies, die
op de harde schijf van de computer van een gebruiker worden opgeslagen, zijn webbakens

onzichtbaar verwerkt en zijn ze ongeveer zo groot als het punt aan het einde van deze zin.
b. Gegevens verzameld door onze cookies:

Onze cookies verzamelen verschillende soorten gegevens, waaronder gegevens over uw gebruik
van onze Website, details over uw apparaat en uw IP-adres. Het gebruik van onze Website kan
het tijdstip omvatten waarop uw apparaat toegang krijgt tot onze Website, de pagina die u
bezoekt, hoe lang u op elke pagina bent en de links waarop u klikt. Cookies kunnen ook de link
verzamelen die u naar onze Website bracht en de webpagina die u bezoekt nadat u onze Website
hebt verlaten.

Details over uw apparaat kunnen onder andere het type browser zijn dat u gebruikte om de
Website te bezoeken, de versie van die browser en het type apparaat dat u gebruikt.

Een IP-adres is het nummer dat aan uw apparaat is toegewezen, bijvoorbeeld uw laptop of
mobiele telefoon, wanneer uw apparaat toegang krijgt tot internet. Uw apparaat kan een statisch
IP-adres hebben, wat betekent dat uw apparaat altijd hetzelfde IP-adres heeft. Of het kan een
dynamisch IP-adres hebben, wat betekent dat het IP-adres elke keer verandert wanneer het
apparaat toegang krijgt tot het internet.

Voor zover IP-adressen persoonsgegevens zijn onder de toepasselijke privacywetgeving,
behandelen wij deze als persoonsgegevens. We verzamelen geen andere persoonsgegevens via
cookies op de Website. Als wij verzamelde gegevens via cookies Kkoppelen aan
persoonsgegevens die u via de website aan ons verstrekt, bijvoorbeeld door het verzenden van
een formulier, behandelen wij die gegevens ook als persoonsgegevens.

c. Locatie van gegevensverwerking:

De door onze cookies verzamelde gegevens worden verwerkt op servers in de Verenigde Staten.
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1l. Uw keuzes

In bepaalde rechtsgebieden ontvangt u bij het eerste bezoek aan onze Website een
bannermelding dat er cookies aanwezig zijn. Door op “Alles Accepteren” te klikken of te tikken,
stemt u in met het gebruik van deze cookies zoals hier beschreven.

Er zijn softwareproducten beschikbaar die cookies voor u kunnen beheren. Veel webbrowsers
laten u een "Do Not Track"-functie gebruiken om websites en advertentienetwerken te informeren
dat u niet wilt dat uw online-activiteiten worden gevolgd. Bezoek voor meer gegevens over
browsertrackingsignalen en Do Not Track http://www.allaboutdnt.org/.

4. BRONNEN VAN PERSOONSGEGEVENS
We kunnen persoonsgegevens over u verzamelen uit de volgende bronnen:

¢ Direct van u: bijvoorbeeld wanneer u onze Website gebruikt, gegevens opvraagt, bestelt
of onze producten of diensten gebruikt, u registreert voor of een evenement bijwoont, of
op een andere manier rechtstreeks met ons communiceert. Als u Sollicitant bent, kunnen
we ook persoonsgegevens over u verzamelen wanneer u solliciteert of wanneer deze
wordt verstrekt tijdens het sollicitatie- en interviewproces.

e Van uw werkgever of vertegenwoordiger: voor zakelijke contacten kunnen wij
persoonsgegevens over u verzamelen van uw werkgever of het bedrijf waarmee u
verbonden bent, om onze producten en diensten te leveren.

o Gelieerde bedrijven: bijvoorbeeld wanneer we andere bedrijven binnen de Sensient
bedrijfsgroep helpen met het leveren van onze producten en diensten.

o Dienstverleners en leveranciers: bijvoorbeeld analytics- of IT-leveranciers.

¢ Van geautomatiseerde technologieén: bijvoorbeeld via cookies op onze Website (zoals
uitgebreider beschreven in Sectie 3 van deze Verklaring hierboven), of via surveillance-
of opnametechnologieén, zoals videobewaking in Bedrijfsfaciliteiten.

o Publiek toegankelijke bronnen: bijvoorbeeld sociale media, openbare profielen en
andere openbare online bronnen.

e Openbare registers: bijvoorbeeld rechtbankverslagen en certificerings- en
licentieorganisaties. Voor Zakelijke Contacten kunnen we ook persoonsgegevens over u
verzamelen uit antifraudedatabases, sanctielijsten, overheidsinstanties en andere
openbaar beschikbare gegevensbronnen.

o Referenties en aanbieders van achtergrondcontroles: Als u Sollicitant bent, kunnen
we persoonsgegevens over u verzamelen van recruiters, werkreferenties of
uitzendbureaus. We kunnen ook partijen inschakelen voor achtergrondscreenings om
eerdere dienstverbanden, certificeringen, opleiding en identiteit te verifiéren en, met uw
toestemming en voor zover toegestaan volgens de toepasselijke wetgeving, een rapport
op te vragen over uw strafrechtelijk verleden.

5. HOE WE PERSOONSGEGEVENS GEBRUIKEN
Afhankelijk van de aard van uw interactie met Sensient (bijvoorbeeld Zakelijk Contact, Sollicitant,

of wanneer u onze Website gebruikt), kunnen we de categorieén van persoonsgegevens
genoemd in Sectie 2 van deze Verklaring gebruiken voor de volgende doeleinden, en op basis
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van de volgende juridische gronden (waar dergelijke wettelijke gronden vereist zijn door de
toepasselijke wetgeving voor de verwerking van uw persoonsgegevens):

Categorie van
persoonsgegevens

Gebruiksdoeleinden

Juridische basis

1,2,3,4,8

Om onze producten en
diensten u aan te kunnen
bieden

Om een contract aan te gaan met u of het
bedrijf dat u vertegenwoordigt, en onze
verplichtingen onder dat contract na te komen.

Om onze legitieme zakelijke belangen na te
streven bij het beheren van onze relatie met
onze klanten, leveranciers en u.

producten en diensten te
verbeteren en uw online-
ervaring te personaliseren.

1,2,3,7,8 Om met u te communiceren | Om een contract aan te gaan met u of het
bedrijf dat u vertegenwoordigt, en onze
verplichtingen onder dat contract na te komen.
Om onze legitieme zakelijke belangen na te
streven bij het beheren van onze relatie met
onze klanten, leveranciers en u.
Om te voldoen aan onze wettelijke
verplichtingen.
1,2,3,4,8,9 Om onderzoek en Om onze legitieme zakelijke belangen bij het
ontwikkeling mogelijk te handhaven en verbeteren van de kwaliteit van
maken, om onze producten | onze producten en diensten te behartigen
en diensten verder te
verbeteren, en nieuwe
producten en diensten te
ontwikkelen
1,2,3,4,7,8,9 Om u te voorzien van Om onze legitieme zakelijke belangen in het
reclame- en promoten van onze producten en diensten na te
marketinginformatie over streven, het laten groeien van onze activiteiten
onze producten en en het beheren van onze relaties met klanten,
diensten, inclusief het leveranciers en u.
informeren over
evenementen.
1,2,3,4,7,8,9 Om uw ervaring met onze Om onze legitieme zakelijke belangen in het

behouden en verbeteren van de kwaliteit van
onze Website, producten en diensten na te
streven.

1,2,3,4,5,7,8,9

Voor klantondersteuning

Om onze verplichtingen onder ons contract met
u of het bedrijf dat u vertegenwoordigt na te
komen.

Om onze legitieme zakelijke belangen in het
behouden en verbeteren van de kwaliteit van
onze Website, producten en diensten, en het
beheren van onze relatie met onze klanten,
leveranciers en u na te streven.

1,2,3,4,5,6,7,8,
9,10

Om ons Bedrijf en onze
Website te beheren en te
beschermen (inclusief

Om onze legitieme zakelijke belangen na te
streven bij het behouden en verbeteren van de
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probleemoplossing,
analyse, testen, onderhoud,
ondersteuning, rapportage
en hosting van gegevens,
en het voorkomen van
fraude en misbruik).

kwaliteit van onze Website, en het beschermen
van ons Bedrijf.

Om te voldoen aan onze wettelijke
verplichtingen.

1,2,3,4,7,8,9

Om klantanalyses,
marktonderzoek en
focusgroepen uit te voeren,
inclusief het maken van
promotiemateriaal, het
verzamelen van
klantfeedback en het
uitvoeren van
klanttevredenheidsenquétes

Om onze legitieme zakelijke belangen na te
streven bij het behouden en verbeteren van de
kwaliteit van onze Website, producten en
diensten.

1,2,3,4,6,7,8,9,
10

In verband met een
verkoop, fusie of
reorganisatie van ons
Bedrijf

Om onze legitieme zakelijke belangen in
bedrijfstransacties na te streven en onze
juridische belangen te beschermen.

1,2,3,4,5,6,7,8,
9,10

Om de rechten,
eigendommen of veiligheid
van het Beddrijf, uzelf of
anderen te beschermen,,
waaronder het uitvoeren
van anti-fraude, sanctie-,
anti-witwas- en andere
controles om frauduleuze,
verdachte of andere illegale
activiteiten te voorkomen

Om onze legitieme zakelijke belangen na te
streven bij het beschermen van ons Bedrijf.

Om te voldoen aan onze contractuele en
andere wettelijke verplichtingen, en de rechten
van het Bedrijf uit te oefenen of zich te
verdedigen tegen juridische claims.

1,2,3,4,5,6,7,8,
9,10

Om vermoedelijk crimineel
gedrag te melden bij de
politie en mee te werken
aan lopende onderzoeken.

Om onze legitieme zakelijke belangen na te
streven ter bescherming van ons Bedrijf, en om
de rechten van het Bedrijf uit te oefenen.

1,2,3,4,5,6,7,8,
9,10

Voor administratieve
doeleinden en om naleving
van toepasselijke wetgeving
en regelgevende
verplichtingen te
waarborgen.

Om onze legitieme zakelijke belangen na te
streven bij het beschermen van ons Bedrijf.

Om te voldoen aan onze contractuele en
andere wettelijke verplichtingen.

1,2, 4,8,10, 11

Om uw kwalificaties of
geschiktheid voor een
dienstverband bij het Bedrijf
te beoordelen, en
gerelateerde
wervingsdoeleinden.

Om te bepalen of we een arbeidsovereenkomst
met u moeten aangaan, en (indien
aangenomen) onze verplichting onder die
overeenkomst na te komen.

Om onze legitieme zakelijke belangen na te
streven bij het aannemen van geschikt
personeel.

Uw toestemming
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Waar geen van deze juridische grondslagen van toepassing is, of wanneer de toepasselijke
wetgeving uw toestemming vereist voor de verwerking zoals beschreven in deze Verklaring,
vertrouwt Sensient op uw toestemming om dit te doen. Volgens de privacywetgeving van
sommige rechtsgebieden stemt u, door uw persoonsgegevens aan Sensient te verstrekken als
gegevensverantwoordelijke, in met onze verwerking van uw persoonsgegevens zoals
beschreven in de Verklaring, aangezien deze van tijd tot tijd kan worden gewijzigd. Naarmate ons
bedrijf zich ontwikkelt, kan deze Verklaring veranderen, dus bekijk regelmatig deze pagina om
zeker te weten dat u begrijpt hoe uw persoonsgegevens zullen worden behandeld. Wanneer
verwerking van uw persoonsgegevens uitdrukkelijke toestemming vereist, bijvoorbeeld bij het
verzamelen van uw gevoelige persoonsgegevens in sommige rechtsgebieden, zal het Bedrijf u
een aparte Verklaring geven en uw uitdrukkelijke toestemming vragen.

Begrijp dat u niet verplicht bent uw persoonsgegevens aan het Bedrijf te verstrekken. Als u echter
uw persoonsgegevens niet verstrekt, of op een andere manier weigert of uw toestemming intrekt
voor de verwerking waarbij uw toestemming vereist is, kan het Bedrijf mogelijk niet: (1) u bepaalde
diensten leveren en mogelijk verplicht zijn de diensten die momenteel aan u of het Bedrijf dat u
vertegenwoordigt te beéindigen; of (2) u overwegen voor een dienstverband.

U heeft mogelijk het recht om uw toestemming in te trekken volgens de toepasselijke wetgeving.
Voor meer gegevens over dit recht kunt u Sectie 10 van deze Verklaring hieronder raadplegen.

Geen geautomatiseerde besluitvorming

Het Bedrijf gebruikt de verzamelde persoonsgegevens niet voor geautomatiseerde
besluitvorming, inclusief profilering, die juridische gevolgen heeft of individuen op vergelijkbare
wijze aanzienlijk beinvioedt.

6. HOE WIJ PERSOONSGEGEVENS OPENBAARMAKEN

We kunnen persoonsgegevens aan de volgende categorieén derden verstrekken voor de
volgende doeleinden:

o Dienstverleners: We mogen uw persoonsgegevens aan dienstverleners verstrekken om
diensten aan ons of namens ons te leveren en om ons te helpen voldoen aan onze
zakelijke behoeften en contractuele en wettelijke verplichtingen—bijvoorbeeld het hosten
van de hele of delen van de Website, het uitvoeren van analyses of het verzenden van
producten. Dienstverleners mogen uw persoonsgegevens alleen verwerken voor het doel
waarvoor deze aan hen is verstrekt en volgens de instructies van het Bedrijf.

o Zakenpartners: We kunnen persoonsgegevens delen met onze zakenpartners om ons
te helpen bij reclame, marketing en het beschikbaar stellen van informatie over producten
en diensten die mogelijk interessant zijn voor u of uw Bedrijf.

o Communicatie: De communicatie die u naar ons stuurt via technologieén die wij
aanbieden, bijvoorbeeld zoekopdrachten die via online-formulieren, chatbots en
zoekbalken op onze Website worden ingediend, kunnen in realtime worden
gedeeld met dienstverleners en zakenpartners die deze technologieén
ondersteunen. Door deze technologieén te gebruiken, stemt u in met het delen
van communicatie.

o Professionele adviseurs en gerelateerde derden: Zo kunnen we persoonsgegevens
aan advocaten geven om ons te helpen bij juridische naleving, aan auditors, accountants
of consultants om ons te ondersteunen bij het leveren van diensten aan u of bij het
uitvoeren van onze zaken.
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o Bedrijfspartners: Uw persoonsgegevens kunnen bijvoorbeeld worden verstrekt aan de
bedrijfspartners van Sensient, om u van onze producten en diensten te voorzien of om u
informatie te geven over hun producten en diensten.

o Overheids- of administratieve instanties: We kunnen uw persoonsgegevens
bijvoorbeeld doorgeven aan wetshandhavingsinstanties, regelgevende instanties of
belastingautoriteiten.

e Andere Derden: We mogen uw persoonsgegevens aan andere derden verstrekken—

o Wanneer wettelijk verplicht: bijvoorbeeld wanneer we reageren op
dagvaardingen, gerechtelijke bevelen, juridische procedures of inzageverzoeken
in civiele procedures.

o Ter bescherming van rechten, eigendommen of veiligheid: Als wij van mening zijn
dat uw handelingen in strijd zijn met de toepasselijke wetgeving of de rechten,
eigendommen of veiligheid van het Bedrijf, onze cliénten of anderen bedreigen.

o Bij bedrijfstransacties: Wij kunnen uw persoonsgegevens ook aan volgende
eigenaar of mede-eigenaar van ons bedrijf verstrekken en overdragen, in het kader
van een bedrijfsfusie, consolidatie, faillissement, de verkoop van alle of vrijwel al
onze lidmaatschapsbelangen en/of activa, of andere bedrijfswijzigingen.

Het Bedrijf zal de hierboven beschreven openbaarmakingen alleen doen wanneer toegestaan
door de toepasselijke wetgeving.

7. INTERNATIONALE OVERDRACHTEN VAN PERSOONSGEGEVENS

Vanwege het wereldwijde karakter van onze activiteiten en voor de hierboven beschreven
doeleinden mogen wij persoonsgegevens overdragen aan partijen die zich in een ander land
bevinden dan het land waar u woont, inclusief aan partijen in de Verenigde Staten. Zo kunnen wij
persoonsgegevens internationaal overdragen aan onze dochterondernemingen, gelieerde
ondernemingen, dienstverleners, zakenpartners en overheidsinstanties op publieke lichamen in
een ander land in verband met het leveren van onze producten en diensten aan klanten. De
wetten van deze landen kunnen een ander beschermingsniveau bieden voor persoonsgegevens
dan het land waar u woont.

Voordat we persoonsgegevens internationaal overdragen, zullen we stappen ondernemen om
een adequaat beschermingsniveau te waarborgen voor de overdracht wanneer dit door de
toepasselijke wetgeving vereist is. Dit omvat, indien vereist door de toepasselijke wetgeving, het
vertrouwen op goedgekeurde mechanismen, zoals standaard contractuele clausules of andere
modelclausules die zijn goedgekeurd voor gebruik door de betreffende prvacy-sautoriteiten. Deze
clausules zijn contractuele verplichtingen tussen bedrijven die persoonsgegevens overdragen,
die hen verplichten de privacy en veiligheid van de overgedragen persoonsgegevens te
beschermen. Voor informatie per rechtsgebied over internationale gegevensoverdrachten,
verwijzen we naar Sectie 10 hieronder.

8. HOE LANG WE PERSOONSGEGEVENS BEWAREN

Onze bewaartermijnen voor persoonsgegevens zijn gebaseerd op zakelijke behoeften en
wettelijke vereisten. Wij bewaren uw persoonsgegevens zolang als nodig is voor het
verwerkingsdoel waarvoor deze zijn verzameld en voor elk ander toegestaan, gekoppeld doel,
inclusief zoals beschreven in het bewaarbeleid van Sensient. Wanneer persoonsgegevens,
inclusief gevoelige persoonsgegevens, niet langer nodig zijn of worden bewaard volgens ons
bewaarbeleid, anonimiseren we de gegevens onomkeerbaar (in welk geval we de
geanonimiseerde gegevens mogelijk verder kunnen bewaren en gebruiken) of vernietigen we de
gegevens veilig. In sommige rechtsgebieden kunnen persoonsgegevens langer worden bewaard
als u instemt met het bewaren of als het bewaren noodzakelijk is om aan een wettelijke
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verplichting te voldoen. Sensient zal de persoonsgegevens in haar bezit periodiek controleren om
te bepalen of bewaren passend is.

Voor Sollicitanten bewaren wij de gegevens van elke Sollicitant die niet is aangenomen een jaar
na het nemen van de aanstellingsbeslissing, tenzij (a) de Sollicitant aangeeft dat wij de gegevens
mogen bewaren totdat de Sollicitant vraagt om de gegevens te verwijderen, of (b) een kortere of
langere bewaartermijn wettelijk vereist is. Deze gegevens worden bewaard voor onze interne
administratie en rapportagedoeleinden. In die periode kunnen we uw persoonsgegevens
gebruiken om u te overwegen voor functies naast de functie(s) waarop u oorspronkelijk
solliciteerde. Als u uw sollicitatie op enig moment tijdens deze bewaarperiode wilt intrekken, kunt
u dat doen door contact met ons op te nemen via dpo@sensient.com.

9. HOE WE PERSOONSGEGEVENS BEVEILIGEN

We zijn zeer bezorgd over de beveiliging van uw persoonsgegevens en hebben een
beveiligingsprogramma geimplementeerd om gegevens die naar onze systemen worden
verzonden beschermd te houden tegen ongeautoriseerde toegang. Uw verstrekking van
gegevens naar onze beveiligde server wordt beschermd door Hypertext Transfer Protocol Secure
(HTTPS) en Transport Layer Security (TLS)-technologie, die door veel gangbare browsers wordt
gebruikt om gegevenstransmissies te beschermen. Deze technologie stelt ons in staat om
encryptietools te gebruiken om gegevens die tussen uw computer en onze server wordt
verzonden te beschermen. Nadat we uw gegevens hebben ontvangen, is de toegang daartoe
beperkt tot medewerkers die het moeten weten.

Helaas kan voor geen enkele gegevenstransmissie (via internet of een andere manier)
gegarandeerd worden dat deze 100% veilig is. Hoewel we ons uiterste best doen om uw
persoonsgegevens te beschermen, kunnen wij de veiligheid van de gegevens die u ons verstrekt
niet garanderen, en u doet dit op eigen risico. We raden u aan uw gebruikersnaam, wachtwoord
en eventuele andere inloggegevens op een veilige plek te bewaren, aangezien u de
verantwoordelijkheid deelt voor het waarborgen van de vertrouwelijkheid van de gegevens die u
aan ons verstrekt.

10.EXTRA INFORMATIE SPECIFIEK VOOR UW REGIO

o Personen die in Californié wonen
e Personen die buiten de Verenigde Staten wonen

I Personen die in Californié wonen

Deze sectie is alleen van toepassing op personen die in de staat Californié in de Verenigde Staten
wonen ("inwoners van Californié"), voor zover de verwerking van hun persoonsgegevens door
Sensient valt onder de California Consumer Privacy Act, zoals gewijzigd door de California
Privacy Rights Act (de "CCPA")

Verklaring bij incasso

Sensient verzamelt de categorieén persoonsgegevens die hierboven in Sectie 2 (Welke
persoonsgegevens Wwij verzamelen) zijn geidentificeerd voor de doeleinden die zijn
geidentificeerd in Sectie 5 (Hoe wij uw persoonsgegevens gebruiken), hierboven, en bewaart
persoonsgegevens gedurende de periode beschreven in sectie 8 (Hoe lang wij
persoonsgegevens bewaren). We mogen uw persoonsgegevens "verkopen" of "delen”, zoals de
CCPA die voorwaarden definieert. Wij verzamelen of verwerken geen gevoelige
persoonsgegevens om kenmerken over u af te leiden. Voor zover u het Bedrijf persoonsgegevens
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verstrekt over andere inwoners van Californi€, bent u verantwoordelijk voor het geven van deze
Verklaring aan hen.

Aanvullende gegevens over het verstrekken van persoonsgegevens

Wij mogen uw persoonsgegevens aan derden bekendmaken voor de volgende “"zakelijke
doeleinden" zoals die term is gedefinieerd in de CCPA en als aanvulling op de openbaarmaking
beschreven in Sectie 6 (Hoe wij persoonsgegevens openbaarmaken), hierboven:

o Dienstverleners: Wij mogen elk van de hierboven genoemde categorieén
persoonsgegevens bekendmaken aan dienstverleners met het doel om diensten namens
het Bedrijf uit te voeren, evenals (a) auditen, inclusief het tellen van
advertentievertoningen, (b) het helpen waarborgen van veiligheid en integriteit, (c)
foutopsporing, (d) kortdurend tijdelijk gebruik, () reclame- en marketingdiensten, behalve
voor cross-context gedragsreclame, (f) intern onderzoek, en (g) activiteiten om de kwaliteit
of veiligheid van een dienst of apparaat te behouden of te verbeteren.

o Professionele adviseurs en gerelateerde derden: Wij mogen elk van de hierboven
genoemde categorieén persoonsgegevens bekendmaken aan de professionele
dienstverleners die in Sectie 6 (Hoe wij persoonsgegevens openbaarmaken) genoemd
zijn, met als zakelijke doel het controleren van naleving van beleid en toepasselijke
wetgeving, naast het uitvoeren van diensten namens het Bedrijf.

o Gelieerde bedrijven: Wij mogen elk van de hierboven genoemde categorieén
persoonsgegevens bekendmaken aan andere bedrijven binnen de Sensient bedrijfsgroep
voor zakelijke doeleinden van: (a) het controleren van naleving van beleid en toepasselijke
wetgeving, (b) het helpen waarborgen van veiligheid en integriteit, (c) foutopsporing, (d)
kortdurend tijdelijk gebruik, (e) intern onderzoek, en (f) activiteiten om de kwaliteit of
veiligheid van een dienst of apparaat te behouden of te verbeteren.

Verkoop en delen

Wij "verkopen" uw persoonsgegevens niet zoals de meeste mensen die term zouden begrijpen,
wat betekent dat wij uw persoonsgegevens niet aan derden bekendmaken in ruil voor een
geldelijke betaling. Zoals gebruikelijk is bij bedrijven die online opereren, kunnen we echter
toestaan dat derden gegevens over u ontvangen via cookies en andere trackingtechnologieén
om onze diensten te analyseren en te optimaliseren, uw online ervaring te personaliseren door
advertenties te plaatsen die relevanter voor u zijn, en voor statistisch onderzoek en analyse. Deze
activiteiten kunnen worden gedefinieerd als "verkoop" of "delen" van persoonsgegevens onder
de CCPA. De CCPA definieert "delen" als het openbaar maken van persoonsgegevens aan een
derde partij voor cross-context gedragsreclame.

In de afgelopen 12 maanden hebben we internet- of andere elektronische
netwerkactiviteitengegevens verstrekt aan analyseproviders en netwerkadverteerders, en
dergeliike openbaarmaking kan worden beschouwd als "verkoop" of "delen" van
persoonsgegevens. We maken deze persoonsgegevens bekend om marketing naar u mogelijk
te maken en om gepersonaliseerde advertenties te leveren op de website en in andere interacties
die u online met het Bedrijf heeft.

We hebben geen feitelijke kennis dat we in de afgelopen 12 maanden persoonsgegevens van
kinderen onder de 16 hebben verkocht of "gedeeld" en we zijn ook niet van plan dat te doen.

Opmerking over gedeidentificeerde gegevens
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Soms zet Sensient de persoonsgegevens van inwoners van Californi€ om in gedeidentificeerde
gegevens met redelijke maatregelen om ervoor te zorgen dat de gedeidentificeerde gegevens
niet aan het individu kunnen worden gekoppeld ("Gedeidentificeerde Gegevens"). Wij bewaren
Gedeidentificeerde Gegevens in gedeidentificeerde vorm en proberen deze niet opnieuw te
identificeren, behalve dat we de gegevens uitsluitend kunnen heridentificeren om te bepalen of
de deidentificatieprocessen waarborgen dat de gegevens niet aan de persoon kan worden
gekoppeld.

Uw privacyrechten in Californié

Onder voorbehoud van toepasselijke beperkingen en uitzonderingen hebben inwoners van
Californié de volgende rechten onder de CCPA:

Recht om te weten: U heeft het recht om een verifieerbaar verzoek in te dienen voor
specifieke delen van uw persoonsgegevens en voor gegevens over het verzamelen, het
gebruik en gebruik en openbaarmaking van categorieén van uw persoonsgegevens door
Sensient.

Recht om te verwijderen: U heeft het recht om een verifieerbaar verzoek in te dienen
om persoonsgegevens die Sensient van u heeft verzameld te verwijderen.

Recht om te verbeteren: U heeft het recht om een verifieerbaar verzoek in te dienen om
onjuiste persoonsgegevens over u te corrigeren, rekening houdend met de aard van de
persoonsgegevens en de doeleinden van de verwerking ervan.

Niet-discriminatie: Sensient zal u niet onrechtmatig discrimineren omdat u uw
privacyrechten onder de CCPA uitoefent.

Recht om bezwaar te maken tegen verkoop of delen van gegevens: U heeft het recht
om bezwaar te maken tegen de verkoop van uw persoonsgegevens en het verstrekken
van uw persoonsgegevens voor cross-context gedragsmatige reclame ("delen"). U kunt
ook een browserinstelling of extensie implementeren om uw verkoop- en deelvoorkeuren
automatisch te communiceren naar de websites die u bezoekt.

Wij respecteren uw recht om bezwaar te maken tegen de verkoop en het delen van uw
persoonsgegevens, zoals gesignaleerd door een universeel opt-out signaal of Global
Privacy Control ("GPC"). Om GPC in te schakelen, kunt u de pagina Global Privacy
Control bezoeken op https://globalprivacycontrol.org. Als u een ondersteunde browser of
extensie downloadt en uw privacyrechten met GPC uitoefent, schakelen wij bepaalde
cookies van derden op onze website uit nadat onze website een GPC-signaal detecteert.
Als u echter onze Website bezoekt vanaf een ander apparaat of vanuit een andere
browser op hetzelfde apparaat, moet u zich afmelden of een opt-out voorkeurssignaal
gebruiken voor die browser en/of dat apparaat.

Hoe u uw privacyrechten in Californié kunt uitoefenen

Sensient zal reageren op verzoeken om te weten, verwijderen en corrigeren in
overeenstemming met de toepasselijke wetgeving als deze de identiteit van de verzoeker kan
verifiéren. U kunt deze rechten op de volgende manieren uitoefenen:

Bel 1-800-222-4904
Vul het aanvraagformulier in dat hier beschikbaar is.

Verklaring van het recht bezwaar te maken tegen verkoop/delen
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Om bezwaar te maken tegen de verkoop of het delen van uw persoonsgegevens, kunt u uw
cookie-instellingen aanpassen of een opt-out voorkeurssignaal gebruiken, zoals de Global
Privacy Control (GPC). Sensient verwerkt deze opt-out voorkeursignalen op een wrijvingsloze
manier. Dit betekent dat als u de GPC inschakelt, Sensient automatisch wordt geinformeerd dat
u bezwaar heeft gemaakt tegen de verkoop en het delen van uw persoonsgegevens, en Sensient
zal automatisch het opt-out voorkeurssignaal verwerken om u af te melden van de verkoop en
het delen van uw persoonsgegevens.

Om de GPC mogelijk te maken:

(1) Ga naar Global Privacy Control — Neem de controle over uw privacy.

(2) Klik op "Start ermee".

(3) Klik op "Alle downloads bekijken".

(4) Selecteer onder "Browsers + Extensies" een deelnemend bedrijf en klik op
"Downloaden".

(5) Volg de instructies van het geselecteerde bedrijf voor het installeren van de browser.

Als u de GPC heeft ingeschakeld, kunnen we u activiteiten niet via het web volgen. Dit kan onze
mogelijkheid om advertenties te personaliseren naar uw voorkeuren beinvioeden. Als u echter
onze website bezoekt vanaf een ander apparaat of vanuit een andere browser op hetzelfde
apparaat, moet u zich afmelden voor verkoop/delen of een opt-out voorkeurssignaal gebruiken
voor die browser en/of dat apparaat.

Hoe wij uw verzoek zullen verifiéren

Als u een verzoek indient om te weten, te verwijderen of te corrigeren, verifiéren wij uw identiteit
door persoonsgegevens die u ons verstrekt te vergelijken met persoonsgegevens die wij in onze
bestanden bewaren. Hoe groter het risico dat het verzoek met zich meebrengt (bijvoorbeeld een
verzoek om specifieke persoonsgegevens), hoe meer persoonsgegevens we kunnen opvragen
om uw identiteit te verifiéren. Als we uw identiteit niet voldoende zeker kunnen verifiéren om veilig
op uw verzoek te kunnen reageren, laten we u dit snel weten en leggen we uit waarom we uw
identiteit niet kunnen verifiéren.

Geautoriseerde agenten

U kunt een gemachtigde agent aanwijzen om uw rechten uit te oefenen. Als een geautoriseerde
agent namens u een verzoek indient, moet de geautoriseerde agent met het verzoek een door u
ondertekend document indienen dat de bevoegde agent machtigt het verzoek namens u in te
dienen. Daarnaast kunnen we u vragen het hierboven beschreven toepasselijke proces te volgen
voor het verifiéren van uw identiteit. U kunt een formulier voor "Aanwijzing van een geautoriseerde
agent" verkrijgen door contact met ons op te nemen via dpo@sensient.com. Ook kunt u een
volmacht verstrekken die voldoet aan de California Probate Code.

Il. Personen die buiten de Verenigde Staten wonen
Als u buiten de Verenigde Staten woont, waaronder Australié, Brazilié, Canada, China, de
Europese Unie ("EU"), India, Japan, Mexico, Nieuw-Zeeland, Peru, de Filipijnen, Singapore, Zuid-
Afrika, Thailand, Turkije of het Verenigd Koninkrijk ("VK") (gezamenlijk "Niet-VS" Inwoners"), geldt
het volgende ook voor u:

Uw rechten met betrekking tot uw persoonsgegevens
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U kunt bepaalde rechten hebben met betrekking tot uw persoonsgegevens, waaronder gevoelige
persoonsgegevens, onderworpen aan lokale privacywetten. Met voorbehoud van eventuele
beperkingen en uitzonderingen die zijn voorzien door de wet die geldt voor uw woonland, kunt u
het recht hebben om:

toegang te vragen of uw persoonsgegevens, d.w.z. verzoek het Bedrijf u kopieén van uw
persoonsgegevens te verstrekken;

het Bedrijff verzoeken uw persoonsgegevens bij te werken, te corrigeren of te
verwijderen (het "recht om vergeten te worden"), dat wil zeggen om onvolledige of
onjuiste persoonsgegevens te corrigeren of uw persoonsgegevens te wissen;

om op elk moment uw toestemming in te trekken voor de verwerking van uw
persoonsgegevens, wanneer u eerder toestemming heeft gegeven voor de verwerking
van uw persoonsgegevens.

o Meer over het recht om toestemming in te trekken: Als Sensient uw toestemming
vraagt om uw persoonsgegevens te verwerken en u dat doet, kunt u de
onderstaande contactgegevens gebruiken om uw toestemming in te trekken. Elke
intrekking heeft geen invlioed op de wettigheid van de verwerking op basis van uw
toestemming voor de intrekking, en Sensient zal de gegevens die u ons
voorafgaand heeft verstrekt bewaren zolang toegestaan of vereist door de
toepasselijke wetgeving. Daarnaast kunnen we, als Sensient een alternatieve
wettelijke grond heeft om uw persoonsgegevens zonder uw toestemming te
verwerken, uw persoonsgegevens blijven verwerken op basis van die alternatieve
wettelijke basis.

Verzoek om beperking van de verwerking van uw persoonsgegevens in bepaalde
situaties, zoals wanneer een geschil over de juistheid van persoonsgegevens wordt
beslecht;

Vragen om gegevensportabiliteit.

o Meer over het recht op gegevensportabiliteit: Met uitzondering van bepaalde
beperkingen stelt het recht op gegevensportabiliteit u in staat om van het Bedrijf
een kopie van uw persoonsgegevens in elektronische vorm te verkrijgen of te
vragen dat het Bedrijf een kopie van uw persoonsgegevens die u aan het Bedrijf
heeft verstrekt, naar een derde partij te sturen

Bezwaar maken tegen de verwerking van uw persoonsgegevens.

o Meer over het recht om bezwaar te maken: U heeft het recht bezwaar te maken
tegen de verwerking van uw persoonsgegevens uitsluitend op basis van de
legitieme belangen van het Bedrijf. Als u in deze omstandigheden bezwaar maakt,
wordt de verwerking van uw persoonsgegevens stopgezet, tenzij er een
overheersende, dwingende reden is om de verwerking voort te zetten of de
verwerking noodzakelijk is om rechtsvorderingen in te stellen, na te streven of te
verdedigen.

Andere rechten. Onder voorbehoud van eventuele geldende beperkingen en
uitzonderingen, kunt u ook het recht hebben om:
o Vragen om bevestiging van de verwerking van uw persoonsgegevens.
o Annuleren of blokkeren van de verwerking van uw persoonsgegevens.
o Vragen om anonimisering, blokkering of verwijdering van uw persoonsgegevens
die onnodig, buitensporig, verouderd of onjuist zijn, of in strijd met de wet zijn
verwerkt.
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o Vragen om identificatie van de publieke en private entiteiten aan wie het Bedrijf uw
persoonsgegevens heeft verstrekt of waarmee het Bedrijf een gedeelde database
met uw persoonsgegevens heeft gebruikt.

o Voorinwoners van Turkije gelden de aanvullende rechten zoals genoemd in Turkije
Wet nr. 6698 inzake de bescherming van persoonsgegevens en die hierboven nog
niet zijn vermeld

Hoe u uw rechten kunt uitoefenen

Om uw hierboven beschreven rechten uit te oefenen, dient u een verifieerbaar verzoek bij ons in
te dienen via:

e U kunt ons gratis in de VS bellen op 1-800-222-4904, of internationaal op
+1.414.271.6755

e E-mail ons op dpo@sensient.com.

Het Bedrijf zal op dergelijke verzoeken reageren in overeenstemming met de toepasselijke
privacywetgeving.

Specifieke informatie van aanvullende rechtsgebieden

Als u van mening bent dat uw persoonsgegevens in strijd zijn met de toepasselijke
privacywetgeving, kunt u een klacht indienen bij de privacy-autoriteit waar u woont, werkt of waar
u denkt dat de schending heeft plaatsgevonden.

Als u in Brazili€ woont: Als u vragen heeft over deze Verklaring of over de omgang met uw
persoonsgegevens, kunt u contact opnemen met de functionaris voor gegevensbescherming
(verantwoordelijke persoon) via dpo@sensient.com. Naast de beschrijving van internationale
overdrachten zoals vermeld in Sectie 7 hierboven, mag het Bedrijf uw persoonsgegevens
overdragen aan andere leden van de Sensient bedrijfsgroep waar gemachtigde leden uw
persoonsgegevens mogen verwerken voor de doeleinden die hierboven in Sectie 4 zijn vermeld.
De gegevensoverdracht kan plaatsvinden in de vorm van e-mail of externe toegang tot gegevens
die zijn opgeslagen in de gegevenssystemen van het Bedrijf of een geautoriseerde dienstverlener.
Deze ontvangers bewaren overgedragen persoonsgegevens gedurende de periode beschreven
in Sectie 8 hierboven. U heeft de hierboven beschreven rechten met betrekking tot de verwerking
van uw persoonsgegevens door leden van de bedrijfsgroep en kunt deze rechten uitoefenen zoals
hierboven beschreven.

Als i in Duitsland woont: Als u vragen heeft over deze Verklaring of over de omgang met uw
persoonsgegevens, kunt u contact opnemen met de functionaris voor de gegevensbescherming
van het Bedrijf via dpo@sensient.com. EU-inwoners kunnen hier contactgegevens vinden van uw
toezichthoudende autoriteit: https://edpb.europa.eu/about-edpb/board/members_en.

Als je in India woont: U kunt een klacht indienen bij het Bedrijf over de verwerking van uw
persoonsgegevens via de hierboven genoemde contactgegevens, gevolgd door, voor zover
nodig, contact opnemen met de Data Protection Board of India.

Als u in Japan woont: u kunt meer gegevens vinden over de wetten van derde landen die van
toepassing zijn op de omgang met persoonsgegevens, door te klikken op het betreffende land of
het rechtsgebied dat op deze pagina wordt vermeld:
https://www.ppc.go.jp/enforcement/infoprovision/laws/.
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Als u in Quebec, Singapore of Zuid-Afrika woont: Als u vragen heeft over deze Verklaring of over
de omgang met uw persoonsgegevens, kunt u contact opnemen met de functionaris voor de
gegevensbhescherming via dpo@sensient.com. U kunt hier contact opnemen met de South Africa
Information Regulator: https://inforegulator.org.za/.

11.WIJZIGINGEN IN DEZE KENNISGEVING

We beoordelen deze Verklaring regelmatig en kunnen op elk moment wijzigingen aanbrengen om
rekening te houden met wijzigingen in onze Bedrijfsactiviteiten, wettelijke vereisten of de manier
waarop we persoonsgegevens verwerken. We zullen updates op deze Website plaatsen en waar
passend zullen we een redelijke Verklaring geven van eventuele wijzigingen. U dient deze
Verklaring periodiek te bekijken om te verzekeren dat u begrijpt hoe wij uw persoonsgegevens
verzamelen en gebruiken.

12.CONTACT MET ONS OPNEMEN
Als u vragen, zorgen of klachten heeft over deze Wereldwijde Privacyverklaring of de verwerking

van gegevens, neem dan contact op met Greg Rank via greg.rank@sensient.com of (01) 414-
271-6755.
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