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SENSIENT TECHNOLOGIES CORPORATION世界共通プライバシー通知 

発効日：2026年1月1日 

Sensient Technologies 
Corporationおよびその子会社、事業部門、関連会社（総称して「Sensient」、または「当社

」）は、あなたのプライバシー保護に取り組んでいます。本世界共通プライバシー通知は、当

社が個人情報を収集、利用、開示、国境を越えて移転、およびその他の方法で取り扱うこと（

総称して「処理」）について説明します。本通知は、当社による個人情報の取扱いに関するあ

なたの選択肢および当該選択肢の行使方法、当社が個人情報を保護する方法、ならびに当社の

プライバシー慣行に関するお問い合わせ方法についても説明します。 

本通知において「個人情報」とは、別段の定めがない限り、識別された自然人または識別可能

な自然人に関連する、あるいは当該個人に関する一切の情報を意味します。 

本通知は、以下の節で構成されています。  

1. 本通知の適用範囲 
2. 当社が収集する個人情報 
3. ウェブサイト上で自動的に収集されるCookieおよびその他の情報 
4. 個人情報の取得元 
5. 個人情報の利用方法 
6. 個人情報の開示方法 
7. 個人情報の国際移転 
8. 個人情報の保持期間 
9. 個人情報の保護方法 
10. あなたの地域に固有の追加情報 
11. 本通知の変更 
12. お問い合わせ 

1. 本通知の適用範囲  

あなたはさまざまな理由によりオンラインおよびオフラインでSensientとやり取りをすること

があります。本通知は、あなたがhttps://www.sensient.com/、https://sensientflavorsandextracts
.com/、およびhttps://na.sensientfoodcolors.com/を含む当社のウェブサイトまたはアプリケー

ション（これらは、随時、変更、移転、またはリダイレクトされる場合があります）（以下総

称して「ウェブサイト」）を訪問する際に当社が処理する個人情報、ならびにあなたが例えば

当社のサービスを利用する場合、当社と連絡を取る場合、または当社が主催するイベントに参

加する場合などにおいて当社とその他の方法でやり取りする際に当社が処理する個人情報に適

用されます。  

本通知は、当社が以下の者からまたは以下の者に関して収集する可能性のある個人情報にも適

用されます。（１）Sensientの求人サイトを通じて当社の求人へ応募を行う求職者（「応募者

」）、および（２）契約締結および請求書発行など、当社自体の事業を遂行する目的における

顧客、ベンダー、サプライヤー、ビジネスパートナー、その他の者の所属担当者（「ビジネス

連絡先」）。本通知が特定のカテゴリーの個人に個別に言及する場合を除き、本通知は上記に

列挙したすべての個人カテゴリーに一括して適用されます。 

https://www.sensient.com/
https://sensientflavorsandextracts.com/z
https://sensientflavorsandextracts.com/z
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応募者に関する場合を除き、本通知は、当社が雇用主としての立場において処理する個人情報

（当社の現職または元従業員の個人情報を含む）には適用されません。Sensientは、雇用主と

しての立場における当社の個人情報の処理に関しては法令により要求される場合およびその範

囲において、別途方針を定めています。 

データ管理者の特定  

あなたの所在地により、個人情報の処理について責任を負う「データ管理者」または「事業者

」は異なります。あなたが訪問するウェブサイトもしくは事務所、参加するイベント、または

利用するサービスに係るSensientの事業体が、当該訪問、イベント、サービス、または事業上

の関係に関連して収集される個人情報の処理に関するデータ管理者となります。Sensientの事

業体およびその連絡先の一覧はこちらでご覧いただけます。  

第三者サイト  

当社のウェブサイトには、第三者が運営するサイトまたはアプリケーションへのリンク、なら

びに当該サイトまたはアプリケーションのプラグイン（「第三者サイト」）が含まれる場合が

あります。Sensientは、いかなる第三者サイトも管理しておらず、また第三者サイトが収集す

る可能性のある個人情報について責任を負いません。第三者サイトのデータ収集慣行について

は、当該第三者サイトのプライバシーポリシーにより規定されます。当社のウェブサイトから

第三者サイトにアクセスすることを選択した場合は、そのような第三者サイトが個人情報を処

理する方法について詳しく知るために当該サイトのプライバシーポリシーをご参照ください。 

児童オンラインプライバシー保護法の遵守  

当社は、16歳未満の者からは情報を収集しません。当社が提供する製品および／またはサービ

スは、当社のウェブサイトと併せて、16歳以上の者を対象としています。あなたが16歳未満の

場合、当社のウェブサイトを利用することは認められません。 

2. 当社が収集する個人情報  

当社が収集する個人情報の種類は、あなたが当社とどのような理由で関わるかにより異なり、

以下が含まれる場合があります。  

(1) 識別子：氏名、郵送先住所、メールアドレス、電話番号、またあなたが当社のウェブサ

イトでアカウント登録を行う場合にはユーザー名などのアカウント情報。  

(2) 職業または雇用関連情報：雇用主または会社名、役職、勤務先連絡先情報（勤務先メー

ルアドレス、郵送先住所、電話番号）、ならびにSensientとあなたの雇用主との関係を

管理するために必要なその他の情報。応募者については、使用言語および技能、ソフト

ウェア経験、所属団体、強みの要約および専門分野、職歴（例：過去の雇用主および従

事した役職、日付、所在地、上司、職務内容）、履歴書およびカバーレターの情報、照

会先ならびに当該照会先から取得した情報、ならびに学歴（例：学位および修了証明書

）が含まれます。  

(3) 商業上の情報：Sensientから購入した製品およびサービスの記録、ならびにあなたが参

加した、または参加登録を行ったSensientのイベントに関連する情報。 

(4) インターネットまたはその他の電子的活動情報：IPアドレスまたは固有デバイス識別子

、ならびにブラウザの特性、優先言語、オペレーティングシステムの詳細、リファラー

https://www.sensient.com/contact-us
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URL、訪問時間、閲覧ページ等のその他の情報。あなたが当社のウェブサイトを閲覧す

る際、これらの情報には、以下の本通知の第3節でさらに説明する技術を通じて収集さ

れるCookieおよびその他の情報も含まれます。  

(5) 感覚または監視データ：ボイスメール、カスタマーサポートサービス宛てに行われた通

話の通話録音、ならびに当社施設内の機器により記録されたCCTV録画を含みます。 

(6) ビジネス連絡先に限定されるバックグラウンド情報および不正防止情報：制裁リストま

たは取締役欠格者の公的リストへの掲載、過去の犯罪歴または犯罪の申し立て、あるい

は犯罪歴がないことの確認、重要な公的地位を有する者（「PEP」）に関する情報等。

ただし、（i）当該情報が、あなたが要求した製品またはサービスの文脈において該当す

る場合、（ii）当社が法令により当該情報を収集することを認められる場合、および（iii
）当社が適切にあなたの同意を取得している場合に限ります。 

(7) マーケティングおよび通信設定：あなたが関心を有する製品およびマーケティング設定

、ならびに当社からのマーケティング関連の通信に対するあなたのやり取りおよび反応

に関する情報。  

(8) 当社に提供された通信、フィードバック、またはその他の情報：当社とのやり取りの内

容、SNS上でのやり取り、チャットボット、フィードバックフォーム、またはアンケー

トを通じて提供されたコメント、当社に提出された問い合わせ、またはあなたが当社の

会議への参加時やカスタマーサポートへの連絡時などに任意に提供する情報（フォーム

への入力内容など）を含みます。  

(9) 推論:例えば、あなたの嗜好、特性、傾向、購入履歴、またはあなたが関心を持つ可能

性のある製品を当社が特定するのに役立つその他の傾向から導き出される情報。 

(10) 応募者に限定される応募情報：応募先の国における就労資格に関する情報、希望給与、

ならびに応募手続の過程または面接中にあなたが提供するその他の一切の情報。 

(11) 応募者に限定される犯罪歴：当社は、当社の指示の下で行動する第三者のバックグラウ

ンドチェック会社を通じて、犯罪歴記録を確認し、有罪判決に関する情報を取得する場

合がありますが、ただし、そのような確認は、あなたの同意を得た上で、適用法令によ

り許容される範囲に限り行います。 

応募者について当社が追加で収集する情報 

あなたが米国における役職に応募する場合、またはプロフィール登録時に希望勤務地として米

国を指定する場合、当社が機会均等モニタリングを行うために、あなたにはご自身の保護対象

分類、すなわち、性別、人種／民族的出身および／または退役軍人としての地位に関する情報

を提供する機会があります。当該情報の提供は、完全に任意です。当該情報の提供を拒否して

も、あなたの応募に対していかなる影響もありません。当該情報を提供することを選択した場

合、あなたは、当社が雇用における機会均等モニタリング目的で当該情報を利用することに同

意するものとします。当該情報は匿名の形で保管および保存され、あなたの採用選考の評価に

用いられることはなく、また、あなたに関するいかなる特性を推定するためにも当該情報が用

いられることもありません。当社が内定後の健康診断を実施する場合、またはあなたが採用手

続に関連して合理的配慮を求める場合、当社は、あなたの医療情報を収集する場合があります

。 



 4 Sensient Technologies：レベル1A 弁護士・依頼者間秘匿特権 

上記の場合を除き、当社は、オンライン応募または応募手続の過程において、あなたの健康状

態、人種または民族的出身、政治的意見、宗教上または哲学上の信条、労働組合への加盟状況

、性的指向、遺伝情報または生体情報について、法令上の例外として当社に要求される場合を

除き、提供を依頼すること、および収集することはありません。  

3. ウェブサイト上で自動的に収集されるCOOKIEおよびその他の情報  

あなたが当社のウェブサイトを閲覧する際、当社は、あなたへのサービス提供能力を向上させ

るために、テクノロジーを使用してさまざまなCookieおよびその他の情報を自動的に収集する

場合があります。 

I. Cookieとは何ですか？  

Cookieとは、ウェブサイトを訪問した際にあなたのデバイスにダウンロードされる小さなファ

イルです。Cookieは、その後、情報の送信元のウェブサイト、または当該Cookieを認識する別

のウェブサイトへ情報を送信します。  

Cookieは、ウェブサイトがユーザーのデバイスを認識できるようにする目的において有用です

。Cookieは、ページ間を効率的に移動できるようにすること、あなたの設定を記憶すること、

ならびに一般的にユーザー体験を向上させることなど、さまざまな役割を果たします。Cookie
に関する詳細は、www.allaboutcookies.orgおよびwww.youronlinechoices.euで確認できます。 

II. 当社が使用するCookieとその利用目的 

a. Cookieのカテゴリー  

i. 機能別に分類した当社のCookie： 

当社はウェブサイト上で5種類のCookieを使用します。 

• 必須Cookie：これらは、ウェブサイトの機能にとって不可欠である、または個々のユ

ーザーが要求したサービスを提供するために不可欠なCookieです。必須Cookieが果たす

機能の例としては、同一セッション中に前のページへ戻る際に、以前の操作（例：入力

されたテキスト）を記憶するCookieが挙げられます。 

• 分析Cookie：これらのCookieは、例えば訪問者が最も頻繁にアクセスするページや、

ウェブページでエラーメッセージが表示されるか否かなど、訪問者がウェブサイトをど

のように利用しているかに関する情報を収集します。これらのCookieは、ウェブサイト

の機能を改善する目的でのみ使用されます。 

• 機能Cookie：これらのCookieは、ユーザーが行った選択をウェブサイトが記憶し、強

化されたパーソナライズ機能を提供できるようにします。例えば、当社のウェブサイト

では、これらのCookieがユーザーの言語設定を記憶します。 

• ターゲティング／広告Cookie：ターゲティング／広告Cookieとは、ユーザーに関連性

の高い広告を配信するために使用されるCookieです。例えば、当社では、あなたが当社

のウェブサイトで閲覧した内容を記憶するCookieを使用し、あなたが関心を有する可能

性のある製品に関する関連性の高い広告をあなたに表示できるようにしています。当社

はまた、あなたが広告を閲覧し、例えばクリックするなどして当該広告とやり取りした

か否かを当社に知らせるCookieも使用しています。 

http://www.allaboutcookies.org/
http://www.youronlinechoices.eu/
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• ソーシャル共有Cookie：これらのCookieは、ソーシャルネットワークへのアクセスを

可能にし、ユーザーによる当該ネットワークの利用に関連して個人情報を収集する場合

があります。例えば、当社は、あなたが当社のウェブサイトを訪問したことを、あなた

のFacebookネットワーク内の他のユーザーと共有するCookieを使用しています。 

ii. 持続期間（有効期限）に基づく当社Cookieの分類： 

Cookieは、あなたのデバイス上に残る期間によっても分類できます。持続期間には、大きく分

けて次の2種類があります。 

• 永続Cookie：永続Cookieは、手動または自動で削除されるまで、あなたのデバイス上

に残ります。 

• セッションCookie：セッションCookieは、あなたがブラウザを閉じるまであなたのデ

バイス上に残り、ブラウザを閉じると自動的に削除されます。 

当社は、永続CookieおよびセッションCookieの両方を使用します。  

iii. その他のトラッカーの種類： 

当社は、ウェブサイト上に、ウェブビーコン（「ピクセルタグ」「ウェブバグ」「クリアGIF
」とも呼ばれます）と呼ばれる小さなグラフィック画像、またはその他のウェブプログラミン

グコードを組み込んでいます。ウェブビーコンは固有識別子を有する極小のグラフィックです

。これらは、ウェブユーザーのオンライン上の動きを追跡するために使用されます。ユーザー

のコンピューターのハードドライブに保存されるCookieとは異なり、ウェブビーコンはウェブ

ページに不可視の形で埋め込まれており、その大きさは本一文の最後にある句点（ピリオド）

とほぼ同じ大きさです。   

b. 当社のCookieにより収集される情報：  

当社のCookieは、あなたによるウェブサイトの利用状況、あなたのデバイスの詳細、およびあ

なたのIPアドレスを含む複数の種類の情報を収集します。当社のウェブサイトの利用状況には

、例えば、あなたのデバイスが当社のウェブサイトにアクセスした時刻、あなたが閲覧したペ

ージ、各ページで費やした時間、およびあなたがクリックしたリンクが含まれる場合がありま

す。Cookieはまた、あなたを当社のウェブサイトへ誘導したリンク元（リファラー）、および

あなたが当社のウェブサイトを離れた後に訪問するウェブページに関する情報も収集する場合

があります。 

あなたのデバイスの詳細には、例えば、あなたがウェブサイトにアクセスするために使用した

ブラウザの種類、当該ブラウザのバージョン、およびあなたが使用するデバイスの種類が含ま

れる場合があります。 

IPアドレスとは、あなたのデバイス（ノートパソコンやスマートフォンなど）がインターネッ

トにアクセスする際に、そのデバイスに割り当てられる番号です。あなたのデバイスには固定I
Pアドレスが割り当てられている場合があり、その場合、あなたのデバイスは常に同一のIPア
ドレスを有します。あるいは、あなたのデバイスには動的IPアドレスが割り当てられている場

合があり、その場合、あなたのデバイスがインターネットにアクセスするたびにIPアドレスが

変更されます。  
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適用されるデータ保護法の下でIPアドレスが個人情報に該当する範囲において、当社は当該IP
アドレスを個人情報として取り扱います。当社は、ウェブサイト上でCookieを通じてその他の

個人情報は収集しません。当社がCookieを通じて収集した情報を、フォームの送信などを通じ

てあなたがウェブサイト上で当社に提供する個人情報と関連付ける場合、当社は当該情報も個

人情報として取り扱います。 

c. 情報の処理場所： 

当社のCookieにより収集される情報は、米国に所在するサーバーにおいて処理されます。  

III. あなたご自身の選択 

一部の法域では、あなたが初めて当社のウェブサイトにアクセスした際、Cookieが存在する旨

を通知するバナーが表示されます。「すべて受け入れる（Accept 
All）」をクリックまたはタップすることにより、あなたは、ここに記載のとおりこれらのCook
ieを使用することに同意します。 

Cookieを管理できるソフトウェア製品も提供されています。多くのウェブブラウザでは、ご自

身のオンライン活動を追跡されることを望まない旨をウェブサイトおよび広告ネットワークに

通知するために、「トラッキング拒否（Do Not 
Track）」機能を使用できます。ブラウザの追跡シグナルおよびトラッキング拒否の詳細につい

ては、http://www.allaboutdnt.org/をご覧ください。 

4. 個人情報の取得元  

当社は、以下の取得元から、あなたの個人情報を収集する場合があります： 

• 本人から直接：例えば、あなたが当社のウェブサイトを利用する場合、情報を請求する

場合、当社の製品またはサービスを注文または利用する場合、イベントに登録または参

加する場合、またはその他の方法で当社に直接連絡する場合。応募者については、採用

応募時、または応募および面接プロセスの過程で、当社があなたの個人情報を収集する

場合もあります。  

• 雇用主または代理人から：ビジネス連絡先については、当社の製品およびサービスを提

供するために、あなたの雇用主または所属先企業から、当社があなたの個人情報を収集

する場合があります。 

• 関連会社：例えば、当社が、Sensientの企業グループ内の他の会社による当社の製品お

よびサービスの提供を支援する場合。 

• サービス提供者およびベンダー：例えば、アナリティクスプロバイダーまたはITサービ

スプロバイダー。  

• 自動化テクノロジーから：例えば、当社のウェブサイト上のCookie（上記の本通知第3
節で詳述）を通じて、または当社施設における防犯・監視カメラ（CCTV）などの監視

テクノロジーもしくは録音テクノロジーから。  

• 公開インターネットソース：例えば、ソーシャルメディア、公開プロフィール、その他

の公開オンラインソース。 

http://www.allaboutdnt.org/
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• 公的記録：例えば、裁判記録、ならびに資格認定機関および免許付与機関。ビジネス連

絡先については、詐欺防止データベース、制裁リスト、政府機関、その他の一般に入手

可能なデータソースからも、あなたの個人情報を収集する場合があります。 

• バックグラウンドチェックの照会先およびバックグラウンドチェック提供者：応募者に

ついて、当社は、リクルーター、採用照会先、または人材紹介会社から、あなたの個人

情報を収集する場合があります。当社はまた、バックグラウンドチェック提供者に依頼

して、過去の雇用、証明書、学歴および身元を確認し、さらに、あなたの同意を得た上

で、適用法令により許容される範囲において犯罪歴に関する報告書を入手する場合があ

ります。  

5. 個人情報の利用方法  

Sensientとのやり取りの性質（例：ビジネス連絡先、応募者、またはあなたが当社のウェブサ

イトを利用する場合）に応じて、当社は、本通知の第2節に記載される個人情報のカテゴリー

を、以下の利用目的のため、ならびに（適用法令により個人情報の処理について当該法的根拠

が要求される場合には）以下の法的根拠に基づいて利用する場合があります： 

個人

情報

のカ

テゴ

リー 

利用目的 法的根拠 

1、2
、3、
4、8 

あなたに当社の製品およびサービスを提供す

るため 
あなたまたはあなたが所属する会社

と契約を締結し、当該契約に基づく

義務を履行するため。 

顧客、サプライヤーおよびあなたと

の関係を管理するという当社の正当

な事業上の利益を追求するため。  

1、2
、3、
7、8 

あなたと連絡を取るため あなたまたはあなたが所属する会社

と契約を締結し、当該契約に基づく

義務を履行するため。 

顧客、サプライヤーおよびあなたと

の関係を管理するという当社の正当

な事業上の利益を追求するため。 

当社の法的義務を遵守するため。 

1、2
、3、
4、8
、9 

研究開発のため、および当社の製品およびサ

ービスを改善し、新たな製品およびサービス

を開発するため 

当社の製品およびサービスの品質を

維持および向上させるという当社の

正当な事業上の利益を追求するため 

1、2
、3、
4、7
、8、
9 

イベントのご案内を含め、当社の製品および

サービスに関する広告およびマーケティング

情報をあなたに提供するため。 

当社の製品およびサービスをマーケ

ティングし、当社の事業を成長させ

、ならびに顧客、サプライヤーおよ

びあなたとの関係を管理するという
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当社の正当な事業上の利益を追求す

るため。 

1、2
、3、
4、7
、8、
9 

当社の製品およびサービス利用時におけるあ

なたの体験を向上させ、オンライン体験をパ

ーソナライズするため。 

当社のウェブサイト、製品、および

サービスの品質を維持・向上させる

という、当社の正当な事業上の利益

を追求するため。 

1、2
、3、
4、5
、7、
8、9 

カスタマーサポートのため あなたまたはあなたが所属する会社

との契約に基づく義務を履行するた

め。 

当社のウェブサイト、製品、および

サービスの品質を維持・向上させ、

顧客、サプライヤーおよびあなたと

の関係を管理するという当社の正当

な事業上の利益を追求するため。 

1、2
、3、
4、5
、6、
7、8
、9、
10 

当社の事業および当社のウェブサイトを管理

・保護するため（トラブルシューティング、

分析、テスト、保守、サポート、報告、デー

タのホスティング、ならびに詐欺および不正

使用の防止を含みます）。 

当社のウェブサイトの品質を維持・

向上させ、また当社の事業を保護す

るという正当な事業上の利益を追求

するため。  

当社の法的義務を遵守するため。 

1、2
、3、
4、7
、8、
9 

プロモーション資料の作成、顧客からのフィ

ードバックの収集、および顧客満足度調査の

実施を含む、顧客分析、市場調査およびフォ

ーカスグループを実施するため。 

当社のウェブサイト、製品、および

サービスの品質を維持・向上させる

という、当社の正当な事業上の利益

を追求するため。 

1、2
、3、
4、6
、7、
8、9
、10 

当社の事業の売却、合併または再編に関連し

て 
企業取引において当社の正当な事業

上の利益を追求し、当社の法的利益

を保護するため。 

1、2
、3、
4、5
、6、
7、8
、9、
10 

当社、あなたまたはその他の者の権利、財産

または安全を保護するため（詐欺的な活動、

疑わしい活動、またはその他の違法な活動か

ら保護するための詐欺防止、制裁、マネーロ

ンダリング防止およびその他のチェックを実

施を含む） 

当社の事業を保護するという当社の

正当な事業上の利益を追求するため

。 

契約上およびその他の法的義務を遵

守するため、および、当社の権利を

行使するため、または法的請求に対

抗するため。  

1、2
、3、
4、5

疑われる犯罪行為を法執行機関に通報し、捜

査に協力するため。 
当社の事業を保護することに関する

当社の正当な事業上の利益を追求す
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、6、
7、8
、9、
10 

るため、ならびに当社の権利を行使

するため。 

1、2
、3、
4、5
、6、
7、8
、9、
10 

記録保存の目的、および適用法令ならびに規

制上の義務の遵守を確保するため。 
当社の事業を保護するという当社の

正当な事業上の利益を追求するため

。  

当社の契約上およびその他の法的義

務を遵守するため。  

1、2
、4、
8、10
、11 

当社における雇用に関するあなたの適格性ま

たは適性を評価するため、およびこれに関連

する採用目的のため。  

あなたと雇用契約を締結するか否か

を判断するため、および（採用され

た場合）当該契約に基づく義務を履

行するため。  

適切な人員を採用することに関する

当社の正当な事業上の利益を追求す

るため。 

  
あなたの同意 

これらの法的根拠のいずれも適用されない場合、または適用法令により本通知に記載する処理

についてあなたの同意が必要となる場合、Sensientは、当該処理を行う際にはあなたの同意に

依拠します。一部の法域のデータ保護法の下では、あなたがデータ管理者としてのSensientに
あなたの個人情報を提供することにより、あなたは、本通知（随時改定される場合があります

）に記載のとおり、当社があなたの個人情報を処理することに同意するものとみなされます。

当社の事業の変化に伴い、本通知の内容は変更される場合がありますので、あなたの個人情報

がどのように取り扱われるかを理解できるよう、本ページを定期的にご確認ください。一部の

法域において機密個人情報を収集する場合など、あなたの個人情報の処理に明示的同意が必要

となる場合、当社は別途通知を行い、あなたの明示的同意を求めます。 

あなたは当社に個人情報を提供する義務はないことをご理解ください。ただし、あなたが個人

情報を提供しない場合、またはあなたの同意が必要となる処理について同意しない場合、もし

くは同意を撤回する場合、当社は以下を行えないことがあります。（１）あなたに一定のサー

ビスを提供すること（これにより、現在あなたまたはあなたが所属する会社に提供しているサ

ービスを終了せざるを得ない場合があります）、または（２）あなたを雇用の対象として検討

すること。 

適用法令の下で、あなたには同意を撤回する権利がある場合があります。当該権利の詳細につ

いては、以下の本通知の第10節をご参照ください。  

自動化された意思決定の不実施  

当社は、法的効果を生じさせる、またはこれと同様に個人に重大な影響を及ぼす、プロファイ

リングを含む自動化された意思決定のために、収集した個人情報を利用しません。 
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6. 個人情報の開示方法  

当社は、以下の目的のため、以下の第三者カテゴリーに対して個人情報を開示する場合があり

ます： 

• サービス提供者：当社に対し、または当社に代わってサービスを提供し、当社の事業上

のニーズならびに契約上および法的義務の履行を支援してもらうために、当社はサービ

ス提供者に対してあなたの個人情報を開示する場合があります（例えば、ウェブサイト

の全部または一部のホスティング、分析の実施、製品の出荷などのため）。サービス提

供者は、当社の指示に従い、当社が当該サービス提供者に開示した目的のために限り、

あなたの個人情報を処理することが許可されます。 
• ビジネスパートナー：当社は、広告、マーケティング、ならびにあなたまたはあなたが

所属する会社にとって関心がある可能性のある製品およびサービスに関する情報の提供

を支援してもらうために、当社のビジネスパートナーと個人情報を共有することがあり

ます。 
o 通信：当社が提供する技術（例：ウェブサイト上のオンラインフォーム、チャ

ットボット、検索バーなど）を通じて、あなたが当社へ送信する通信内容は、当

該技術を支援するサービス提供者およびビジネスパートナーとリアルタイムで共

有される場合があります。これらの技術を利用することにより、あなたは当該通

信の共有に同意するものとします。  
• 専門アドバイザーおよび関連する第三者：例えば、当社は法令遵守を支援する弁護士や

、あなたへのサービス提供または当社の事業遂行を支援する監査人、会計士またはコン

サルタントに対して、個人情報を開示することがあります。 
• 企業グループ内関連会社：あなたの個人情報は、例えば、当社の製品およびサービスを

あなたに提供するため、または当該企業グループ内関連会社の製品およびサービスに関

する情報をあなたに提供するために、Sensientの企業グループ内関連会社に対して開示

される場合があります。 
• 政府機関または行政機関：当社は、例えば法執行機関、規制当局、または税務当局に対

して、あなたの個人情報を開示することがあります。 
• その他の第三者：当社は、以下の場合にその他の第三者に対して、あなたの個人情報を

開示することがあります。 
o 法令により要求される場合：例えば、民事訴訟において、召喚状、裁判所命令

、法的手続、または証拠開示請求に対応する場合。 
o 権利、財産または安全を保護するため：あなたの行為が適用法令に違反する、

または当社、当社の顧客、もしくは第三者の権利、財産または安全を脅かすと当

社が判断した場合。 
o 企業取引において：当社は、合併、統合、破産、当社の持分および／または資

産の全部または実質的に全部の売却、その他の企業上の変更を含む企業取引に関

連して、当社の事業の後継の所有者または共同所有者を含む相手方に、あなたの

個人情報を開示および移転することがあります。 

当社は、上記の開示を、適用法令により許容される範囲でのみ行います。 

7. 個人情報の国際移転  

当社の事業のグローバルな性質および上記目的のため、当社は、米国に所在する当事者を含む

、あなたが居住する国以外の国に所在する当事者に対して、個人情報を移転することがありま
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す。例えば、当社は、顧客に対する製品およびサービスの提供に関連して、他国の子会社、関

連会社、サービス提供者、ビジネスパートナー、および他国の政府機関または公的機関へ個人

情報を国際移転することがあります。これらの国の法令は、あなたが居住する国の法令とは異

なる水準で個人情報を保護している場合があります。 

個人情報を越境移転する前に、当社は、適用法令により要求される場合、当該移転について十

分な保護水準を確保するための措置を講じます。これには、適用法令により要求される場合、

標準契約条項（SCC）または管轄のデータ保護当局により使用が承認されたその他のモデル条

項などの、承認済みメカニズムに依拠することが含まれます。これらの条項は、個人情報を移

転する企業間の契約上の約束であり、移転される個人情報のプライバシーおよびセキュリティ

を保護することを当事者に義務付けるものです。越境データ移転に関する法域別の情報につい

ては、以下の第10節をご参照ください。 

8. 個人情報の保持期間  

当社の個人情報の保持期間は、事業上の必要性および法的要件に基づいて定めています。当社

は、個人情報を、収集した処理目的のために必要な期間、およびSensientの保持方針に記載さ

れている目的を含めたその他の許容される関連目的のために必要な期間保持します。機密個人

情報を含めた個人情報が、もはや必要でない場合、または当社の保持方針に従って保持されな

くなった場合、当社は、当該データを不可逆的に匿名化する（この場合、匿名化されたデータ

をさらに保持し利用することがあります）か、または安全に廃棄します。一部の法域では、あ

なたが個人情報の保持に同意した場合、または法的義務の遵守のために個人情報の保持が必要

な場合、個人情報がより長期間保持されることがあります。Sensientは、保有する個人情報を

定期的に見直し、保持が適切であるかどうかを判断します。 

応募者については、（a）応募者から削除の請求があるまで、当社が当該情報を保管してよい

旨を応募者自身が示した場合、または（b）法令により、より短いまたはより長い保持期間が

要求される場合を除き、当社は採用の判断がなされた後に採用に至らなかった応募者の情報を

1年間保持します。これらの記録は、当社の社内記録保持および報告の目的で保持されます。

その期間中、当社は、あなたの個人情報を、あなたが当初応募した役職だけでなく、他の役職

についてあなたの採用を検討するために利用することがあります。この保持期間中のいかなる

時点でも、応募を取り下げることを希望する場合は、dpo@sensient.com宛てにご連絡くださ

い。  

9. 個人情報の保護方法  

当社は、あなたの個人情報の安全性を非常に重視しており、当社のシステムに送信される情報

を不正アクセスから保護するため、セキュリティプログラムを実施しています。当社のセキュ

アサーバーへのあなたの情報提供は、ハイパーテキスト転送プロトコルセキュア（HTTPS）お

よびトランスポートレイヤーセキュリティ（TLS）技術によって保護されており、これらは送

信内容を保護するために多くの一般的なブラウザで利用されています。この技術により、当社

は暗号化ツールを使用して、あなたのコンピューターと当社のサーバー間で送信される情報を

保護することができます。当社があなたの情報を受領した後、当該情報へのアクセスは業務上

知る必要のある従業員に限定されます。  

ただし、（インターネット経由であるか否かを問わず）いかなるデータ送信も、100%安全で

あることを保証することはできません。当社はあなたの個人情報の保護に努めておりますが、

あなたが当社に提供するいかなる情報の安全性も保証することはできず、提供は自己責任にお

mailto:dpo@sensient.com
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いて行われるものとします。あなたが当社に提供する情報の機密性を維持する責任は、あなた

自身にもあるため、ユーザー名、パスワードおよびその他のログイン認証情報を安全な場所に

保管することを強くお勧めします。 

10. あなたの地域に固有の追加情報  

• カリフォルニア州居住者 
• 米国外居住者 

I. カリフォルニア州居住者  

本節は、米国カリフォルニア州に居住する個人（「カリフォルニア州居住者」）のみに適用さ

れます。ただし、Sensientによる当該個人の個人情報の処理が、カリフォルニア州プライバシ

ー権法により改正されたカリフォルニア州消費者プライバシー法（「CCPA」：California 
Consumer Privacy Act）の適用を受ける範囲に限ります。 

収集時の通知 

Sensientは、上記の第2節（当社が収集する個人情報）で特定されたカテゴリーの個人情報を、

上記の第5節（個人情報の利用方法）で特定された目的のために収集し、上記の第8節（個人情

報の保持期間）に記載された期間にわたり保持します。当社は、CCPAにおける定義に従い、

あなたの個人情報を「販売（sell）」または「共有（share）」する場合があります。当社は、

あなたに関する個人的な特徴を推測する目的で機密個人情報を収集または処理しません。他の

カリフォルニア州居住者に関する個人情報をあなたが当社に提供する範囲において、あなたは

当該居住者に対して本通知を提供する責任を負います。 

個人情報の開示に関する追加情報 

当社は、CCPAで定義される「事業目的」のために、ならびに上記の第6節（個人情報の開示方

法）に記載の開示を補足するものとして、第三者に対してあなたの個人情報を開示する場合が

あります。 

• サービス提供者：当社は、当社に代わってサービスを提供するという「事業目的」のた

めに、上記に記載した個人情報のいずれのカテゴリーについてもサービス提供者に対し

て開示する場合があります。この事業目的には、（a）広告インプレッション数の計測

を含む監査、（b）安全性と整合性の確保、（c）デバッグ、（d）短期的な一時的利用

、（e）クロスコンテキスト行動広告を除く広告およびマーケティングサービス、（f）
社内研究、ならびに（g）サービスまたはデバイスの品質または安全性を維持または向

上させる活動が含まれます。 
• 専門アドバイザーおよび関連する第三者：当社は、当社に代わってサービスを提供する

ことに加え、方針および適用法令の遵守に関する監査を実施するという「事業目的」の

ために、上記の第6節（個人情報の開示方法）に記載されている専門サービス提供者に

対し、上記に記載した個人情報のいずれのカテゴリーについても開示する場合がありま

す。 
• 関連会社：当社は、（a）方針および適用法令の遵守に関する監査、（b）セキュリティ

および完全性の確保を支援すること、（c）デバッグ、（d）短期的な一時的利用、（e
）社内研究、ならびに（f）サービスまたはデバイスの品質または安全性を維持または
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向上させる活動という「事業目的」のために、Sensientの企業グループ内の他社に対し

、上記に記載した個人情報のいずれのカテゴリーについても開示する場合があります。 

販売（sell）および共有（share） 

当社は、一般的に理解されるような意味においてあなたの個人情報を「販売」することはなく

、これは金銭の支払いと引き換えにあなたの個人情報を第三者に開示することはないことを意

味します。しかし、オンライン上で事業を行う事業者において一般的な慣行として、当社は、

当社のサービスを分析および最適化する目的、よりあなたに関連性の高い広告を提供してあな

たのオンライン体験をパーソナライズする目的、ならびに統計的研究および分析の目的のため

に、Cookieおよびその他のトラッキング技術を通じて、第三者があなたに関する情報を受領で

きるようにする場合があります。これらの活動は、カリフォルニア州消費者プライバシー法（

CCPA）における定義上、個人情報の「販売（sell）」または「共有（share）」に該当すると

解される場合があります。CCPAは、「共有」を、クロスコンテキスト行動広告の目的のため

に個人情報を第三者へ開示することと定義しています。 

過去12か月間において、当社は分析プロバイダーおよびネットワーク広告事業者に対し、「イ

ンターネットその他の電子ネットワーク活動情報」を開示しており、当該開示は個人情報の「

販売（sell）」または「共有（share）」とみなされる可能性があります。当社は、この個人情

報を、あなたに対するマーケティングを可能にするため、ならびにウェブサイト上およびオン

ライン中にあなたが当社と行うその他のやり取りにおいてパーソナライズされた広告を配信す

るために開示します。 

当社は、過去12か月間に16歳未満の子どもの個人情報を「販売（sell）」または「共有（share
）」した事実は把握しておらず、また、そのような個人情報を「販売（sell）」または「共有（

share）」する意図もありません。  

非識別化情報に関する注記 

Sensientは、非識別化情報が個人と関連付けられないよう合理的な措置を講じた上で、カリフ

ォルニア州居住者の個人情報を「非識別化情報」へと転換することがあります。当社は、非識

別化情報を非識別化された形で保持し、また再識別を試みませんが、ただし、非識別化の手続

により当該情報が個人と関連付けられないことが保証されているかどうかを判断する目的に限

り、当社は当該情報の再識別を試みる場合があります。  

あなたのカリフォルニア州プライバシー権 

適用される制限および例外に従い、カリフォルニア州居住者は、CCPAに基づき以下の権利を

有します。 

• 知る権利（開示請求権）：あなたは、あなたに関してSensientが保有する特定の個人情

報、およびSensientによる個人情報の収集、利用、開示のカテゴリーに関する情報につ

いて、本人確認を伴う請求を行う権利を有します。 
• 削除請求権：あなたは、Sensientがあなたから収集した個人情報を削除することを求め

る、本人確認を伴う請求を行う権利を有します。 
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• 訂正請求権：あなたは、個人情報の性質および当該個人情報の処理目的を考慮した上で

、不正確なあなたの個人情報を訂正するための本人確認を伴う請求を行う権利を有しま

す。 
• 差別の禁止：Sensientは、CCPAに基づくあなたのプライバシー権をあなたが行使した

ことを理由として、あなたに対して違法に差別することはありません。 
• 「販売（sell）」および「共有（share）」のオプトアウト権：あなたは、自身の個人

情報の「販売（sell）」、およびクロスコンテキスト行動広告を目的とした個人情報の

開示（「共有（share）」）をオプトアウトする権利を有します。あなたは、閲覧する

ウェブサイトに対して、「販売（sell）」および「共有（share）」に関するあなたの希

望を自動的に伝達するために、ブラウザ設定または拡張機能を実装することもできます

。  

当社は、ユニバーサル・オプトアウト・シグナル、またはグローバル・プライバシー・

コントロール（「GPC」：Global Privacy 
Control）により示される、あなたの個人情報の「販売（sell）」および「共有（share）
」のオプトアウト権を尊重します。GPCを有効にするには、https://globalprivacycontrol
.orgのグローバルプライバシーコントロール（Global Privacy 
Control）ページにアクセスできます。対応するブラウザまたは拡張機能をダウンロード

してGPCによりあなたのプライバシー権を行使した場合、当社のウェブサイトがGPC
シグナルを検知した時点で、当社は当社のウェブサイト上の一部の第三者Cookieを無効

にします。ただし、あなたが別のデバイスから、または同一のデバイス上でも別のブラ

ウザから当社のウェブサイトにアクセスする場合には、当該ブラウザおよび／または当

該デバイスについても、オプトアウトするか、またはオプトアウト希望シグナルを使用

する必要があります。  

あなたのカリフォルニア州プライバシー権の行使方法 

Sensientは、請求者の本人確認を行うことができる場合、適用法令に従って、知る権利（開示

）、削除、および訂正に関する請求に対応します。あなたは、以下の方法によりこれらの権利

を行使できます。 

• 電話：1-800-222-4904  
• こちらからご利用いただける請求フォームにご記入ください。 

「販売（sell）」および「共有（share）」のオプトアウト権に関する通知 

あなたの個人情報の「販売（sell）」および「共有（share）」をオプトアウトするために、Co
okie設定を変更するか、またはグローバル・プライバシー・コントロール（GPC）などのオプ

トアウト希望シグナルを使用することができます。Sensientは、これらのオプトアウト希望シ

グナルを、フリクションレスな（利用者に負担をかけない）方法で処理します。これは、あな

たがGPCを有効にした場合、個人情報の「販売（sell）」および「共有（share）」をオプトア

ウトしたことがSensientに自動的に通知され、Sensientが当該オプトアウト希望シグナルを自

動的に処理して、あなたを個人情報の「販売（sell）」および「共有（share）」からオプトア

ウトさせることを意味します。  

GPCを有効にするには： 

https://globalprivacycontrol.org/
https://globalprivacycontrol.org/
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(1) 「グローバルプライバシーコントロール（GPC）— 
プライバシーを管理する」に移動します。 

(2) 「開始する」をクリックします。 
(3) 「すべてのダウンロードを表示」をクリックします。 
(4) 「ブラウザ＋拡張機能」の下で参加企業を選択し、「ダウンロード」をクリックします

。 
(5) 選択した企業が提供する手順に従って、そのブラウザをインストールします。 

あなたがGPCを有効にしている場合、当社はウェブを通じてあなたの活動を追跡できなくなり

ます。これにより、あなたの好みに合わせた広告のパーソナライズができなくなる可能性があ

ります。ただし、別のデバイスから、または同一デバイス上の別のブラウザから当社のウェブ

サイトにアクセスする場合は、当該ブラウザやデバイスごとに、「販売（sell）」および「共有

（share）」をオプトアウトするか、オプトアウト希望シグナルを使用する必要があります。 

あなたの請求を当社が確認する方法 

あなたが知る権利（開示）、削除、または訂正に関する請求を行う場合、当社は、あなたが提

供する個人情報を当社が保持するデータと照合することにより、あなたの本人確認を行います

。請求に伴うリスクが高いほど（例：個人情報の特定の情報に関する請求）、当社はあなたの

本人確認のために、より多くの項目の個人情報の提供を求める場合があります。当社が、あな

たの請求に対して安全に対応するために十分な確度においてあなたの本人確認を行うことがで

きない場合、当社は速やかにその旨を通知し、本人確認ができない理由を説明します。 

授権代理人 

あなたは、自身の権利を行使するために授権代理人を指定することができます。授権代理人が

あなたに代わって請求を行う場合、当該代理人は、あなたがその代理人に請求の代行権限を与

えたことを証する、あなたの署名入りの書面を請求に同封しなければなりません。加えて、当

社は、上記に記載の本人確認のための適用される手続に従うことをあなたに求める場合があり

ます。あなたは、dpo@sensient.comに連絡することにより、「代理人指定」フォームを入手で

きます。また、あなたは、カリフォルニア州検認法典（California Probate 
Code）に準拠した委任状を提供することもできます。 

II. 米国外居住者  

あなたが米国外（オーストラリア、ブラジル、カナダ、中国、欧州連合（「EU」）、インド、

日本、メキシコ、ニュージーランド、ペルー、フィリピン、シンガポール、南アフリカ、タイ

、トルコ、または英国（「UK」）を含み、総称して「米国外居住者」）に居住している場合、

以下の規定もあなたに適用されます。  

あなたの個人情報に関する権利 

あなたは、現地のデータ保護法に従い、機密個人情報を含むあなたの個人情報に関して一定の

権利を有する場合があります。居住国に適用される法令により定められる制限および例外に従

い、あなたは以下の権利を有する場合があります。 

• あなたの個人情報へのアクセスを請求する権利、すなわち、当社に対し、あなたの個人

情報の複製の提供を求めること 
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• 当社に対し、あなたの個人情報を更新、訂正、または削除（「忘れられる権利」）する

よう請求する権利、すなわち、不完全または不正確な個人情報を修正する権利、または

あなたの個人情報を消去する権利 

• 以前に個人情報の処理に同意した場合、その同意を、いつでも撤回する権利  
o 同意撤回権に関する追加情報：Sensientがあなたの個人情報の処理について同意

を求め、あなたが同意した場合、あなたは以下の連絡先情報を使用して同意を撤

回することができます。いかなる撤回も、撤回前のあなたの同意に基づく処理の

適法性には影響しないものとし、また、Sensientは、あなたが同意を撤回する前

に提供した情報を、適用法令により許容または要求される期間にわたり保持し続

けます。さらに、Sensientが、あなたの同意なしにあなたの個人情報を処理する

ための代替となる適法な根拠を有する場合、当社は当該代替の適法な根拠に基づ

いてあなたの個人情報の処理を継続することがあります。 

• 個人情報の正確性をめぐる争いが解決されるまでの間など、一定の状況において、あな

たの個人情報の処理制限を請求する権利 

• データポータビリティを請求する権利。 
o データポータビリティに関する追加情報：一定の制限に従い、データポータビリ

ティ権により、あなたは当社に提供した自身の個人情報の複製を電子形式で取得

すること、または当社に対し当該データを第三者へ送付するよう求めることがで

きます。 

• あなたの個人情報の処理への異議を申し立てる権利。 
o 異議申立権に関する追加情報：あなたは、当社の正当な利益のみに基づくあなた

の個人情報の処理に対して異議を申し立てる権利を有します。あなたがこのよう

な状況で異議を申し立てた場合、当社は、処理を継続するための優先される説得

力のある正当な理由がある場合、または法的請求の立証、行使、もしくは防衛の

ために必要である場合を除き、個人情報の処理を停止します。  

• その他の権利。適用される制限および例外に従い、あなたは以下の権利も有する

場合があります。 
o あなたの個人情報の処理の確認を請求すること。 
o あなたの個人情報の処理の取消しまたは停止を請求すること。 
o 不要、過剰、古くなった又は虚偽の個人情報、あるいは法令に違反して処理され

ている個人情報について、匿名化、ブロック（一時停止）または削除を請求する

こと。 
o 当社があなたの個人情報を開示した公的機関および民間団体、または当社があな

たの個人情報を含むデータベースを共有した相手方の特定を請求すること。 
o トルコ居住者については、上記に列挙されていない、トルコ個人データ保護法第

6698号に列挙される追加の権利。 

あなたの権利の行使方法 

上記の権利を行使するには、以下のいずれかの方法により、当社に対して本人確認を伴う請求

を行ってください。 

• 電話：米国フリーダイヤル：1-800-222-4904、または国際電話：+1.414.271.6755 
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• メール：dpo@sensient.com 

当社は、適用されるデータ保護法に従い、当該請求に対応します。 
  
法域別追加情報 

あなたの個人情報が適用されるデータ保護法に違反して処理されたと考える場合、あなたは、

居住地、勤務地、または違反が発生したと考える場所のデータ保護当局に苦情を申し立てるこ

とができます。 

あなたがブラジルに居住している場合：本通知または個人情報の取扱いに関するご質問がある

場合は、データ保護責任者（担当者）までメール（dpo@sensient.com）にてお問い合わせく

ださい。さらに、上記の第7節に記載した国際移転の説明に加え、当社は、権限を与えられた

メンバーが上記の第4節に記載する目的のために処理を行う場合、Sensientの企業グループ内の

他のメンバーにあなたの個人情報を移転することがあります。データの移転は、電子メールの

送信、または当社もしくは承認されたサービス提供者の情報システムに保存されている情報へ

のリモートアクセスの形態をとる場合があります。これらの受領者は、上記の第8節に記載さ

れた期間にわたり、移転された個人情報を保持します。あなたは、当社の企業グループのメン

バーによるあなたの個人情報の処理に関して、上記に記載した権利を有し、上記に記載した方

法により当該権利を行使することができます。 

あなたがドイツに居住している場合：本通知またはあなたの個人情報の取扱いに関するご質問

がある場合は、当社のデータ保護責任者までメール（dpo@sensient.com）にてお問い合わせ

ください。EU居住者は、あなたのデータ保護当局の連絡先情報をhttps://edpb.europa.eu/about-
edpb/board/members_enにおいて確認できます。 

あなたがインドに居住している場合：あなたは、上記の連絡先情報を用いて、個人情報の処理

について当社に苦情を申し立てることができ、必要に応じて、さらにインドデータ保護委員会

（Data Protection Board of India）に連絡することができます。 

あなたが日本に居住している場合：個人情報の取扱いに適用される外国の制度に関する詳細情

報は、個人情報保護委員会のウェブサイトの以下のページから、該当する国または法域を選択

することで確認できます。https://www.ppc.go.jp/enforcement/infoprovision/laws/。 

あなたがケベック、シンガポール、または南アフリカに居住している場合：本通知またはあな

たの個人情報の取扱いに関するご質問がある場合は、データ保護責任者までメール（dpo@sen
sient.com）にてお問い合わせください。南アフリカ情報規制当局（Information 
Regulator）への連絡先はこちらから可能です：https://inforegulator.org.za/ 

11. 本通知の変更 

当社は、本通知を定期的に見直し、また、当社の事業活動、法的要件、または個人情報を処理

する方法の変更を踏まえ、いつでも変更を行う場合があります。当社は、本ウェブサイトに更

新内容を掲載し、適切な場合には、変更について合理的な通知を行います。あなたは、当社が

あなたの個人情報をどのように収集し、利用するかを理解できるよう、本通知を定期的に確認

してください。 

12. お問い合わせ 

mailto:dpo@sensient.com
mailto:dpo@sensient.com
mailto:dpo@sensient.com
https://edpb.europa.eu/about-edpb/board/members_en
https://edpb.europa.eu/about-edpb/board/members_en
https://www.ppc.go.jp/enforcement/infoprovision/laws/
mailto:dpo@sensient.com
mailto:dpo@sensient.com
https://inforegulator.org.za/
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本世界共通プライバシー通知または情報の処理に関して、ご質問、ご懸念、または苦情がある

場合は、Greg Rank（メール：greg.rank@sensient.com、または電話：（01）414-271-
6755）までお問い合わせください。  
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