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SENSIENT TECHNOLOGIES CORPORATION – GLOBÁLIS ADATVÉDELMI 
NYILATKOZAT 

Hatálybalépés dátuma: 2026. január 1. 

A Sensient Technologies Corporation és leányvállalatai, részlegei és társult vállalkozásai 
(együttesen „Sensient”, „mi”, „miénk” vagy „minket”) elkötelezettek az Ön adatainak védelme 
iránt. A jelen Globális adatvédelmi nyilatkozat ismerteti, hogyan gyűjtjük, használjuk, adjuk 
tovább, továbbítjuk határokon át és kezeljük (együttesen „feldolgozzuk”) az Ön személyes adatait. 
A Nyilatkozat ismerteti továbbá az Ön választási lehetőségeit azzal kapcsolatban, hogy hogyan 
kezeljük az Ön személyes adatait, hogyan hozunk ezzel kapcsolatos döntéseket, hogyan védjük 
az Ön személyes adatait, valamint hogy hogyan veheti fel velünk a kapcsolatot adatvédelmi 
gyakorlataink kapcsán. 

A jelen Nyilatkozatban használt „személyes adatok” kifejezés, hacsak másként nem jelezzük, 
bármely azonosított vagy azonosítható természetes személyre vonatkozó vagy vele kapcsolatos 
információt jelent. 

A Nyilatkozat a következő részekből áll:  

1. A Nyilatkozat hatálya 
2. Az általunk gyűjtött személyes adatok 
3. Sütik és a weboldalon automatikusan gyűjtött egyéb adatok 
4. A személyes adatok forrásai 
5. A személyes adatok felhasználásának módja 
6. A személyes adatok közzétételének módja 
7. Személyes adatok nemzetközi továbbítása 
8. A személyes adatok megőrzésének időtartama 
9. A személyes adatok védelme 
10. Az Ön régiójára vonatkozó további információk 
11. A Nyilatkozatot érintő változások 
12. Kapcsolatfelvétel 

1. A NYILATKOZAT HATÁLYA  

Ön számos okból kapcsolatba léphet a Sensienttel, akár online, akár offline. A jelen Nyilatkozat 
azokra a személyes adatokra vonatkozik, amelyeket akkor kezelünk, amikor Ön felkeresi 
weboldalainkat, beleértve a https://www.sensient.com/, https://sensientflavorsandextracts.com/, 
és https://na.sensientfoodcolors.com/  weboldalt, vagy megnyitja alkalmazásainkat, amelyek 
időnként módosításra, áthelyezésre vagy átirányításra kerülhetnek (együttesen „Weboldal”), 
valamint amikor más módon kapcsolatba lép velünk, például amikor bármely szolgáltatásunkat 
igénybe veszi, kommunikál velünk vagy részt vesz egy általunk szervezett eseményen.  

A jelen Nyilatkozat vonatkozik azokra a személyes adatokra is, amelyeket a Vállalat gyűjthet az 
alábbi személyektől vagy személyekről: (1) álláskeresők, akik a Sensient karrieroldalán keresztül 
állásra jelentkeznek a Vállalatnál („Jelentkezők”); és (2) ügyfelek, eladók, beszállítók, üzleti 
partnerek és mások vállalatok képviselői, akik saját üzleti tevékenységünk végzése, például 
szerződéskötés és számlázás céljából lépnek kapcsolatba velünk („Üzleti partnerek”). 
Amennyiben a jelen Nyilatkozat nem utal kifejezetten a személyek egy vagy több konkrét 
csoportjára, a Nyilatkozat a fent felsorolt összes csoportra együttesen vonatkozik. 

https://www.sensient.com/
https://sensientflavorsandextracts.com/z
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A Jelentkezők kivételével a jelen Nyilatkozat nem vonatkozik a Vállalat által munkáltatói 
minőségében feldolgozott személyes adatokra, beleértve a Vállalat jelenlegi vagy korábbi 
alkalmazottainak személyes adatait is. Amennyiben azt a törvény előírja, a Sensient külön 
irányelveket alkalmaz a Vállalat által munkáltatói minőségben végzett személyesadat-feldolgozás 
tekintetében. 

Az adatkezelő azonosítása  

Az Ön tartózkodási helyétől függően a személyes adatainak feldolgozásáért felelős „adatkezelő” 
vagy „vállalkozás” eltérő lehet. A Sensient azon szervezete, amelynek weboldalát vagy 
létesítményét felkeresi, rendezvényén részt vesz, vagy szolgáltatását igénybe veszi, az Ön 
személyes adatainak kezelője a látogatás, rendezvény, szolgáltatás vagy üzleti kapcsolat 
kapcsán gyűjtött adatok tekintetében. A Sensient szervezeteinek teljes listája és elérhetőségeik 
itt találhatók.   

Harmadik felek webhelyei  

Weboldalunk tartalmazhat olyan linkeket és bővítményeket, amelyek harmadik felek által 
üzemeltetett webhelyekre vagy alkalmazásokre („harmadik felek webhelyei”) mutatnak. A 
Sensient nem ellenőrzi a harmadik felek webhelyeit, és nem vállal felelősséget az általuk gyűjtött 
személyes adatokért. A harmadik felek webhelyeinek adatgyűjtési gyakorlatát a saját adatvédelmi 
irányelveik szabályozzák. Ha úgy dönt, hogy weboldalunkról bármely harmadik fél webhelyére 
lép, az adott weboldal adatvédelmi irányelveiből tájékozódhat arról, hogyan kezeli az adott 
weboldal az Ön személyes adatait. 

A gyermekek online adatainak védelméről szóló törvény betartása  

Nem gyűjtünk adatokat 16 év alatti személyektől. Az általunk nyújtott termékek és/vagy 
szolgáltatások, valamint weboldalunk kizárólag 16 éves vagy annál idősebb személyeknek 
szólnak. 16 év alatti személyek nem jogosultak a weboldalunk használatára. 

2. AZ ÁLTALUNK GYŰJTÖTT SZEMÉLYES ADATOK  

Az általunk gyűjtött személyes adatok típusai attól függően változnak, hogy Ön miért lép velünk 
kapcsolatba, és többek közt a következők lehetnek:  

(1) Azonosító adatok: például név, levelezési cím, e-mail cím, telefonszám, valamint a 
weboldalunkon történő regisztráció esetén a fiók adatai, például a felhasználónév.  

(2) Szakmai vagy foglalkoztatási adatok: például munkáltatójának vagy vállalatának neve, 
az Ön beosztása, vállalati elérhetőségei (vállalati e-mail cím, levelezési cím és 
telefonszám), valamint egyéb olyan információk, amelyek szükségesek a Sensient és az 
Ön munkáltatója közötti kapcsolat kezeléséhez. Jelentkezők esetében ez magában 
foglalja a beszélt nyelveket és készségeket, a szoftveres tapasztalatokat, a szakmai 
tagságokat, az erősségek és a szakterületek összefoglalását, a munkatapasztalatot (pl. 
korábbi munkáltatók és betöltött pozíciók, dátumok, helyszínek, felettesek, feladatkörök), 
az önéletrajz és a motivációs levél adatait, a referenciákat és az azokból származó 
információkat, valamint a végzettséget (pl. megszerzett bizonyítványok és diplomák).  

(3) Kereskedelmi adatok: például a Sensienttől vásárolt termékek és szolgáltatások 
nyilvántartásai, valamint olyan adatok, amelyekkel részt vett vagy regisztrált a Sensient 
eseményein. 

https://www.sensient.com/contact-us
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(4) Internetes vagy egyéb elektronikus tevékenységgel kapcsolatos adatok: például az 
Ön IP-címe vagy egyedi eszközazonosítója, valamint egyéb információk, például a 
böngésző tulajdonságai, nyelvi beállítások, operációs rendszer adatai, hivatkozó URL-ek, 
látogatások hossza vagy megtekintett oldalak. Amikor Ön weboldalunkat böngészi, ez 
magában foglalja a sütiket és más, technológiai eszközökkel gyűjtött információkat is, 
amelyekről bővebben a jelen Nyilatkozat 3. szakaszában olvashat.  

(5) Érzékelési vagy megfigyelési adatok: ide tartoznak a hangüzenetek és a 
ügyfélszolgálatunkhoz érkező hívások felvételei, valamint a telephelyünkön található 
berendezések által rögzített kamerafelvételek. 

(6) Háttérinformációk és csalásellenes információk kizárólag üzleti kapcsolatok 
esetében: például szankciós listán vagy nyilvános listán szereplő kizárt igazgatók, 
korábbi vagy feltételezett bűncselekmények, büntetlen előélet megállapítása, politikailag 
exponált személyekkel („PEP-ek”) kapcsolatos információk, kizárólag akkor, ha (i) ezek 
az információk alkalmazhatók az Ön által kért termék vagy szolgáltatás kontextusában; 
(ii) a törvény lehetővé teszi számunkra ezen információk gyűjtését; és (ii) adott esetben 
megszereztük az Ön hozzájárulását. 

(7) Marketing- és kommunikációs preferenciák: például az Ön érdeklődésének megfelelő 
termékek és marketingpreferenciák, valamint az Ön marketingkommunikációnkkal 
kapcsolatos interakcióira és reakcióira vonatkozó információk.  

(8) Kommunikációs visszajelzések vagy velünk megosztott egyéb információk: 
beleértve a velünk folytatott levelezés tartalmát, a közösségi oldalainkon végzett 
interakciókat; a chatbotokon, visszajelzési űrlapokon vagy felméréseken keresztül 
benyújtott megjegyzéseket; vagy bármely olyan információt, amelyet önként megad 
nekünk, például az űrlapok kitöltése, a konferenciáinkon való részvétel vagy az 
ügyfélszolgálattal való kapcsolatfelvétel során.  

(9) Következtetések: például információk az Ön preferenciáiról, sajátosságairól, hajlamairól, 
vásárlási előzményeiről vagy egyéb tendenciákról, amelyek segítenek nekünk 
azonosítani, hogy mely termékek érdekelhetik Önt. 

(10) Jelentkezéssel kapcsolatos információk csak Jelentkezők esetében: például az Ön 
adott országban való munkavállalási jogosultságára vonatkozó információk, az Ön fizetési 
elvárásai, valamint az Ön által a jelentkezés vagy az interjú során megadott egyéb 
információk. 

(11) Erkölcsi bizonyítvány csak Jelentkezők esetében: Vállalatunk, vagy egy általunk 
megbízott, harmadik félnek minősülő háttérellenőrző vállalat, ellenőrizheti az Ön 
előéletére vonatkozó információkat a büntetőjogi nyilvántartásokban, de kizárólag az Ön 
hozzájárulásával és a vonatkozó jogszabályok által megengedett mértékben. 

Az általunk a Jelentkezőkről gyűjtött további adatok 

Ha Ön az Egyesült Államokban jelentkezik egy állásra, vagy a profilja regisztrálásakor az Egyesült 
Államokat jelöli meg elsődleges helyszínként, akkor lehetősége lesz megadni a védett 
besorolással kapcsolatos adatokat, azaz nemét, faji/etnikai származását és/vagy veterán 
státuszát, hogy elvégezhessük az egyenlő esélyek biztosításának nyomon követését. Ezen 
adatok megadása teljes mértékben önkéntes. Ha nem adja meg ezeket az adatokat, az 
semmilyen módon nem érinti a jelentkezését. Ha úgy dönt, hogy megadja ezeket az adatokat, 
hozzájárul ahhoz, hogy felhasználjuk azokat az egyenlő foglalkoztatási lehetőségek ellenőrzése 
céljából. Ezeket az adatokat névtelenül tároljuk, és nem használjuk fel sem az Ön 



 4 
Sensient Technologies: 1A szint – Ügyvéd és ügyfél közötti titoktartási kötelezettség 

állásjelentkezésének értékeléséhez, sem az Önről tett következtetések levonásához. Ha a 
Vállalat az állásajánlatot követően orvosi vizsgálatot végez, vagy ha Ön a felvételi eljárással 
kapcsolatban különleges ellátást kér, akkor egészségügyi adatokat is gyűjthetünk Önről. 

A fentiekben leírtak kivételével, az online jelentkezés vagy a jelentkezési folyamat során nem 
kérünk és nem gyűjtünk adatokat az Ön egészségi állapotáról, faji vagy etnikai származásáról, 
politikai nézeteiről, vallási vagy filozófiai meggyőződéséről, szakszervezeti tagságáról, szexuális 
irányultságáról és genetikai vagy biometrikus adatairól, kivéve, ha a törvény ezt kifejezetten 
előírja.  

3. SÜTIK ÉS A WEBOLDALON AUTOMATIKUSAN GYŰJTÖTT EGYÉB ADATOK  

Amikor Ön weboldalunkat böngészi, technológiai eszközök segítségével automatikusan 
különböző sütiket és egyéb információkat gyűjthetünk, hogy javítsuk az Önnek nyújtott 
szolgáltatások minőségét. 

I. Mik azok a sütik?  

A sütik apró fájlok, amelyek letöltődnek az Ön eszközére, amikor felkeres egy weboldalt. A süti 
ezután visszaküldi az információt az eredeti webhelynek vagy egy másik webhelynek, amely 
képes az adott süti felismerésére.  

A sütik azért hasznosak, mert lehetővé teszik, hogy a weboldal felismerje a felhasználó eszközét. 
A sütik számos különböző feladatot látnak el, például lehetővé teszik a hatékony navigálást az 
oldalak között, megjegyzik a felhasználó beállításait, és összességében javítják a felhasználói 
élményt. A sütikről a következő oldalakon talál további információkat: www.allaboutcookies.org és 
www.youronlinechoices.eu. 

II. Az általunk használt sütik és használatuk célja 

a. Sütik kategóriái  

i. Az általunk használt sütik, funkciók szerint kategorizálva: 

A weboldalunkon használt sütik öt típusba sorolhatók: 

• Alapvető sütik: Ezek olyan sütik, amelyek feltétlenül szükségesek a weboldal 
működéséhez vagy az adott felhasználó által igényelt szolgáltatások teljesítéséhez. Az 
alapvető sütik által végzett funkciók közé tartoznak azok a sütik, amelyek megjegyzik a 
korábbi műveleteket (pl. beírt szöveget), amikor ugyanazon munkamenetben visszatérünk 
egy oldalra. 

• Analitikai sütik: Ezek a sütik információkat gyűjtenek arról, hogyan használják a 
látogatók a weboldalt, például mely oldalakat keresik fel a leggyakrabban, és hogy 
kapnak-e hibaüzenetet a weboldalaktól. Ezek a sütik csak a weboldal működésének 
javítására szolgálnak. 

• Funkcionális sütik: Ezek a sütik lehetővé teszik a weboldal számára, hogy megjegyezze 
a felhasználók döntéseit, és továbbfejlesztett, személyre szabott funkciókat biztosítson. 
Például a weboldalunkon ezek a sütik emlékeznek a felhasználók nyelvi beállításaira. 

• Célzott/hirdetési sütik: A célzott/hirdetési sütik olyan sütik, amelyek a felhasználó 
számára releváns hirdetések megjelenítésére szolgálnak. Például olyan sütiket 
használunk, amelyek emlékeznek arra, amit Ön megtekintett a weboldalunkon, hogy 
releváns hirdetéseket küldhessünk Önnek olyan termékekről, amelyek érdekelhetik. 

http://www.allaboutcookies.org/
http://www.youronlinechoices.eu/
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Olyan sütiket is használunk, amelyek megjegyzik, hogy Ön látott-e egy adott hirdetést és 
kapcsolatba lépett-e vele, például rákattintott-e. 

• Közösségi megosztási sütik: Ezek a sütik hozzáférést biztosítanak a közösségi 
hálózatokhoz, és személyes adatokat gyűjthetnek arról, hogy a felhasználók hogyan 
használják azokat. Például olyan sütiket használunk, amelyek megosztják az Ön 
Facebook-hálózatához tartozó emberekkel, hogy felkereste a weboldalunkat. 

ii. Az általunk használt sütik, időtartam szerint kategorizálva: 

A sütik aszerint is kategorizálhatók, hogy mennyi ideig maradnak az eszközén. Ennek az 
időtartamnak két fő kategóriája van: 

• Tartós sütik: A tartós sütik addig maradnak az Ön eszközén, amíg manuálisan vagy 
automatikusan törlésre nem kerülnek. 

• Munkamenet-sütik: A munkamenet sütik addig maradnak az Ön eszközén, amíg be nem 
zárja a böngészőt. Ekkor automatikusan törlésre kerülnek. 

Mind tartós, mind munkamenet-sütiket használunk.  

iii. Nyomkövetők egyéb típusai: 

A weboldalon kis képi elemeket vagy más webprogramozási kódot, úgynevezett webes 
irányjelzőket (más néven „pixel címkéket”, „webes bogarakat” vagy „átlátszó GIF-eket”) helyezünk 
el. A webes irányjelzők apró képi elemek, egyedi azonosítóval. Ezek a webfelhasználók online 
mozgás térben való mozgásának nyomon követésére szolgálnak. A felhasználó számítógépének 
merevlemezén tárolt sütikkel ellentétben a webes irányjelzők láthatatlanul ágyazódnak a 
weboldalakba, és méretük körülbelül akkora, mint a mondatok végén lévő pont.   

b. A sütijeink által gyűjtött információk:  

A sütijeink többféle információt gyűjtenek, többek között a weboldalunk Ön általi használatával 
kapcsolatos információkat, az eszközére vonatkozó adatokat és az IP-címét. Weboldalunk 
használata magában foglalhatja azt az időpontot, amikor az Ön eszköze hozzáfér 
weboldalunkhoz, az Ön által megtekintett oldalt, az egyes oldalakon eltöltött időt, valamint azokat 
a hivatkozásokat, amelyekre rákattintott. A sütik gyűjthetik azt a hivatkozást is, amelyen keresztül 
eljutott weboldalunkra, valamint azt a weboldalt is, amelyet weboldalunk elhagyása után felkeres. 

Az eszközére vonatkozó adatok között szerepelhet a webhely eléréséhez használt böngésző 
típusa, a böngésző verziója és az Ön által használt eszköz típusa. 

Az IP-cím az a szám, amelyet az eszközéhez, például a laptopjához vagy mobiltelefonjához 
rendelnek, amikor az eszköz hozzáfér az internethez. Az eszközének statikus IP-címe lehet, ami 
azt jelenti, hogy az IP-cím mindig azonos. Előfordulhat az is, hogy dinamikus IP-címe van, ami 
azt jelenti, hogy az IP-cím minden alkalommal más, amikor az eszköz hozzáfér az internethez.  

Amennyiben az IP-címek az alkalmazandó adatvédelmi jogszabályok értelmében személyes 
adatoknak minősülnek, személyes adatként kezeljük őket. A weboldalon található sütiken 
keresztül semmilyen más személyes adatot nem gyűjtünk. Ha a sütik segítségével gyűjtött 
adatokat összekapcsoljuk az Ön által a weboldalon keresztül, például űrlap kitöltésével megadott 
személyes adatokkal, akkor azokat is személyes adatként kezeljük. 

c. Az adatok feldolgozásának helye: 
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A sütijeink által gyűjtött adatok az Egyesült Államokban található szervereken kerülnek 
feldolgozásra.  

III. Az Ön döntései 

Bizonyos joghatóságokban a weboldalunkon tett első látogatásakor egy értesítő banner jelenik 
meg, amely tájékoztatja Önt a sütik használatáról. Az „Összes elfogadása” gombra kattintva Ön 
elfogadja a sütik itt leírtak szerinti használatát. 

Léteznek olyan szoftverek, amelyek képesek kezelni a sütiket az Ön számára. Számos böngésző 
lehetővé teszi a „Nyomon követés mellőzése” funkció használatát, amellyel jelezheti a 
webhelyeknek és hirdetési hálózatoknak, hogy nem szeretné, ha nyomon követnék online 
tevékenységeit. Ha többet szeretne megtudni a böngészőkben használt nyomkövetőkről és a 
nyomon követés mellőzéséről, kérjük, látogasson el a http://www.allaboutdnt.org/ oldalra. 

4. A SZEMÉLYES ADATOK FORRÁSAI  

Az alábbi forrásokból gyűjthetünk Önről személyes adatokat: 

• Közvetlenül Öntől: például amikor weboldalunkat használja, információt kér, megrendeli 
vagy használja a termékeinket vagy a szolgáltatásainkat, regisztrál vagy részt vesz egy 
eseményen, vagy más módon közvetlenül kommunikál velünk. Ha Ön Jelentkező, olyan 
személyes adatokat is gyűjthetünk Önről, amelyeket az állásra való jelentkezés vagy az 
interjú során megad.  

• Munkáltatójától vagy képviselőjétől: Üzleti kapcsolatok esetében előfordulhat, hogy a 
munkáltatójától vagy az Önnel kapcsolatban álló vállalattól gyűjtjünk Önről személyek 
adatokat termékeink és szolgáltatásaink biztosítása céljából. 

• Kapcsolódó vállalatok: például amikor a Sensient vállalatcsoporton belüli más 
vállalatokat segítünk abban, hogy termékeket és szolgáltatásokat nyújtsanak Önnek. 

• Szolgáltatók és értékesítők: például elemzési vagy informatikai szolgáltatók.  

• Automatizált technológiák révén: például a weboldalunkon található sütiken keresztül 
(ahogy azt a fenti tájékoztató 3. szakasza részletesebben ismerteti), illetve megfigyelési 
vagy felvételi technológiák, például a Vállalat létesítményeiben található kamerarendszer 
által.  

• Nyilvános internetes források: például közösségi média, nyilvános profilok és más 
nyilvános online források. 

• Nyilvános dokumentumok, például bírósági nyilvántartások, valamint hitelesítő és 
engedélyezési szervezetek. Üzleti kapcsolatok esetében személyes adatokat gyűjthetünk 
Önről csalásellenes adatbázisokból, szankciólistákról, kormányzati szervektől és más 
nyilvánosan elérhető adatforrásokból. 

• Háttérellenőrzési hivatkozások és szolgáltatók: Ha Ön Jelentkező, személyes 
adatokat gyűjthetünk Önről fejvadászoktól, munkahelyi referenciákból vagy munkaerő-
közvetítő ügynökségektől.  Emellett háttérellenőrzést végző szolgáltatókat is igénybe 
vehetünk a korábbi munkaviszonyok, képesítések, végzettség és személyazonosság 
ellenőrzése céljából, valamint az Ön hozzájárulásával és a vonatkozó jogszabályok által 
megengedett mértékben erkölcsi bizonyítványt is kérhetünk.  

http://www.allaboutdnt.org/
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5. A SZEMÉLYES ADATOK FELHASZNÁLÁSÁNAK MÓDJA  

A Sensienttel való kapcsolattartás jellegétől függően (pl. üzleti kapcsolat, pályázó vagy 
weboldalunk használata) a jelen Nyilatkozat 2. szakaszában felsorolt személyesadat-
kategóriákat a következő célokra és a következő jogalapok alapján használhatjuk fel 
(amennyiben az alkalmazandó jogszabályok előírják ezeket a jogalapokat a személyes adatok 
feldolgozásához): 

A személyes 
adatok 

kategóriái 

Felhasználási célok Jogalap 

1, 2, 3, 4, 8 Termékeink és 
szolgáltatásaink Önnek való 
nyújtása 

Önnel vagy az Ön által képviselt vállalattal való 
szerződéskötés, szerződéses kötelezettségeink 
teljesítése. 
Jogos üzleti érdekeink érvényesítése 
ügyfeleinkkel, beszállítóinkkal és az Önnel való 
kapcsolatunk keretében.  

1, 2, 3, 7, 8 Önnel folytatott 
kommunikáció 

Önnel vagy az Ön által képviselt vállalattal való 
szerződéskötés, szerződéses kötelezettségeink 
teljesítése. 
Jogos üzleti érdekeink érvényesítése 
ügyfeleinkkel, beszállítóinkkal és az Önnel való 
kapcsolatunk keretében. 
Jogi kötelezettségeink betartása. 

1, 2, 3, 4, 8, 9 Kutatás és fejlesztés, 
valamint termékeink és 
szolgáltatásaink egyéb 
módon történő fejlesztése, 
új termékek és 
szolgáltatások fejlesztése 

Jogos üzleti érdekeink érvényesítése termékeink 
és szolgáltatásaink minőségének fenntartása és 
javítása keretében 

1, 2, 3, 4, 7, 8, 9 Hirdetési és 
marketinginformációk 
nyújtása termékeinkről és 
szolgáltatásainkról, 
beleértve az eseményekről 
szóló értesítést is. 

Jogos üzleti érdekeink érvényesítése termékeink 
és szolgáltatásaink népszerűsítése, üzleti 
tevékenységünk bővítése, valamint ügyfeleinkkel, 
beszállítóinkkal és az Önnel való kapcsolatunk 
kezelése. 

1, 2, 3, 4, 7, 8, 9 Termékeink és 
szolgáltatásaink kapcsán az 
Ön használati élményének 
javítása, az Ön online 
élményének javítása. 

Jogos üzleti érdekeink érvényesítése 
weboldalunk, termékeink és szolgáltatásaink 
minőségének fenntartása és javítása keretében 

1, 2, 3, 4, 5, 7, 8, 
9 

Ügyfélszolgálatunk Önnel vagy az Ön által képviselt vállalattal kötött 
szerződésünk szerinti kötelezettségeink 
teljesítése 
Jogos üzleti érdekeink érvényesítése 
weboldalunk, termékeink és szolgáltatásaink 
minőségének fenntartása és javítása keretében, 
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valamint ügyfeleinkkel, beszállítóinkkal és az 
Önnel való kapcsolatunk kezelése. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Üzleti tevékenységünk és 
weboldalunk kezelése és 
védelme (beleértve a 
hibaelhárítást, elemzést, 
tesztelést, karbantartást, 
támogatást, jelentéstételt és 
adathosztingot, valamint a 
csalás és visszaélések 
megelőzését). 

Jogos üzleti érdekeink érvényesítése 
weboldalunk, termékeink és szolgáltatásaink 
minőségének fenntartása és javítása keretében, 
valamint üzleti tevékenységünk védelme.  
Jogi kötelezettségeink betartása. 

1, 2, 3, 4, 7, 8, 9 Ügyfélelemzések, 
piackutatások és 
fókuszcsoportok 
lebonyolítása, beleértve 
promóciós anyagok 
készítését, ügyfél-
visszajelzések gyűjtését és 
ügyfél-elégedettségi 
felmérések végrehajtását 

Jogos üzleti érdekeink érvényesítése 
weboldalunk, termékeink és szolgáltatásaink 
minőségének fenntartása és javítása keretében 

1, 2, 3, 4, 6, 7, 8, 
9, 10 

Vállalkozásunk eladásával, 
egyesülésével vagy 
átszervezésével 
kapcsolatban 

Jogos üzleti érdekeink érvényesítése vállalati 
tranzakciókban, valamint jogos érdekeink 
védelme. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

A Vállalat, Ön vagy mások 
jogainak, tulajdonának vagy 
biztonságának védelme, 
beleértve a csalás elleni, 
szankciókkal kapcsolatos, 
pénzmosás elleni és egyéb 
ellenőrzések végrehajtását 
a csalárd, gyanús vagy 
egyéb illegális 
tevékenységek elleni 
védelem érdekében 

Jogos üzleti érdekeink érvényesítése 
vállalkozásunk védelmében. 
Szerződéses és egyéb jogi kötelezettségeink 
teljesítése, valamint Vállalat jogainak gyakorlása 
vagy védekezés a jogi követelésekkel szemben.  

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Gyanús bűncselekmény 
jelentése a rendőrségnek, 
és együttműködés a 
nyomozásban. 

Jogos üzleti érdekeink érvényesítése 
vállalkozásunk védelmében, valamint a Vállalat 
jogainak gyakorlása. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Nyilvántartás, valamint a 
vonatkozó jogszabályok és 
szabályozási 
kötelezettségek 
betartásának biztosítása. 

Jogos üzleti érdekeink érvényesítése 
vállalkozásunk védelmében.  
Szerződéses és egyéb jogi kötelezettségeink 
teljesítése.  

1, 2, 4, 8, 10, 11 Az Önnek a Vállalatnál 
történő alkalmazásra való 
alkalmasságának vagy 
megfelelőségének 

Annak eldöntése, hogy munkaszerződést kötünk-
e Önnel, és (ha felvesszük) a szerződés szerinti 
kötelezettségeink teljesítése.  
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értékelése, valamint 
kapcsolódó toborzási célok.  

Jogos üzleti érdekeink érvényesítése a megfelelő 
munkatársak felvétele révén. 

  
Az Ön beleegyezése 

Ha ezek a jogalapok egyike sem alkalmazható, vagy ha az alkalmazandó jogszabályok 
megkövetelik az Ön hozzájárulását a jelen Nyilatkozatban leírt adatkezeléshez, a Sensient az Ön 
hozzájárulására támaszkodik. Egyes joghatóságok adatvédelmi törvényei értelmében, amikor 
átadja személyes adatait a Sensientnek, mint adatkezelőnek, hozzájárul ahhoz, hogy személyes 
adatait az időnként esetlegesen módosuló Nyilatkozatban leírtak szerint kezeljük. Vállalkozásunk 
fejlődésével párhuzamosan a jelen Nyilatkozat is változhat, ezért kérjük, rendszeresen keresse 
fel ezt az oldalt, hogy megbizonyosodjon arról, hogyan kezeljük személyes adatait. Amennyiben 
személyes adatainak feldolgozásához kifejezett hozzájárulás szükséges, például bizonyos 
joghatóságokban a bizalmas személyes adatok gyűjtése esetén, a Vállalat külön értesítést küld 
Önnek, és kéri kifejezett hozzájárulását. 

Kérjük, vegye figyelembe, hogy nem köteles megadni a személyes adatait a Vállalatnak. Ha 
azonban nem adja meg személyes adatait, vagy más módon megtagadja vagy visszavonja 
hozzájárulását az adatkezeléshez, amennyiben az hozzájárulását igényli, előfordulhat, hogy a 
Vállalat nem lesz képes: (1) bizonyos Szolgáltatásokat nyújtani Önnek, és előfordulhat, hogy 
köteles lesz megszüntetni az Önnek vagy az Ön által képviselt Vállalatnak jelenleg nyújtott 
Szolgáltatásokat; vagy (2) fontolóra venni az Ön foglalkoztatását. 

Az alkalmazandó jogszabályok értelmében Önnek jogában állhat visszavonni hozzájárulását. 
További információk erről a jogról az alábbi 10. szakaszban találhatók.  

Automatizált döntéshozatal mellőzése  

A Vállalat az összegyűjtött személyes adatokat nem használja fel automatizált döntéshozatalra, 
beleértve a profilalkotást, amely jogi hatályú vagy hasonlóan jelentős hatással van az egyénekre. 

6. A SZEMÉLYES ADATOK KÖZZÉTÉTELÉNEK MÓDJA  

Személyes adatokat a következő kategóriákba tartozó harmadik feleknek adhatunk át az alábbi 
célokból: 

• Szolgáltatók: Személyes adatait szolgáltatóknak adhatjuk át, hogy azok szolgáltatásokat 
nyújtsanak nekünk vagy a nevünkben, és segítsenek üzleti igényeink kielégítésében, 
valamint szerződéses és jogi kötelezettségeink teljesítésében – például a weboldal 
egészének vagy részeinek üzemeltetésében, elemzések elvégzésében vagy termékek 
szállításában. A szolgáltatók kizárólag a Vállalat utasításainak megfelelően dolgozhatják 
fel az Ön személyes adatait, azokra a célokra, amelyekre átadták őket. 

• Üzleti partnerek: Személyes adatokat oszthatunk meg üzleti partnereinkkel, hogy 
segítsenek nekünk a reklámozásban, marketingben és olyan termékekkel és 
szolgáltatásokkal kapcsolatos információk rendelkezésre bocsátásában, amelyek 
érdekelheti Ön vagy vállalatát. 

o Kommunikáció: Az általunk biztosított technológiák segítségével hozzánk 
eljuttatott üzeneteit, pl. az online űrlapokon, chatbotokon és a weboldalunkon 
található keresősávokon keresztül benyújtott kérdéseket, valós időben 
megoszthatjuk az ezeket a technológiákat támogató szolgáltatókkal és üzleti 
partnereinkkel.  Ezen technológiák használatával Ön elfogadja a kommunikáció 
ilyen jellegű megosztását.  



 10 
Sensient Technologies: 1A szint – Ügyvéd és ügyfél közötti titoktartási kötelezettség 

• Szakmai tanácsadók és kapcsolódó harmadik felek: Személyes adatokat adhatunk át 
például ügyvédeknek, hogy segítsenek nekünk a jogi előírások betartásában, 
könyvvizsgálóknak, könyvelőknek vagy tanácsadóknak, hogy segítsenek nekünk az 
Önnek nyújtott szolgáltatások biztosításában vagy egyéb üzleti tevékenységünk 
végzésében. 

• Vállalati partnerek: Személyes adatait a Sensient vállalatcsoport tagjaival is 
megoszthatjuk, például azért, hogy Önnek termékeket és szolgáltatásokat biztosítsuk, 
vagy hogy információkat nyújtsunk Önnek a vállalatcsoport termékeiről és 
szolgáltatásairól. 

• Kormányzati hatóságok vagy közigazgatási szervek: Személyes adatait átadhatjuk 
például bűnüldöző vagy szabályozó szerveknek, illetve adóhatóságoknak. 

• Egyéb harmadik felek: Előfordulhat, hogy személyes adatait más harmadik felekkel is 
megoszthatjuk— 

o Ha azt törvény írja elő: például amikor idézésre, bírósági végzésre, jogi eljárásra 
vagy polgári peres eljárás során benyújtott felderítési kérelemre válaszolunk. 

o A jogok, a vagyon vagy a biztonság védelme: Ha úgy véljük, hogy cselekedetei 
megsértik az alkalmazandó jogszabályokat, vagy veszélyeztetik a Vállalat, 
ügyfeleink vagy mások jogait, tulajdonát vagy biztonságát. 

o Vállalati tranzakciók keretében: Közzétehetjük és átadhatjuk az Ön személyes 
adatait, beleértve a vállalatunk későbbi tulajdonosának vagy társtulajdonosának 
is, többek között vállalati egyesülés, konszolidáció, csőd, tagsági részesedéseink 
és/vagy eszközeink egészének vagy jelentős részének eladása, vagy egyéb, a 
vállalatot érintő változás esetén. 

A Vállalat a fenti közzétételeket kizárólag az alkalmazandó jogszabályok által megengedett 
mértékben hajtja végre. 

7. SZEMÉLYES ADATOK NEMZETKÖZI TOVÁBBÍTÁSA  

Üzleti tevékenységünk globális jellege és a fent említett célok miatt előfordulhat, hogy személyes 
adatokat továbbítunk az Ön lakóhelyétől eltérő országokban, beleértve az Egyesült Államokban 
található feleknek. Például személyes adatokat továbbíthatunk nemzetközi szinten 
leányvállalatainknak, kapcsolt vállalkozásainknak, szolgáltatóinknak, üzleti partnereinknek, 
valamint más országok kormányzati vagy állami hatóságainak az ügyfeleknek nyújtott 
termékeinkkel és szolgáltatásainkkal kapcsolatban. Előfordulhat, hogy ezen országok törvényei 
eltérő szintű védelmet biztosítanak a személyes adatok tekintetében, mint az Ön lakóhelye 
szerinti ország. 

A személyes adatok határokon át történő továbbítása előtt minden szükséges lépést megteszünk 
annak érdekében, hogy a vonatkozó jogszabályok által előírt megfelelő szintű védelmet 
biztosítsuk az adattovábbítás során. Ez az alkalmazandó jogszabályok által előírt esetben 
magában foglalja a jóváhagyott mechanizmusokra, például a szabványos szerződéses 
záradékok vagy más, az alkalmazandó adatvédelmi hatóságok által jóváhagyott mintazáradékok 
alkalmazását. Ezek a záradékok a személyes adatokat továbbító vállalatok közötti szerződéses 
kötelezettségvállalások, amelyek arra kötelezik őket, hogy biztosítsák a továbbított személyes 
adatok titkosságát és biztonságát. A határokon túli adattovábbításra vonatkozó, 
joghatóságonként eltérő információkat lásd az alábbi 10. szakaszban. 

8. A SZEMÉLYES ADATOK MEGŐRZÉSÉNEK IDŐTARTAMA  

A személyes adatok megőrzési ideje üzleti érdekeink és a jogi előírások alapján kerül 
meghatározásra. Az Ön személyes adatait mindaddig megőrizzük, amíg megköveteli azok 
gyűjtésének célja, valamint bármely más megengedett, kapcsolódó cél, beleértve a Sensient 
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adatmegőrzési irányelveiben leírtakat is. Ha a személyes adatokra, beleértve a bizalmas 
személyes adatokat is, már nincs szükség, vagy már nem tárolhatók az adatok megőrzésére 
vonatkozó irányelveink értelmében, akkor az adatokat visszafordíthatatlanul anonimizáljuk 
(ebben az esetben az anonimizált adatokat továbbra is megőrizhetjük és felhasználhatjuk), vagy 
biztonságos módon megsemmisítjük. Egyes joghatóságokban a személyes adatok hosszabb 
ideig is megőrizhetők, ha Ön ehhez hozzájárul, vagy ha a megőrzés jogi kötelezettség 
teljesítéséhez szükséges. A Sensient rendszeresen felülvizsgálja a birtokában lévő személyes 
adatokat, és megállapítja, hogy azok megőrzése indokolt-e. 

Jelentkezők esetében a felvételi döntés meghozatalát követően egy évig megőrizzük azoknak a 
jelentkezőknek az adatait, akiket nem vettünk fel, kivéve, ha (a) a Jelentkező jelzi, hogy az 
adatokat addig tárolhatjuk, amíg a Jelentkező azok törlését nem kéri, vagy (b) a törvény rövidebb 
vagy hosszabb megőrzési időszakot ír elő. Ezeket a nyilvántartásokat belső nyilvántartás és 
jelentéstétel céljából megőrizzük. Ez idő alatt személyes adatait felhasználhatjuk arra, hogy az 
eredetileg megpályázott pozíció(k) mellett más pozíciókra is figyelembe vegyük Önt. Ha bármikor 
vissza szeretné vonni a jelentkezését a megőrzési időszak alatt, ezt a dpo@sensient.com címen 
teheti meg.   

9. A SZEMÉLYES ADATOK VÉDELME  

Kiemelten fontos számunkra az Ön személyes adatainak biztonsága, ezért biztonsági programot 
vezettünk be, hogy a rendszerünkbe továbbított adatokat megóvjuk a jogosulatlan hozzáféréstől. 
Az Ön által biztonságos szerverünkre elküldött adatok védelmét a Hypertext Transfer Protocol 
Secure (HTTPS) és a Transport Layer Security (TLS) technológia biztosítja, amelyeket számos 
népszerű böngésző használ az adatátvitel védelmére. Ez a technológia lehetővé teszi 
számunkra, hogy titkosítási eszközöket használjunk az Ön számítógépe és szerverünk között 
továbbított információk védelmére. Miután megkaptuk az adatait, csak azok a munkatársaink 
férhetnek hozzájuk, akik esetében ez feltétlenül szükséges.  

Sajnos egyetlen adatátvitel (az interneten vagy más módon) biztonsága sem garantálható 100%-
osan. Bár igyekszünk megóvni az Ön személyes adatait, nem garantálhatjuk az Ön által nekünk 
megadott adatok biztonságát, ezért azok megadását saját felelősségére teszi. Kérjük, hogy 
felhasználónevét, jelszavát és egyéb bejelentkezési adatait biztonságos helyen tárolja, mivel Ön 
is felelős az általunk megadott adatok titkosságának megőrzéséért. 

10. AZ ÖN RÉGIÓJÁRA VONATKOZÓ TOVÁBBI INFORMÁCIÓK  

• Kaliforniában élő személyek 
• Az Egyesült Államokon kívül élő személyek 

I. Kaliforniában élő személyek  

Ez a szakasz csak az Egyesült Államok Kalifornia államában élő személyekre („kaliforniai 
lakosok”) vonatkozik, amennyiben a Sensient által végzett személyesadat-feldolgozásra a 
Kaliforniai fogyasztói adatvédelmi törvénynek (California Consumer Privacy Act, CCPA) a 
Kaliforniai adatvédelmi jogokról szóló törvény (California Privacy Rights Act) által módosított 
formája érvényes. 

Értesítés az adatok gyűjtésekor 

A Sensient a fenti 2. szakaszban (Az általunk gyűjtött személyes adatok) meghatározott 
személyes adatokat gyűjti a fenti 5. szakaszban (A személyes adatok felhasználásának módja) 
meghatározott célokból, és a személyes adatokat a fenti 8. szakaszban (A személyes adatok 

mailto:dpo@sensient.com
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megőrzésének időtartama) meghatározott ideig tárolja. A CCPA által meghatározott kifejezések 
szerint „értékesíthetjük” vagy „megoszthatjuk” az Ön személyes adatait. Nem gyűjtünk és nem 
dolgozunk fel bizalmas személyes adatokat abból a célból, hogy következtetéseket vonjunk le 
Önről. Amennyiben más kaliforniai lakosok személyes adatait adja meg a Vállalatnak, Ön felelős 
azért, hogy velük is megossza a jelen Nyilatkozatot. 

További információk a személyes adatok közzétételéről 

Az Ön személyes adatait a CCPA-ban meghatározott „üzleti célok” érdekében, valamint a fenti 6. 
szakaszban (A személyes adatok közzétételének módja) leírtak kiegészítéseként harmadik 
feleknek is átadhatjuk: 

• Szolgáltatók: A fent felsorolt személyes adatok bármely kategóriáját megoszthatjuk 
szolgáltatókkal a Vállalat nevében történő szolgáltatásnyújtás üzleti céljából, valamint (a) 
auditálás, beleértve a hirdetésmegjelenítések számlálását, (b) a biztonság és integritás 
biztosításának elősegítése, (c) hibakeresés, (d) rövid távú átmeneti használat, (e) reklám- 
és marketing szolgáltatások, kivéve a kontextusok közötti viselkedésalapú hirdetést, (f) 
belső kutatás, valamint (g) a szolgáltatás vagy eszköz minőségének vagy biztonságának 
fenntartására vagy javítására irányuló tevékenységek céljából. 

• Szakmai tanácsadók és kapcsolódó harmadik felek: A fenti 6. szakaszban (A 
személyes adatok közzétételének módja) felsorolt szolgáltatókkal a fenti személyes 
adatkategóriák bármelyikét megoszthatjuk üzleti célból, a vállalat nevében végzett 
szolgáltatások teljesítése keretében, valamint a szabályzatok és az alkalmazandó 
törvények betartásának ellenőrzése érdekében. 

• Kapcsolt vállalkozások: A fent felsorolt személyes adatok bármely kategóriáját 
megoszthatjuk a Sensient vállalatcsoporton belüli más vállalatokkal az alábbi üzleti 
célokból: (a) az irányelvek és a vonatkozó törvények betartásának ellenőrzése, (b) a 
biztonság és integritás biztosításának elősegítése, (c) hibakeresés, (d) rövid távú átmeneti 
használat, (e) belső kutatás, valamint (f) szolgáltatások vagy eszközök minőségének vagy 
biztonságának fenntartására vagy javítására irányuló tevékenységek. 

Értékesítés és megosztás 

Mi nem „adjuk el” az Ön személyes adatait abban az értelemben, ahogyan azt a legtöbben 
értelmezik, vagyis nem adjuk át az Ön személyes adatait harmadik félnek pénzügyi 
ellenszolgáltatásért cserébe. Az online üzleti tevékenységet folytató vállalkozások körében bevett 
gyakorlatnak megfelelően azonban engedélyezhetjük harmadik felek számára, hogy sütik és 
egyéb nyomkövető technológiák segítségével információkat gyűjtsenek Önről szolgáltatásaink 
elemzése és optimalizálása, az Ön számára relevánsabb hirdetések megjelenítése révén az 
online élmény személyre szabása, valamint statisztikai kutatások és elemzések céljából. Ezek a 
tevékenységek a CCPA szerint „értékesítésként” vagy „megosztásként” is meghatározhatók. A 
CCPA a „megosztás” fogalmát úgy definiálja, mint személyes adatok harmadik fél részére történő 
közzétételét annak kontextusok közötti viselkedésalapú hirdetési céljaira. 

Az elmúlt 12 hónapban internetes vagy egyéb elektronikus hálózati tevékenységre vonatkozó 
információkat adtunk át elemzési szolgáltatóknak és hálózati hirdetőknek, és ez az 
információátadás személyes adatok „értékesítésének” vagy „megosztásának” minősülhet. Ezeket 
a személyes adatokat azért tesszük közzé, hogy marketingtevékenységet folytathassunk Ön felé, 
és személyre szabott hirdetéseket jeleníthessünk meg a weboldalon, valamint az online felületen 
a Vállalattal folytatott egyéb interakciók során. 
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Nincs tudomásunk arról, hogy az elmúlt 12 hónapban értékesítettük vagy „megosztottuk” volna 
16 év alatti gyermekek személyes adatait, és a jövőben sem áll szándékunkban így tenni.  

Megjegyzés az anonimizált adatokról 

A Sensient időnként észszerű intézkedésekkel átalakítja a kaliforniai lakosok személyes adatait 
anonimizált adatokká, hogy azok ne legyenek összekapcsolhatók az adott személlyel 
(„anonimizált adatok”). Az anonimizált adatokat anonimizált formában tároljuk, és nem kíséreljük 
meg azok újbóli beazonosítását, kivéve annak megállapítása céljából, hogy az anonimizálási 
folyamatok biztosítják-e, hogy az adatok ne legyenek összekapcsolhatók az adott személlyel.  

Az Önt megillető kaliforniai adatvédelmi jogok 

Az alkalmazandó korlátozások és kivételek figyelembevételével a kaliforniai lakosokat a CCPA 
értelmében a következő jogok illetik meg: 

• Tájékoztatáshoz való jog: Önnek jogában áll ellenőrizhető kérelemben érdeklődni 
személyes adatainak bizonyos részei kapcsán, valamint a Sensient által gyűjtött, használt 
és közzétett személyes adatainak kategóriáira vonatkozóan. 

• Törléshez való jog: Önnek jogában áll ellenőrizhető kérelmet benyújtani a Sensient által 
Önről gyűjtött személyes adatok törlésére. 

• Helyesbítéshez való jog: Önnek jogában áll igazolható kérelmet benyújtani az Önre 
vonatkozó pontatlan személyes adatok helyesbítésére, figyelembe véve a személyes 
adatok jellegét és feldolgozásuk célját. 

• Megkülönböztetésmentesség: A Sensient nem diszkriminálja Önt jogellenesen a CCPA 
szerinti adatvédelmi jogainak gyakorlása miatt. 

• Az értékesítés/megosztás elutasításának joga: Önnek jogában áll megtagadni 
személyes adatainak értékesítését és személyes adatainak kontextusok közötti 
viselkedésalapú reklámozás céljából történő közzétételét („megosztás”). Beállíthatja a 
böngészőjét vagy annak bővítményeit, hogy automatikusan közölje az értékesítési és 
megosztási preferenciáit a felkeresett webhelyekkel.  

Tiszteletben tartjuk ahhoz való jogát, hogy elutasítsa személyes adatainak értékesítését 
és megosztását, amelyet egy univerzális elutasítási jelzéssel vagy a Global Privacy 
Control („GPC”) segítségével jelezhet. A GPC engedélyezéséhez látogasson el a Global 
Privacy Control oldalára a https://globalprivacycontrol.org címen. Ha letölt egy támogatott 
böngészőt vagy bővítményt, és gyakorolja adatvédelmi jogait a GPC-vel, akkor 
webhelyünk kikapcsol bizonyos harmadik féltől származó sütiket, miután észleli a GPC-
jelet. Ha azonban más eszközről vagy ugyanazon eszközön más böngészőből látogatja 
meg weboldalunkat, akkor le kell iratkoznia, vagy leiratkozási jelzést kell használnia az 
adott böngészőben és/vagy eszközön.  

Az Önt megillető kaliforniai adatvédelmi jogok gyakorlása 

A Sensient a vonatkozó jogszabályoknak megfelelően válaszol a tájékoztatás, a törlés és a 
helyesbítés iránti kérelmekre, ha ellenőrizni tudja a kérelmező személyazonosságát. Ezeket a 
jogokat a következő módon gyakorolhatja: 

• Hívja fel a 1-800-222-4904 telefonszámot  
• Töltse ki az itt található kérelmező űrlapot. 

https://globalprivacycontrol.org/
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Értesítés az értékesítés/megosztás elutasításának jogáról 

Ha nem szeretné, hogy személyes adatait értékesítsék vagy megosszák, módosíthatja a 
sütibeállításokat, vagy használhat egy leiratkozási jelzést, például a Global Privacy Control (GPC) 
szolgáltatást. A Sensient ezeket a leiratkozási jelzéseket zökkenőmentesen dolgozza fel. Ez azt 
jelenti, hogy ha engedélyezi a GPC-t, a Sensient automatikusan értesítést kap arról, hogy Ön 
elutasította személyes adatainak értékesítését és megosztását, és a Sensient automatikusan 
feldolgozza a lemondási jelzést, hogy ne kerüljön sor személyes adatai értékesítésére és 
megosztására.  

A GPC engedélyezéséhez: 

(1) Keresse fel a Global Privacy Control — Take Control Of Your Privacy weboldalt. 
(2) Kattintson a „Get Started” (Kezdés) gombra. 
(3) Kattintson a „View All Downloads” (Összes letöltés megtekintése) gombra. 
(4) A „Browsers + Extensions” (Böngészők + bővítmények) menüben válassza ki a 

résztvevő vállalatot, és kattintson a „Download” (Letöltés) gombra. 
(5) Kövesse az adott vállalat utasításait a böngésző telepítéséhez. 

Ha bekapcsolja a GPC-t, nem tudjuk nyomon követni a tevékenységét az interneten. Ez 
befolyásolhatja a hirdetések személyre szabását az Ön preferenciái szerint. Ha azonban más 
eszközről vagy ugyanazon eszközön más böngészőből látogatja meg weboldalunkat, akkor el 
kell utasítania az értékesítést/megosztást, vagy leiratkozási jelzést kell használnia az adott 
böngészőben és/vagy eszközön. 

Hogyan ellenőrizzük a kérelmét? 

Ha Ön információkéréssel, törléssel vagy javítással kapcsolatos kérelmet nyújt be, akkor az Ön 
által megadott személyes adatokat összevetjük a nyilvántartásunkban szereplő személyes 
adatokkal, hogy ellenőrizzük az Ön személyazonosságát. Minél nagyobb kockázatot jelent a 
kérelem (pl. konkrét személyes adatok iránti kérelem), annál több személyes adatot kérhetünk az 
Ön személyazonosságának ellenőrzése érdekében. Ha nem tudjuk megfelelő bizonyossággal 
ellenőrizni az Ön személyazonosságát ahhoz, hogy biztonságosan válaszolhassunk kérelmére, 
haladéktalanul értesítjük Önt, és kifejtjük, hogy miért nem tudjuk ellenőrizni személyazonosságát. 

Meghatalmazott személyek 

Jogai gyakorlásához kijelölhet egy meghatalmazott személyt. Ha egy meghatalmazott személy 
nyújt be kérelmet az Ön nevében, akkor a meghatalmazott személynek a kérelemhez csatolnia 
kell egy Ön által aláírt dokumentumot, amely felhatalmazza a meghatalmazott személyt, hogy az 
Ön nevében benyújtsa a kérelmet. Ezenkívül kérhetjük Öntől, hogy kövesse a fentiekben 
ismertetett, személyazonosságának ellenőrzésére vonatkozó eljárást. Az „Authorized Agent 
Designation” (Meghatalmazott személy kijelölése) nyomtatványt a dpo@sensient.com címen 
kérheti. Egyéb megoldásként benyújthat egy, a kaliforniai öröklési törvénynek eleget tevő 
meghatalmazást is. 

II. Az Egyesült Államokon kívül élő személyek  

Ha Ön az Egyesült Államok területén kívül él, beleértve Ausztráliát, Brazíliát, Kanadát, Kínát, az 
Európai Uniót („EU”), Indiát, Japánt, Mexikót, Új-Zélandot, Perut, a Fülöp-szigeteket, Szingapúrt, 
Dél-Afrikát, Thaiföldet, Törökországot vagy az Egyesült Királyságot („UK”) (együttesen „nem az 
USA-ban élő személyek”), akkor az alábbiak is vonatkoznak Önre:  
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Az Önt személyes adatai kapcsán megillető jogok 

A helyi adatvédelmi törvények értelmében Önnek bizonyos jogai lehetnek személyes adatai 
tekintetében, beleértve a bizalmas személyes adatokat is. Az Ön lakóhelye szerinti országban 
alkalmazandó jogszabályok által előírt korlátozások és kivételek figyelembevételével Önnek 
jogában állhat: 

• Hozzáférést kérni a személyes adataihoz, vagyis azt kérni a Vállalattól, hogy 
szolgáltassanak Önnek másolatot a személyes adatairól; 

• Arra kérni a Vállalatot, hogy frissítse, helyesbítse vagy törölje („az elfeledtetéshez való 
jog”) személyes adatait, vagyis helyesbítse a hiányos vagy pontatlan személyes adatokat, 
vagy törölje személyes adatait; 

• Bármikor visszavonni a személyes adatainak feldolgozásához korábban adott 
hozzájárulását.  

o További információk a hozzájárulás visszavonásához való jogról: Ha a Sensient a 
hozzájárulását kéri személyes adatainak feldolgozásához, és Ön megadja ezt a 
hozzájárulást, az alábbi elérhetőségeken vonhatja vissza. A visszavonás nem 
érinti a visszavonás előtti hozzájáruláson alapuló adatkezelés jogszerűségét, és a 
Sensient mindaddig megőrzi az Ön által a hozzájárulás visszavonása előtt 
megadott adatokat, amíg az alkalmazandó jogszabályok ezt megengedik vagy 
előírják. Ezen túlmenően, ha a Sensientnek van más törvényes jogalapja az Ön 
személyes adatainak az Ön hozzájárulása nélküli feldolgozására, akkor e másik 
törvényes jogalapra hivatkozva folytathatjuk az Ön személyes adatainak 
feldolgozását. 

• Bizonyos helyzetekben személyes adatai feldolgozásának korlátozását kérni, például 
amíg a személyes adatok pontosságával kapcsolatos vita rendezésre nem kerül. 

• Kérni az adatok hordozhatóvá tételét. 
o További információk az adathordozhatósághoz való jogról: Bizonyos korlátozások 

mellett az adathordozhatósághoz való jog értelmében arra kérheti a Vállalatot, 
hogy elektronikus formában küldje el Önnek vagy egy harmadik félnek a 
Vállalatnak Ön által átadott személyes adatok másolatát 

• Tiltakozni a személyes adatai feldolgozása ellen. 
o További információk a tiltakozáshoz való jogról: Önnek jogában áll tiltakozni 

személyes adatainak kizárólag a Vállalat jogos érdekei alapján történő 
feldolgozása ellen. Ha ilyen körülmények között kifogást emel, személyes 
adatainak feldolgozása leállításra kerül, kivéve, ha a feldolgozás folytatására 
nyomós, kényszerítő ok áll fenn, vagy a feldolgozás jogi igények 
megállapításához, érvényesítéséhez vagy védelméhez szükséges.  

• Egyéb jogok. Az alkalmazandó korlátozások és kivételek figyelembevételével 
Önnek jogában állhat továbbá: 

o Megerősítést kérni a személyes adatai feldolgozásáról. 
o Leállítani vagy megakadályozni személyes adatai feldolgozását. 
o Kérni személyes adatai anonimizálását, zárolását vagy törlését, amennyiben azok 

feleslegesek, túlzott mértékűek, elavultak vagy hamisak, vagy a törvényt sértő 
módon kerültek feldolgozásra. 
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o Arra kérni a Vállalatot, hogy azonosítsa azokat a köz- és magánszervezeteket, 
amelyeknek a Vállalat az Ön személyes adatait továbbította, vagy amelyekkel a 
Vállalat az Ön személyes adatait tartalmazó közös adatbázist használt. 

o A törökországi lakosokat a személyes adatok védelméről szóló 6698. számú török 
törvényben felsorolt, és a fentiekben nem említett további jogok is megilletik 

Az Önt megillető jogok gyakorlása 

A fent említett jogai gyakorlásához kérjük, nyújtson be ellenőrizhető kérelmet részünkre a 
következő módon: 

• Hívjon fel minket az 1-800-222-4904-es ingyenes Egyesült Államokbeli 
telefonszámon, vagy a +1.414.271.6755-ös nemzetközi telefonszámon 

• Küldjön e-mailt a dpo@sensient.com címre. 

A Vállalat az alkalmazandó adatvédelmi jogszabályoknak megfelelően válaszol az ilyen 
kérelmekre. 
  
További joghatóság-specifikus információk 

Ha úgy véli, hogy személyes adatai feldolgozása megsértette az alkalmazandó adatvédelmi 
törvényeket, panaszt tehet a lakhelye, munkahelye vagy a jogsértés vélt helye szerinti 
adatvédelmi hatóságnál. 

Ha Ön Brazíliában él: Ha kérdése van a jelen Nyilatkozattal vagy személyes adatainak 
kezelésével kapcsolatban, forduljon az adatvédelmi tisztviselőhöz (felelős személy) a 
dpo@sensient.com címen. A fenti 7. szakaszban felsorolt nemzetközi adattovábbítások leírásán 
túlmenően a Vállalat átadhatja az Ön személyes adatait a Sensient vállalatcsoport más tagjainak, 
ahol az arra jogosult tagok a fenti 4. szakaszban meghatározott célokból feldolgozhatják az Ön 
személyes adatait. Az adatátvitel e-mailben vagy a Vállalat vagy egy felhatalmazott szolgáltató 
információs rendszerében tárolt adatokhoz való távoli hozzáférés formájában történhet. A fogadó 
felek a fenti 8. szakaszban leírt időszakban tárolják az átadott személyes adatokat. Önt a fent 
ismertetett jogok illetik meg a személyes adatainak a vállalatcsoport tagjai általi feldolgozásával 
kapcsolatban, és ezeket a jogokat a fent leírtak szerint gyakorolhatja. 

Ha Ön Németországban él: Ha kérdése van a jelen Nyilatkozattal vagy személyes adatainak 
kezelésével kapcsolatban, forduljon a Vállalat adatvédelmi tisztviselőjéhez a dpo@sensient.com 
címen. Az EU lakosai itt találhatják meg az illetékes adatvédelmi hatóság elérhetőségét: 
https://edpb.europa.eu/about-edpb/board/members_en. 

Ha Ön Indiában él: A fenti elérhetőségeken keresztül panaszt tehet a Vállalatnál személyes 
adatainak feldolgozásával kapcsolatban, és szükség esetén az indiai adatvédelmi hatósághoz 
fodulhat. 

Ha Ön Japánban él: A harmadik országoknak a személyes adatok kezelésére alkalmazandó 
jogszabályairól szóló információkat ezen az oldalon találja, az adott országra vagy joghatóságra 
kattintva:https://www.ppc.go.jp/enforcement/infoprovision/laws/. 

Ha Ön Quebecben, Szingapúrban vagy Dél-Afrikában él: Ha kérdése van a jelen Nyilatkozattal 
vagy személyes adatai kezelésével kapcsolatban, felveheti a kapcsolatot az adatvédelmi 
tisztviselővel a dpo@sensient.com címen. A Dél-afrikai Információs Szabályozó Hatósággal itt 
léphet kapcsolatba: https://inforegulator.org.za/. 

mailto:dpo@sensient.com
mailto:dpo@sensient.com
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https://inforegulator.org.za/
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11. A NYILATKOZATOT ÉRINTŐ VÁLTOZÁSOK 

A jelen Nyilatkozatot rendszeresen felülvizsgáljuk, és bármikor módosíthatjuk az üzleti 
tevékenységünket, a jogi követelményeket vagy a személyes adatok feldolgozásának módját 
érintő változásokkal összhangban. A frissítéseket ezen a weboldalon tesszük közzé, és adott 
esetben észszerű módon értesítjük Önt a változásokról. Rendszeresen olvassa át a jelen 
Nyilatkozatot, hogy tisztában legyen azzal, hogyan gyűjtjük és használjuk fel személyes adatait. 

12. KAPCSOLATFELVÉTEL 

Ha kérdései, aggályai vagy panasza van a jelen Globális adatvédelmi nyilatkozattal vagy az 
adatok feldolgozásával kapcsolatban, kérjük, vegye fel a kapcsolatot Greg Rankkal a 
greg.rank@sensient.com e-mail címen vagy a (01) 414-271-6755 telefonszámon.  

  

 


	Az Önt személyes adatai kapcsán megillető jogok

