SENSIENT TECHNOLOGIES CORPORATION — GLOBALIS ADATVEDELMI
NYILATKOZAT

Hatalybalépés datuma: 2026. januar 1.

A Sensient Technologies Corporation és leanyvallalatai, részlegei és tarsult vallalkozasai
(egylttesen ,Sensient’, ,mi”, ,miénk” vagy ,minket’) elkdtelezettek az On adatainak védelme
irant. A jelen Globalis adatvédelmi nyilatkozat ismerteti, hogyan gydjtjik, hasznaljuk, adjuk
tovabb, tovabbitjuk hatarokon at és kezeljiik (egylttesen ,feldolgozzuk”) az On személyes adatait.
A Nyilatkozat ismerteti tovabba az On valasztasi lehetéségeit azzal kapcsolatban, hogy hogyan
kezeljilk az On személyes adatait, hogyan hozunk ezzel kapcsolatos déntéseket, hogyan védjik
az On személyes adatait, valamint hogy hogyan veheti fel veliink a kapcsolatot adatvédelmi
gyakorlataink kapcsan.

A jelen Nyilatkozatban hasznalt ,személyes adatok” kifejezés, hacsak masként nem jelezzik,
barmely azonositott vagy azonosithat6 természetes személyre vonatkozoé vagy vele kapcsolatos
informaciot jelent.

A Nyilatkozat a kdvetkez6 részekbdl all:

A Nyilatkozat hatalya

Az altalunk gyUjtott személyes adatok

Sutik és a weboldalon automatikusan gydijtott egyéb adatok
A személyes adatok forrasai

A személyes adatok felhasznalasanak maédija
A személyes adatok kdzzétételének modja
Személyes adatok nemzetkdzi tovabbitasa

A személyes adatok megbrzésének id6tartama
A személyes adatok vedelme

10 Az On régidjara vonatkozé tovabbi informaciok
11. A Nyilatkozatot érint6 valtozasok

12. Kapcsolatfelvétel

CoNoGORrwN =

1. A NYILATKOZAT HATALYA

On szamos okbdl kapcsolatba léphet a Sensienttel, akar online, akar offline. A jelen Nyilatkozat
azokra a személyes adatokra vonatkozik, amelyeket akkor kezeliink, amikor On felkeresi
weboldalainkat, beleértve a https://www.sensient.com/, https://sensientflavorsandextracts.com/,
és https://na.sensientfoodcolors.com/ weboldalt, vagy megnyitja alkalmazasainkat, amelyek
idénként médositasra, athelyezésre vagy atirdnyitasra kerilhetnek (egyuttesen ,Weboldal”),
valamint amikor mas modon kapcsolatba [ép vellnk, példaul amikor barmely szolgaltatasunkat
igénybe veszi, kommunikal vellink vagy részt vesz egy altalunk szervezett eseményen.

A jelen Nyilatkozat vonatkozik azokra a személyes adatokra is, amelyeket a Vallalat gyljthet az
alabbi személyektél vagy személyekrél: (1) allaskeresdk, akik a Sensient karrieroldalan keresztil
allasra jelentkeznek a Vallalatnal (,Jelentkez6k”); és (2) ugyfelek, eladdk, beszallitok, Uzleti
partnerek és masok vallalatok képvisel6i, akik sajat Gzleti tevékenységink végzése, példaul
szerz8déskotés és szamlazas céljabol Iépnek kapcsolatba velink (,Uzleti partnerek”).
Amennyiben a jelen Nyilatkozat nem utal kifejezetten a személyek egy vagy tobb konkrét
csoportjara, a Nyilatkozat a fent felsorolt dsszes csoportra egyittesen vonatkozik.
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A Jelentkez6k kivételével a jelen Nyilatkozat nem vonatkozik a Vallalat altal munkaltatoi
minéségében feldolgozott személyes adatokra, beleértve a Vallalat jelenlegi vagy korabbi
alkalmazottainak személyes adatait is. Amennyiben azt a térvény el6irja, a Sensient kulon
iranyelveket alkalmaz a Vallalat altal munkaltatéi min6ségben végzett személyesadat-feldolgozas
tekintetében.

Az adatkezel§ azonositasa

Az On tartézkodasi helyétél fliggéen a személyes adatainak feldolgozaséaért felelés ,adatkezeld”
vagy ,vallalkozas” eltér6 lehet. A Sensient azon szervezete, amelynek weboldalat vagy
létesitményét felkeresi, rendezvényén részt vesz, vagy szolgaltatasat igénybe veszi, az On
személyes adatainak kezel6je a latogatas, rendezvény, szolgaltatas vagy Uzleti kapcsolat
kapcsan gy(jtott adatok tekintetében. A Sensient szervezeteinek teljes listaja és elérhetéségeik
itt talalhatok.

Harmadik felek webhelyei

Weboldalunk tartalmazhat olyan linkeket és bd&vitményeket, amelyek harmadik felek altal
Uzemeltetett webhelyekre vagy alkalmazasokre (,harmadik felek webhelyei”) mutatnak. A
Sensient nem ellenérzi a harmadik felek webhelyeit, és nem vallal felelésséget az altaluk gyjtott
személyes adatokért. A harmadik felek webhelyeinek adatgy(ijtési gyakorlatat a sajat adatvédelmi
irdnyelveik szabalyozzak. Ha ugy dont, hogy weboldalunkrdl barmely harmadik fél webhelyére
lép, az adott weboldal adatvédelmi iranyelveibdl tajékozdédhat arrdl, hogyan kezeli az adott
weboldal az On személyes adatait.

A gyermekek online adatainak védelmérdl szolo6 torvény betartédsa

Nem gydjtink adatokat 16 év alatti személyektél. Az altalunk nyujtott termékek és/vagy
szolgaltatasok, valamint weboldalunk kizarélag 16 éves vagy annal idésebb személyeknek
szolnak. 16 év alatti személyek nem jogosultak a weboldalunk hasznalatara.

2. AZ ALTALUNK GYUJTOTT SZEMELYES ADATOK

Az dltalunk gylijtott személyes adatok tipusai attél fliggéen valtoznak, hogy On miért Iép vellink
kapcsolatba, és tobbek kdzt a kdvetkezdk lehetnek:

(1) Azonosité adatok: példaul név, levelezési cim, e-mail cim, telefonszam, valamint a
weboldalunkon térténd regisztracio esetén a fiok adatai, példaul a felhasznalonév.

(2) Szakmai vagy foglalkoztatasi adatok: példaul munkaltatdjanak vagy vallalatanak neve,
az On beosztasa, vallalati elérhetéségei (vallalati e-mail cim, levelezési cim és
telefonszam), valamint egyéb olyan informaciok, amelyek szikségesek a Sensient és az
On munkaltatoja kozotti kapcsolat kezeléséhez. Jelentkez6k esetében ez magaban
foglalja a beszélt nyelveket és készségeket, a szoftveres tapasztalatokat, a szakmai
tagsagokat, az er6sségek és a szakterilletek 6sszefoglalasat, a munkatapasztalatot (pl.
korabbi munkaltatok és betoltott poziciok, datumok, helyszinek, felettesek, feladatkérok),
az oOnéletrajz és a motivacios levél adatait, a referenciakat és az azokbdl szarmazé
informacidkat, valamint a végzettséget (pl. megszerzett bizonyitvanyok és diplomak).

(3) Kereskedelmi adatok: példaul a Sensientt6l vasarolt termékek és szolgaltatasok

nyilvantartasai, valamint olyan adatok, amelyekkel részt vett vagy regisztralt a Sensient
eseményein.
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(4) Internetes vagy egyéb elektronikus tevékenységgel kapcsolatos adatok: példaul az
On IP-cime vagy egyedi eszkdzazonositdja, valamint egyéb informaciok, példaul a
bdngészé tulajdonsagai, nyelvi beallitadsok, operacids rendszer adatai, hivatkozé URL-ek,
latogatasok hossza vagy megtekintett oldalak. Amikor On weboldalunkat béngészi, ez
magaban foglalja a sltiket és mas, technoldgiai eszkozokkel gydjtott informacidkat is,
amelyekrél bévebben a jelen Nyilatkozat 3. szakaszaban olvashat.

(5) Erzékelési vagy megfigyelési adatok: ide tartoznak a hangiizenetek és a
ugyfélszolgalatunkhoz érkez6 hivasok felvételei, valamint a telephelylinkdn talalhaté
berendezések altal rogzitett kamerafelvételek.

(6) Hattérinformaciok és csalasellenes informacidk kizarélag lzleti kapcsolatok
esetében: példaul szankcids listan vagy nyilvanos listan szereplé kizart igazgatok,
korabbi vagy feltételezett blincselekmények, blntetlen eléélet megallapitasa, politikailag
exponalt személyekkel (,PEP-ek”) kapcsolatos informaciok, kizarolag akkor, ha (i) ezek
az informaciok alkalmazhatok az On altal kért termék vagy szolgaltatas kontextusaban;
(i) a torvény lehetévé teszi szamunkra ezen informaciok gydljtését; és (ii) adott esetben
megszereztiik az On hozzajarulasat.

(7) Marketing- és kommunikacios preferenciak: példaul az On érdeklédésének megfelelé
termékek és marketingpreferenciak, valamint az On marketingkommunikaciéonkkal
kapcsolatos interakcidira és reakcidira vonatkozo informaciok.

(8) Kommunikacios visszajelzések vagy velink megosztott egyéb informacidk:
beleértve a vellnk folytatott levelezés tartalmat, a kozdsségi oldalainkon végzett
interakciokat; a chatbotokon, visszajelzési (rlapokon vagy felméréseken keresztll
benyujtott megjegyzéseket; vagy barmely olyan informaciét, amelyet 6nként megad
nekink, példaul az drlapok kitdltése, a konferenciainkon valdé részvétel vagy az
ugyfélszolgalattal valé kapcsolatfelvétel soran.

(9) Kovetkeztetések: példaul informaciok az On preferenciairdl, sajatossagairdl, hajlamairol,
vasarlasi el6zmeényeir6l vagy egyéb tendenciakrol, amelyek segitenek nekink
azonositani, hogy mely termékek érdekelhetik Ont.

(10) Jelentkezéssel kapcsolatos informaciok csak Jelentkezék esetében: példaul az On
adott orszagban valé munkavallalasi jogosultsagara vonatkozé informaciok, az On fizetési
elvarasai, valamint az On altal a jelentkezés vagy az interji soran megadott egyéb
informaciok.

(11) Erkodlcsi bizonyitvany csak Jelentkezék esetében: Vallalatunk, vagy egy altalunk
megbizott, harmadik félnek min&sulé hattérellenérzd vallalat, ellenérizheti az On
elééletére vonatkozo informéaciokat a biintetéjogi nyilvantartasokban, de kizarélag az On
hozzajarulasaval és a vonatkoz6 jogszabalyok altal megengedett mértékben.

Az altalunk a Jelentkez6krdl gyjtott tovabbi adatok

Ha On az Egyesiilt Allamokban jelentkezik egy allasra, vagy a profilja regisztralasakor az Egyesiilt
Allamokat jeldli meg elsédleges helyszinként, akkor lehetésége lesz megadni a védett
besorolassal kapcsolatos adatokat, azaz nemét, faji/etnikai szarmazasat és/vagy veteran
statuszat, hogy elvégezhessuk az egyenld esélyek biztositasanak nyomon kovetését. Ezen
adatok megadasa teljes mértékben 6nkéntes. Ha nem adja meg ezeket az adatokat, az
semmilyen médon nem érinti a jelentkezését. Ha ugy dont, hogy megadja ezeket az adatokat,
hozzajarul ahhoz, hogy felhasznaljuk azokat az egyenl6 foglalkoztatasi lehetéségek ellenérzése
céljabol. Ezeket az adatokat névtelenll taroljuk, és nem haszndljuk fel sem az On
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allasjelentkezésének értékeléséhez, sem az Onrél tett kovetkeztetések levonasahoz. Ha a
Vallalat az allasajanlatot kévetden orvosi vizsgalatot végez, vagy ha On a felvételi eljarassal
kapcsolatban kildnleges ellatast kér, akkor egészségligyi adatokat is gy(jthetiink Onrél.

A fentiekben leirtak kivételével, az online jelentkezés vagy a jelentkezési folyamat soran nem
kérink és nem gydjtink adatokat az On egészségi allapotardl, faji vagy etnikai szarmazasarol,
politikai nézeteirdl, vallasi vagy filozofiai meggy6z8désérél, szakszervezeti tagsagarol, szexualis
irdnyultsagarol és genetikai vagy biometrikus adatairdl, kivéve, ha a térvény ezt kifejezetten
eléirja.

3. SUTIK ES A WEBOLDALON AUTOMATIKUSAN GYUJTOTT EGYEB ADATOK

Amikor On weboldalunkat bdéngészi, technoldgiai eszkézok segitségével ‘automatikusan
kulénb6z6 sitiket és egyéb informacidkat gyljthetliink, hogy javitsuk az Onnek nyujtott
szolgaltatadsok mindségét.

I Mik azok a siitik?

A sltik apré fajlok, amelyek letoltédnek az On eszkdzére, amikor felkeres egy weboldalt. A siti
ezutan visszakildi az informaciot az eredeti webhelynek vagy egy masik webhelynek, amely
képes az adott siiti felismerésére.

A sutik azért hasznosak, mert lehetévé teszik, hogy a weboldal felismerje a felhasznalo eszkozét.
A sutik szamos kiilénb6z6 feladatot latnak el, példaul lehetévé teszik a hatékony navigalast az
oldalak kozoétt, megjegyzik a felhasznald beallitasait, és 6sszességében javitjak a felhasznaloi
élményt. A sitikrél a kdvetkezd oldalakon talal tovabbi informacidkat: www.allaboutcookies.org és
www.youronlinechoices.eu.

Il. Az altalunk hasznalt siitik és hasznalatuk célja
a. Sitik kategoriai
i. Az altalunk hasznalt siitik, funkcidk szerint kategorizdlva:
A weboldalunkon hasznalt sitik 6t tipusba sorolhatok:

o Alapvetd siitik: Ezek olyan sitik, amelyek feltétlenll sziikségesek a weboldal
mikodéséhez vagy az adott felhasznalé altal igényelt szolgaltatasok teljesitéséhez. Az
alapvetd sutik altal végzett funkciok kdzé tartoznak azok a sutik, amelyek megjegyzik a
korabbi miveleteket (pl. beirt szoveget), amikor ugyanazon munkamenetben visszatériink
egy oldalra.

o Analitikai sitik: Ezek a sitik informaciokat gydijtenek arrdl, hogyan hasznaljak a
latogatdék a weboldalt, példaul mely oldalakat keresik fel a leggyakrabban, és hogy
kapnak-e hibalzenetet a weboldalaktél. Ezek a sitik csak a weboldal mikddésének
javitasara szolgalnak.

¢ Funkcionalis siitik: Ezek a sitik lehetdévé teszik a weboldal szamara, hogy megjegyezze
a felhasznaldk dontéseit, és tovabbfejlesztett, személyre szabott funkciokat biztositson.
Példaul a weboldalunkon ezek a sutik emlékeznek a felhasznaldk nyelvi bedllitasaira.

o Célzott/hirdetési siitik: A célzott/hirdetési sitik olyan sitik, amelyek a felhasznald
szamara relevans hirdetések megjelenitésére szolgalnak. Példaul olyan sitiket
hasznalunk, amelyek emlékeznek arra, amit On megtekintett a weboldalunkon, hogy
relevans hirdetéseket kildhessiink Onnek olyan termékekrél, amelyek érdekelhetik.
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Olyan slitiket is hasznalunk, amelyek megjegyzik, hogy On latott-e egy adott hirdetést és
kapcsolatba lépett-e vele, példaul rakattintott-e.

o Kozdsségi megosztasi sitik: Ezek a sutik hozzaférést biztositanak a kdzdsségi
halézatokhoz, és személyes adatokat gyljthetnek arrél, hogy a felhasznaldok hogyan
hasznaljak azokat. Példaul olyan siitiket hasznalunk, amelyek megosztijgk az On
Facebook-halozatahoz tartozé emberekkel, hogy felkereste a weboldalunkat.

ii. Az altalunk hasznalt siitik, idétartam szerint kategorizalva:

A sutik aszerint is kategorizalhatdk, hogy mennyi ideig maradnak az eszkdzén. Ennek az
idétartamnak két f6 kategoriaja van:

e Tartés siitik: A tartés siitik addig maradnak az On eszkdzén, amig manudlisan vagy
automatikusan torlésre nem kerulnek.

e Munkamenet-siitik: A munkamenet sitik addig maradnak az On eszkdzén, amig be nem
zarja a bdngész6t. Ekkor automatikusan torlésre kerllnek.

Mind tartdés, mind munkamenet-sutiket hasznalunk.
iii. Nyomkodvetdk egyéb tipusai:

A weboldalon kis képi elemeket vagy mas webprogramozasi kodot, ugynevezett webes
iranyjelzéket (mas néven ,pixel cimkéket”, ,webes bogarakat” vagy ,atlatszé GlF-eket”) helyeziink
el. A webes iranyjelz6k apré képi elemek, egyedi azonositoval. Ezek a webfelhasznaldk online
mozgas térben valé mozgasanak nyomon kdvetésére szolgalnak. A felhasznald szamitégépének
merevlemezén tarolt sltikkel ellentétben a webes iranyjelzék lathatatlanul agyazédnak a
weboldalakba, és méretik korllbelul akkora, mint a mondatok végén Iévé pont.

b. A siitijeink altal gyiijtott informaciok:

A sitijeink tobbféle informaciot gydijtenek, tébbek kézott a weboldalunk On altali hasznalataval
kapcsolatos informaciokat, az eszkdzére vonatkozé adatokat és az IP-cimét. Weboldalunk
hasznalata magaban foglalhatia azt az id8pontot, amikor az On eszkéze hozzéafér
weboldalunkhoz, az On altal megtekintett oldalt, az egyes oldalakon eltéltétt idét, valamint azokat
a hivatkozasokat, amelyekre rakattintott. A sttik gyUjthetik azt a hivatkozast is, amelyen keresztll
eljutott weboldalunkra, valamint azt a weboldalt is, amelyet weboldalunk elhagyasa utan felkeres.

Az eszkozére vonatkozd adatok kozott szerepelhet a webhely elérésehez hasznalt bongész6
tipusa, a bdngész6 verzidja és az On altal hasznalt eszkoz tipusa.

Az IP-cim az a szam, amelyet az eszkdzéhez, példaul a laptopjahoz vagy mobiltelefonjahoz
rendelnek, amikor az eszkdz hozzafér az internethez. Az eszkdzének statikus IP-cime lehet, ami
azt jelenti, hogy az IP-cim mindig azonos. Eléfordulhat az is, hogy dinamikus IP-cime van, ami
azt jelenti, hogy az IP-cim minden alkalommal mas, amikor az eszkdz hozzafér az internethez.

Amennyiben az IP-cimek az alkalmazand6 adatvédelmi jogszabalyok értelmében személyes
adatoknak min@sllnek, személyes adatként kezeljuk &ket. A weboldalon talalhato sttiken
keresztlil semmilyen mas személyes adatot nem gydjtink. Ha a sitik segitsegével gydjtott
adatokat 6sszekapcsoljuk az On altal a weboldalon keresztll, példaul Grlap kitdltésével megadott
személyes adatokkal, akkor azokat is személyes adatként kezeljuk.

c. Az adatok feldolgozasanak helye:
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A sitijeink altal gy(jtétt adatok az Egyesiilt Allamokban talalhaté szervereken keriilnek
feldolgozasra.

. Az On déntései

Bizonyos joghatésagokban a weboldalunkon tett elsé latogatasakor egy értesitdé banner jelenik
meg, amely tajékoztatja Ont a sutik hasznalatarél. Az ,Osszes elfogadasa” gombra kattintva On
elfogadija a sutik itt leirtak szerinti hasznalatat.

Léteznek olyan szoftverek, amelyek képesek kezelni a siitiket az On szadmara. Szamos béngészé
lehetévé teszi a ,Nyomon kévetés mell6zése” funkcid hasznalatat, amellyel jelezheti a
webhelyeknek és hirdetési haldézatoknak, hogy nem szeretné, ha nyomon kdvetnék online
tevékenységeit. Ha tobbet szeretne megtudni a bdngészékben hasznalt nyomkdvetékrél és a
nyomon kovetés mell6zésérél, kérjik, latogasson el a http://www.allaboutdnt.org/ oldalra.

4. A SZEMELYES ADATOK FORRASAI
Az alabbi forrasokbdl gydijthetiink Onrél személyes adatokat:

e Kozvetleniil Ontdl: példaul amikor weboldalunkat hasznalja, informaciot kér, megrendeli
vagy hasznalja a termékeinket vagy a szolgaltatasainkat, regisztral vagy részt vesz egy
eseményen, vagy mas modon kézvetlenil kommunikal veliink. Ha On Jelentkezé, olyan
személyes adatokat is gydijthetiink Onrél, amelyeket az allasra valo jelentkezés vagy az
interju soran megad.

* Munkaltatojatol vagy képvisel6jétol: Uzleti kapcsolatok esetében eléfordulhat, hogy a
munkaltatéjatdl vagy az Onnel kapcsolatban allo vallalattol gydjtjunk Onrél személyek
adatokat termékeink és szolgaltatasaink biztositasa céljabdl.

» Kapcsolodé vallalatok: peldaul amikor a Sensient vallalatcsoporton bellli mas
vallalatokat segitiink abban, hogy termékeket és szolgaltatasokat nyujtsanak Onnek.

e Szolgaltatdk és értékesitok: példaul elemzési vagy informatikai szolgaltatok.

¢ Automatizalt technologiak révén: példaul a weboldalunkon talalhaté sttiken keresztil
(ahogy azt a fenti tajékoztatd 3. szakasza részletesebben ismerteti), illetve megfigyelési
vagy felvételi technoldgiak, példaul a Vallalat Iétesitményeiben talalhaté kamerarendszer
altal.

¢ Nyilvanos internetes forrasok: példaul kézésségi média, nyilvanos profilok és mas
nyilvanos online forrasok.

¢ Nyilvanos dokumentumok, példaul birésagi nyilvantartasok, valamint hitelesité és
engedélyezési szervezetek. Uzleti kapcsolatok esetében személyes adatokat gydjthetiink
Onrél csalasellenes adatbazisokbdl, szankcidlistakrol, kormanyzati szervektdl és mas
nyilvanosan elérheté adatforrasokbol.

e Hattérellendrzési hivatkozasok és szolgaltatok: Ha On Jelentkezd, személyes
adatokat gy(ijthetiink Onrél fejvadaszoktdl, munkahelyi referenciakbol vagy munkaerd-
kozvetitd UgynoOkségektdl. Emellett hattérellenérzést végzé szolgaltatdkat is igénybe
vehetliink a korabbi munkaviszonyok, képesitések, végzettség és személyazonossag
ellenérzése céljabol, valamint az On hozzajarulasaval és a vonatkozé jogszabalyok altal
megengedett mértékben erkodlcsi bizonyitvanyt is kérhetink.
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5. A SZEMELYES ADATOK FELHASZNALASANAK MODJA

A Sensienttel vald kapcsolattartas jellegétél fiiggéen (pl. Uzleti kapcsolat, palyazé vagy

weboldalunk hasznalata)

a jelen Nyilatkozat 2.

szakaszaban felsorolt személyesadat-

kategoriakat a kovetkezd célokra és a kovetkezd jogalapok alapjan hasznalhatjuk fel
(amennyiben az alkalmazando jogszabalyok el6irjak ezeket a jogalapokat a személyes adatok

feldolgozasahoz):

A személyes Felhasznalasi célok Jogalap
adatok
kategériai
1,2,3,4,8 Termékeink és Onnel vagy az On altal képviselt vallalattal valé
szolgéltatasaink Onnek valé | szerz6déskotés, szerzédéses kotelezettségeink
nyujtasa teljesitése.
Jogos Uzleti érdekeink érvényesitése
tigyfeleinkkel, beszallitdinkkal és az Onnel valé
kapcsolatunk keretében.
1,2,3,7,8 Onnel folytatott Onnel vagy az On éltal képviselt vallalattal vald
kommunikacié szerz6déskotés, szerz6déses kotelezettségeink
teljesitése.
Jogos Uzleti érdekeink érvényesitése
ugyfeleinkkel, beszallitdinkkal és az Onnel vald
kapcsolatunk keretében.
Jogi kotelezettségeink betartasa.
1,2,3,4,8,9 Kutatas és fejlesztés, Jogos Uzleti érdekeink érvényesitése termékeink
valamint termékeink és és szolgaltatasaink min6ségének fenntartasa és
szolgaltatasaink egyéb javitasa keretében
maodon torténd fejlesztése,
Uj termékek és
szolgaltatasok fejlesztése
1,2,3,4,7,8,9 Hirdetési és Jogos (zleti érdekeink érvényesitése termékeink
marketinginformaciok és szolgaltatasaink népszerisitése, Uzleti
nyujtasa termékeinkrol és tevékenységunk bévitése, valamint tgyfeleinkkel,
szolgaltatasainkrol, beszallitdinkkal és az Onnel valé kapcsolatunk
beleértve az eseményekrél | kezelése.
sz016 értesitést is.
1,2,3,4,7,8,9 Termeékeink és Jogos Uzleti érdekeink érvényesitése
szolgaltatasaink kapcsan az | weboldalunk, termékeink és szolgaltatasaink
On hasznalati éiményének | minéségének fenntartasa és javitasa keretében
javitasa, az On online
élményének javitasa.
1,2,3,4,5,7,8, | Ugyfélszolgalatunk Onnel vagy az On altal képviselt véllalattal kotott
9 szerz6déslnk szerinti kotelezettségeink
teljesitése
Jogos (zleti érdekeink érvényesitése
weboldalunk, termékeink és szolgaltatasaink
mindségének fenntartdsa és javitasa keretében,
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valamint tgyfeleinkkel, beszallitdinkkal és az
Onnel valé kapcsolatunk kezelése.

1,2,3,4,5,6,7, Uzleti tevékenységlnk és Jogos (zleti érdekeink érvényesitése

8,9,10 weboldalunk kezelése és weboldalunk, termékeink és szolgaltatasaink
védelme (beleértve a minéségének fenntartasa és javitasa keretében,
hibaelharitast, elemzést, valamint Gzleti tevékenységlnk védelme.
t(?szteles't, kgrbant? rte’ast, . | Jogi kotelezettségeink betartasa.
tamogatast, jelentéstételt és
adathosztingot, valamint a
csalas és visszaélések
megel6zését).

1,2,3,4,7,8,9 Ugyfélelemzések, Jogos Uzleti érdekeink érvényesitése
piackutatasok és weboldalunk, termékeink és szolgaltatasaink
fokuszcsoportok min&éségének fenntartasa és javitasa keretében
lebonyolitasa, beleértve
promaocios anyagok
készitését, ugyfél-
visszajelzések gylijtését és
ugyfél-elégedettségi
felmérések végrehajtasat

1,2,3,4,6,7,8, | Vallalkozasunk eladasaval, | Jogos Uzleti érdekeink érvényesitése vallalati

9,10 egyesullésével vagy tranzakcidkban, valamint jogos érdekeink
atszervezésével védelme.
kapcsolatban

1,2,3,4,5,6,7, | AVallalat, On vagy masok Jogos Uzleti érdekeink érvényesitése

8,9 10 jogainak, tulajdonanak vagy | vallalkozasunk védelmében.
Elezlfénr?\?gznc?ska\llggg:lrggi’ Szerz6déses és egyéb jogi kotelezettségeink
szankciokkal kapcsolato,s teljesitése, valamint Vallalat jogainak gyakorlasa

- X S ) vagy védekezés a jogi kdvetelésekkel szemben.

pénzmosas elleni és egyéb
ellenérzések végrehajtasat
a csalard, gyanus vagy
egyéb illegalis
tevékenységek elleni
védelem érdekében

1,2,3,4,5,6,7, | Gyanus bilincselekmény Jogos Uzleti érdekeink érvényesitése

8,9,10 jelentése a rendérségnek, vallalkozasunk védelmében, valamint a Vallalat
és egylttmikodés a jogainak gyakorlasa.
nyomozasban.

1,2,3,4,5,6,7, | Nyilvantartas, valamint a Jogos Uzleti érdekeink érvényesitése

8,9,10 vonatkoz6 jogszabalyok és | vallalkozasunk védelmében.
sgabalyoza’s : Szerz6déses és egyéb jogi kotelezettségeink
kotelezettségek teljesitése
betartasanak biztositasa. )

1,2,4,8,10, 11 Az Onnek a Vallalatnal Annak eldéntése, hogy munkaszerzédést kotlink-

torténd alkalmazasra valo
alkalmassaganak vagy
megfeleléségének

e Onnel, és (ha felvessziik) a szerzédés szerinti
kotelezettségeink teljesitése.
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kapcsolddé toborzasi célok. | munkatarsak felvétele révén.

értékelése, valamint Jogos Uzleti érdekeink érvényesitése a megfeleld

Az On beleegyezése

Ha ezek a jogalapok egyike sem alkalmazhatd, vagy ha az alkalmazandd jogszabalyok
megkévetelik az On hozzajarulasat a jelen Nyilatkozatban leirt adatkezeléshez, a Sensient az On
hozzajarulasara tamaszkodik. Egyes joghatdésagok adatvédelmi térvényei értelmében, amikor
atadja személyes adatait a Sensientnek, mint adatkezelének, hozzajarul ahhoz, hogy személyes
adatait az idénként esetlegesen modosulo Nyilatkozatban leirtak szerint kezeljuk. Vallalkozasunk
fejlédésével parhuzamosan a jelen Nyilatkozat is valtozhat, ezért kérjik, rendszeresen keresse
fel ezt az oldalt, hogy megbizonyosodjon arrdl, hogyan kezeljik személyes adatait. Amennyiben
személyes adatainak feldolgozasahoz kifejezett hozzajarulas szikséges, példaul bizonyos
joghatésagokban a bizalmas személyes adatok gylijtése esetén, a Vallalat kilon értesitést kild
Onnek, és kéri kifejezett hozzajarulasat.

Kérjlik, vegye figyelembe, hogy nem koteles megadni a személyes adatait a Vallalatnak. Ha
azonban nem adja meg személyes adatait, vagy mas médon megtagadja vagy visszavonja
hozzajarulasat az adatkezeléshez, amennyiben az hozzajarulasat igényli, eléfordulhat, hogy a
Vallalat nem lesz képes: (1) bizonyos Szolgaltatasokat nyujtani Onnek, és eléfordulhat, hogy
koteles lesz megsziintetni az Onnek vagy az On altal képviselt Vallalatnak jelenleg nyuijtott
Szolgaltatasokat; vagy (2) fontoldra venni az On foglalkoztatasat.

Az alkalmazand6 jogszabalyok értelmében Onnek jogaban allhat visszavonni hozzajarulasat.
Tovabbi informacidk errél a jogrol az alabbi 10. szakaszban talalhatok.

Automatizalt dontéshozatal mell6zése

A Vallalat az 6sszegyijtott személyes adatokat nem hasznalja fel automatizalt déntéshozatalra,
beleértve a profilalkotast, amely jogi hatalyu vagy hasonléan jelentds hatassal van az egyénekre.

6. A SZEMELYES ADATOK KOZZETETELENEK MODJA

Személyes adatokat a kdvetkezd kategoériakba tartozé harmadik feleknek adhatunk at az alabbi
célokbal:

o Szolgaltatok: Személyes adatait szolgaltatéknak adhatjuk at, hogy azok szolgaltatasokat
nyujtsanak nekink vagy a nevinkben, és segitsenek uzleti igényeink kielégitésében,
valamint szerz6déses és jogi kotelezettségeink teljesitésében — példaul a weboldal
egészének vagy részeinek Uzemeltetésében, elemzések elvégzésében vagy termékek
szallitasaban. A szolgaltaték kizarolag a Vallalat utasitasainak megfeleléen dolgozhatjak
fel az On személyes adatait, azokra a célokra, amelyekre atadtak éket.

e Uzleti partnerek: Személyes adatokat oszthatunk meg (zleti partnereinkkel, hogy
segitsenek neklink a reklamozasban, marketingben és olyan termékekkel és
szolgaltatdsokkal kapcsolatos informaciék rendelkezésre bocsatasaban, amelyek
érdekelheti On vagy vallalatat.

o Kommunikacié: Az altalunk biztositott technoldgiak segitségével hozzank
eljuttatott Uzeneteit, pl. az online (rlapokon, chatbotokon és a weboldalunkon
talalhatd keres6savokon keresztll benyujtott kérdéseket, valos idében
megoszthatjuk az ezeket a technoldgiakat tamogatoé szolgaltatokkal és Uzleti
partnereinkkel. Ezen technoldgiak hasznéalataval On elfogadja a kommunikacié
ilyen jellegl megosztasat.
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e Szakmai tanacsadok és kapcsol6dé harmadik felek: Személyes adatokat adhatunk at
példaul Ugyvédeknek, hogy segitsenek nekink a jogi el6irasok betartasaban,
koényvvizsgaloknak, koényvel6knek vagy tanacsadoknak, hogy segitsenek nekink az
Onnek nyujtott szolgaltatasok biztositdsaban vagy egyéb (zleti tevékenységlink
végzéseben.

o Vallalati partnerek: Személyes adatait a Sensient vallalatcsoport tagjaival is
megoszthatjuk, példaul azért, hogy Onnek termékeket és szolgaltatasokat biztositsuk,
vagy hogy informaciokat nydjtsunk Onnek a vallalatcsoport termékeirl és
szolgaltatasairél.

o Kormanyzati hatésagok vagy kozigazgatasi szervek: Személyes adatait atadhatjuk
példaul biintlddz6 vagy szabalyozo6 szerveknek, illetve adéhatésagoknak.

o Egyéb harmadik felek: El6fordulhat, hogy személyes adatait mas harmadik felekkel is
megoszthatjuk—

o Ha azt torvény irja eld: példaul amikor idézésre, birésagi végzésre, jogi eljarasra
vagy polgari peres eljaras soran benyujtott felderitési kérelemre valaszolunk.

o Ajogok, a vagyon vagy a biztonsag védelme: Ha ugy véljuk, hogy cselekedetei
megsértik az alkalmazand6 jogszabalyokat, vagy veszélyeztetik a Vallalat,
ugyfeleink vagy masok jogait, tulajdonat vagy biztonsagat.

o Vallalati tranzakciok keretében: Kozzétehetjik és atadhatjuk az On személyes
adatait, beleértve a vallalatunk késébbi tulajdonosanak vagy tarstulajdonosanak
is, tobbek kdzott vallalati egyestulés, konszolidacio, cséd, tagsagi részesedéseink
és/vagy eszkdzeink egészének vagy jelentés részének eladasa, vagy egyéb, a
vallalatot érint6 valtozas esetén.

A Vallalat a fenti kozzétételeket kizarélag az alkalmazandoé jogszabalyok altal megengedett
mértékben haijtja végre.

7. SZEMELYES ADATOK NEMZETKOZI TOVABBITASA

Uzleti tevékenységlink globalis jellege és a fent emlitett célok miatt eléfordulhat, hogy személyes
adatokat tovabbitunk az On lakéhelyétdl eltérd orszagokban, beleértve az Egyesiilt Allamokban
talalhatd feleknek. Példaul személyes adatokat tovabbithatunk nemzetkézi szinten
leanyvallalatainknak, kapcsolt vallalkozasainknak, szolgaltatéinknak, Uzleti partnereinknek,
valamint mas orszagok kormanyzati vagy allami hatésagainak az Ugyfeleknek nyujtott
termékeinkkel és szolgaltatasainkkal kapcsolatban. Eléfordulhat, hogy ezen orszagok térvényei
eltéré szintli védelmet biztositanak a személyes adatok tekintetében, mint az On lakohelye
szerinti orszag.

A személyes adatok hatarokon at torténd tovabbitasa el6tt minden szukséges l1épést megtesziink
annak érdekében, hogy a vonatkozd jogszabalyok altal eldirt megfelelé szinti védelmet
biztositsuk az adattovabbitas soran. Ez az alkalmazandd jogszabalyok altal el8irt esetben
magaban foglalja a jévahagyott mechanizmusokra, példaul a szabvanyos szerzddéses
zaradékok vagy mas, az alkalmazandé adatvédelmi hatdsagok altal jovahagyott mintazaradékok
alkalmazasat. Ezek a zaradékok a személyes adatokat tovabbito vallalatok kozoétti szerz6déses
kotelezettségvallalasok, amelyek arra koételezik 6ket, hogy biztositsak a tovabbitott személyes
adatok titkossagat és Dbiztonsagat. A hatarokon tuli adattovabbitasra vonatkozo,
joghatésagonként eltéré informaciokat lasd az alabbi 10. szakaszban.

8. A SZEMELYES ADATOK MEGORZESENEK IDOTARTAMA
A személyes adatok meg6rzési ideje Uzleti érdekeink és a jogi elbirasok alapjan kerdl

meghatarozasra. Az On személyes adatait mindaddig megérizzilk, amig megkdveteli azok
gy(jtésének célja, valamint barmely mas megengedett, kapcsolodd cél, beleértve a Sensient
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adatmegdrzési iranyelveiben leirtakat is. Ha a személyes adatokra, beleértve a bizalmas
személyes adatokat is, mar nincs szlkség, vagy mar nem tarolhatok az adatok megdérzésére
vonatkozé iranyelveink értelmében, akkor az adatokat visszafordithatatlanul anonimizaljuk
(ebben az esetben az anonimizalt adatokat tovabbra is meg&rizhetjik és felhasznalhatjuk), vagy
biztonsagos mddon megsemmisitjik. Egyes joghatésagokban a személyes adatok hosszabb
ideig is megérizheték, ha On ehhez hozzdjarul, vagy ha a megdrzés jogi kotelezettség
teljesitéséhez sziikséges. A Sensient rendszeresen fellilvizsgalja a birtokaban 1évé személyes
adatokat, és megallapitja, hogy azok megdrzése indokolt-e.

Jelentkezd8k esetében a felvételi dontés meghozatalat kovetéen egy évig megbrizziik azoknak a
jelentkez8knek az adatait, akiket nem vettiink fel, kivéve, ha (a) a Jelentkez§ jelzi, hogy az
adatokat addig tarolhatjuk, amig a Jelentkezd azok torlését nem kéri, vagy (b) a térvény rovidebb
vagy hosszabb megdrzési idészakot ir el6. Ezeket a nyilvantartasokat belsé nyilvantartas és
jelentéstétel céljabdl megérizzik. Ez id6 alatt személyes adatait felhasznalhatjuk arra, hogy az
eredetileg megpalyazott pozicié(k) mellett mas poziciokra is figyelembe vegyiik Ont. Ha barmikor
vissza szeretné vonni a jelentkezését a megbrzési idészak alatt, ezt a dpo@sensient.com cimen
teheti meg.

9. A SZEMELYES ADATOK VEDELME

Kiemelten fontos szamunkra az On személyes adatainak biztonsaga, ezért biztonsagi programot
vezettink be, hogy a rendszertnkbe tovabbitott adatokat megovjuk a jogosulatlan hozzaféréstdl.
Az On éltal biztonsagos szerveriinkre elkiildott adatok védelmét a Hypertext Transfer Protocol
Secure (HTTPS) és a Transport Layer Security (TLS) technoldgia biztositja, amelyeket szamos
népszerl bongészd hasznal az adatatvitel védelmére. Ez a technolégia lehetévé teszi
szamunkra, hogy titkositasi eszkézoket hasznaljunk az On szamitdgépe és szerveriink kozott
tovabbitott informaciok védelmére. Miutan megkaptuk az adatait, csak azok a munkatarsaink
férhetnek hozzajuk, akik esetében ez feltétlenul szikséges.

Sajnos egyetlen adatatvitel (az interneten vagy mas modon) biztonsaga sem garantalhatd 100%-
osan. Bar igyeksziink megévni az On személyes adatait, nem garantalhatjuk az On altal nekiink
megadott adatok biztonsagat, ezért azok megadasat sajat felelésségére teszi. Kérjuk, hogy
felnasznaldnevét, jelszavat és egyéb bejelentkezési adatait biztonsagos helyen tarolja, mivel On
is felelés az altalunk megadott adatok titkossaganak megérzéséeért.

10.AZ ON REGIOJARA VONATKOZO TOVABBI INFORMACIOK

o Kaliforniaban él6 személyek
o Az Egyestilt Allamokon kivul él6 személyek

. Kaliforniaban él6 személyek

Ez a szakasz csak az Egyesiilt Allamok Kalifornia allamaban él6 személyekre (,kaliforniai
lakosok”) vonatkozik, amennyiben a Sensient altal végzett személyesadat-feldolgozasra a
Kaliforniai fogyasztéi adatvédelmi torvénynek (California Consumer Privacy Act, CCPA) a
Kaliforniai adatvédelmi jogokrol szold torvény (California Privacy Rights Act) altal modositott
formaja érvényes.

Ertesités az adatok gy(ijtésekor

A Sensient a fenti 2. szakaszban (Az altalunk gy(jtott személyes adatok) meghatarozott
személyes adatokat gydjti a fenti 5. szakaszban (A személyes adatok felhasznalasanak maodja)
meghatarozott célokbol, és a személyes adatokat a fenti 8. szakaszban (A személyes adatok
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megdrzésenek idétartama) meghatarozott ideig tarolja. A CCPA altal meghatarozott kifejezések
szerint ,értékesithetjiik” vagy ,megoszthatjuk” az On személyes adatait. Nem gydijtiink és nem
dolgozunk fel bizalmas személyes adatokat abbdl a célbdl, hogy kdvetkeztetéseket vonjunk le
Onrél. Amennyiben mas kaliforniai lakosok személyes adatait adja meg a Vallalatnak, On felel8s
azért, hogy veliik is megossza a jelen Nyilatkozatot.

Tovabbi informacidk a személyes adatok kozzétételérdl

Az On személyes adatait a CCPA-ban meghatarozott ,iizleti célok” érdekében, valamint a fenti 6.
szakaszban (A személyes adatok kozzétételének modja) leirtak kiegészitéseként harmadik
feleknek is atadhatjuk:

o Szolgaltatok: A fent felsorolt személyes adatok barmely kategdrigjat megoszthatjuk
szolgaltatokkal a Vallalat nevében térténd szolgaltatasnyujtas tzleti céljabdl, valamint (a)
auditalas, beleértve a hirdetésmegjelenitések szamlalasat, (b) a biztonsag és integritas
biztositasanak el6segitése, (c) hibakeresés, (d) rovid tavu atmeneti hasznalat, (e) reklam-
és marketing szolgaltatasok, kivéve a kontextusok kozotti viselkedésalapu hirdetést, (f)
belsé kutatas, valamint (g) a szolgaltatas vagy eszkéz minéségének vagy biztonsaganak
fenntartasara vagy javitasara iranyulo tevékenységek céljabal.

e Szakmai tanacsadok és kapcsolodo harmadik felek: A fenti 6. szakaszban (A
személyes adatok kozzétételének moddja) felsorolt szolgaltatékkal a fenti személyes
adatkategériak barmelyikét megoszthatjuk Uzleti célbdl, a vallalat nevében végzett
szolgaltatasok teljesitése keretében, valamint a szabdalyzatok és az alkalmazandd
torvények betartésénak eIIen6rzése érdekében.
megoszthatjuk a SenS|ent vallalatcsoporton belilli mas vallalatokkal az alabbi Gzleti
célokbdl: (a) az iranyelvek és a vonatkozé térvények betartasanak ellenérzése, (b) a
biztonsag és integritas biztositasanak elésegitése, (c) hibakeresés, (d) rovid tava atmeneti
hasznalat, (e) belsé kutatas, valamint (f) szolgaltatasok vagy eszkd6zdk minéségének vagy
biztonsaganak fenntartasara vagy javitasara iranyul6 tevékenységek.

Ertékesités és megosztas

Mi nem ,adjuk el” az On személyes adatait abban az értelemben, ahogyan azt a legtébben
értelmezik, vagyis nem adjuk at az On személyes adatait harmadik félnek pénziigyi
ellenszolgaltatasért cserébe. Az online Uzleti tevékenységet folytato vallalkozasok kérében bevett
gyakorlatnak megfeleléen azonban engedélyezhetjik harmadik felek szamara, hogy sutik és
egyéb nyomkovetd technologiak segitsegeével informaciokat gyujtsenek Onrél szolgéltatasaink
elemzése és optimalizalasa, az On szamara relevansabb hirdetések megjelenitése révén az
online élmény személyre szabasa, valamint statisztikai kutatdsok és elemzések céljabdl. Ezek a
tevékenységek a CCPA szerint ,értékesitésként” vagy ,megosztasként” is meghatarozhatok. A
CCPA a ,megosztas” fogalmat ugy definialja, mint személyes adatok harmadik fél részére torténd
kozzétételét annak kontextusok kdzotti viselkedésalapu hirdetési céljaira.

Az elmult 12 hénapban internetes vagy egyéb elektronikus halézati tevékenységre vonatkozo
informacidkat adtunk at elemzési szolgaltatbknak és haloézati hirdetbknek, és ez az
informacidatadas személyes adatok ,értékesitésének” vagy ,megosztasanak” mindsulhet. Ezeket
a személyes adatokat azért tessziik kozzé, hogy marketingtevékenységet folytathassunk On felé,
és személyre szabott hirdetéseket jelenithessiink meg a weboldalon, valamint az online fellileten
a Vallalattal folytatott egyéb interakciok soran.
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Nincs tudomasunk arrdl, hogy az elmult 12 hénapban értékesitettik vagy ,megosztottuk” volna
16 év alatti gyermekek személyes adatait, és a jovében sem all szandékunkban igy tenni.

Megjegyzés az anonimizalt adatokrdl

A Sensient idénként észszer( intézkedésekkel atalakitja a kaliforniai lakosok személyes adatait
anonimizalt adatokka, hogy azok ne legyenek o6sszekapcsolhaték az adott személlyel
(;anonimizalt adatok”). Az anonimizalt adatokat anonimizalt formaban taroljuk, és nem kiséreljik
meg azok ujboli beazonositasat, kivéve annak megallapitasa céljabdl, hogy az anonimizalasi
folyamatok biztositjak-e, hogy az adatok ne legyenek 6sszekapcsolhaték az adott személlyel.

Az Ont megilleté kaliforniai adatvédelmi jogok

Az alkalmazando korlatozasok és kivételek figyelembevételével a kaliforniai lakosokat a CCPA
értelmében a kdvetkez6 jogok illetik meg:

e Tajékoztatashoz valé jog: Onnek jogaban all ellendrizhetd kérelemben érdeklédni
személyes adatainak bizonyos részei kapcsan, valamint a Sensient altal gydjtétt, hasznalt
és kozzétett személyes adatainak kategériaira vonatkozoéan.

e Torléshez valé jog: Onnek jogaban all ellenérizheté kérelmet benyuijtani a Sensient altal
Onrél gydjtétt személyes adatok térlésére.

e Helyesbitéshez valé jog: Onnek jogaban all igazolhatd kérelmet benyujtani az Onre
vonatkozé pontatlan személyes adatok helyesbitésére, figyelembe véve a személyes
adatok jellegét és feldolgozasuk céljat.

e Megkiilonboztetésmentesség: A Sensient nem diszkriminalja Ont jogellenesen a CCPA
szerinti adatvédelmi jogainak gyakorlasa miatt.

e Az értékesités/megosztas elutasitasanak joga: Onnek jogaban all megtagadni
személyes adatainak értékesitését és személyes adatainak kontextusok kozotti
viselkedésalapu reklamozas céljabdl torténd kdzzétételét (,megosztas”). Bedllithatja a
bdngészéjét vagy annak bdvitmeényeit, hogy automatikusan koézdlje az értékesitési és
megosztasi preferenciait a felkeresett webhelyekkel.

Tiszteletben tartjuk ahhoz valé jogat, hogy elutasitsa személyes adatainak értékesitését
€s megosztasat, amelyet egy univerzalis elutasitasi jelzéssel vagy a Global Privacy
Control (,GPC”) segitségével jelezhet. A GPC engedélyezéséhez latogasson el a Global
Privacy Control oldalara a https://globalprivacycontrol.org cimen. Ha let6lt egy tamogatott
bongészét vagy bdvitményt, és gyakorolja adatvédelmi jogait a GPC-vel, akkor
webhelylnk kikapcsol bizonyos harmadik féltél szarmazo sutiket, miutén észleli a GPC-
jelet. Ha azonban mas eszkdzrdl vagy ugyanazon eszk6zdén mas bongész8bdl latogatja
meg weboldalunkat, akkor le kell iratkoznia, vagy leiratkozasi jelzést kell hasznalnia az
adott bongészében és/vagy eszkdzon.

Az Ont megilleté kaliforniai adatvédelmi jogok gyakorlasa

A Sensient a vonatkozé jogszabalyoknak megfeleléen valaszol a tajékoztatas, a torlés és a
helyesbités iranti kérelmekre, ha ellenérizni tudja a kérelmezb személyazonossagat. Ezeket a
jogokat a kovetkez6 mdédon gyakorolhatja:

e Hivja fel a 1-800-222-4904 telefonszamot
o Toltse ki az itt talalhato kérelmezé Grlapot.
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Ertesités az értékesités/meqosztas elutasitdsanak jogardl

Ha nem szeretné, hogy személyes adatait értékesitsék vagy megosszak, modosithatja a
sutibeallitasokat, vagy hasznalhat egy leiratkozasi jelzést, példaul a Global Privacy Control (GPC)
szolgaltatast. A Sensient ezeket a leiratkozasi jelzéseket zOkkendmentesen dolgozza fel. Ez azt
jelenti, hogy ha engedélyezi a GPC-t, a Sensient automatikusan értesitést kap arrél, hogy On
elutasitotta személyes adatainak értékesitését és megosztasat, és a Sensient automatikusan
feldolgozza a lemondasi jelzést, hogy ne kerlljion sor személyes adatai értékesitésére és
megosztasara.

A GPC engedélyezéséhez:

(1) Keresse fel a Global Privacy Control — Take Control Of Your Privacy weboldalt.

(2) Kattintson a ,Get Started” (Kezdés) gombra.

(3) Kattintson a ,View All Downloads” (Osszes letéltés megtekintése) gombra.

(4) A ,Browsers + Extensions” (Bongész8k + bévitmények) meniiben valassza ki a
résztvevd vallalatot, és kattintson a ,Download” (Letdltés) gombra.

(5) Kbvesse az adott vallalat utasitasait a bongész6 telepitéséhez.

Ha bekapcsolja a GPC-t, nem tudjuk nyomon koévetni a tevékenységét az interneten. Ez
befolyasolhatja a hirdetések személyre szabasat az On preferenciai szerint. Ha azonban mas
eszkozrél vagy ugyanazon eszkdzdn mas bongészdbdl latogatjia meg weboldalunkat, akkor el
kell utasitania az értékesitést/megosztast, vagy leiratkozasi jelzést kell hasznalnia az adott
bongészében és/vagy eszkdzon.

Hogyan ellenérizzik a kérelmét?

Ha On informéciokéréssel, torléssel vagy javitassal kapcsolatos kérelmet nyuijt be, akkor az On
altal megadott személyes adatokat dsszevetjiuk a nyilvantartasunkban szereplé személyes
adatokkal, hogy ellenérizziik az On személyazonossagat. Minél nagyobb kockazatot jelent a
kérelem (pl. konkrét személyes adatok iranti kérelem), annal tébb személyes adatot kérhetlink az
On személyazonossaganak ellendrzése érdekében. Ha nem tudjuk megfelelé bizonyossaggal
ellenérizni az On személyazonossagat ahhoz, hogy biztonsagosan vélaszolhassunk kérelmére,
haladéktalanul értesitjik Ont, és kifejtjiik, hogy miért nem tudjuk ellendrizni személyazonossagat.

Meghatalmazott személyek

Jogai gyakorlasahoz kijeldlhet egy meghatalmazott személyt. Ha egy meghatalmazott személy
nyujt be kérelmet az On nevében, akkor a meghatalmazott személynek a kérelemhez csatolnia
kell egy On altal alairt dokumentumot, amely felhatalmazza a meghatalmazott személyt, hogy az
On nevében benyujtsa a kérelmet. Ezenkivil kérhetjiik Ontél, hogy kbvesse a fentiekben
ismertetett, személyazonossaganak ellenérzésére vonatkozé eljarast. Az ,Authorized Agent
Designation” (Meghatalmazott személy kijeldlése) nyomtatvanyt a dpo(@sensient.com cimen
kérheti. Egyéb megoldasként benyujthat egy, a kaliforniai 6roklési torvénynek eleget tevd
meghatalmazast is.

Il. Az Egyesiilt Allamokon kiviil é16 személyek
Ha On az Egyesitilt Allamok tertiletén kiviil él, ,beleértve Ausztraliat, Braziliat, Kanadat, Kinat, az
Eurépai Uniot (,EU”), Indiat, Japant, Mexikoét, Uj-Zélandot, Perut, a Flldp-szigeteket, Szingapurt,

Del-Afrikat, Thaifoldet, Torokorszagot vagy az Egyestlt Kiralysagot (,UK") (egylttesen ,nem az
USA-ban €16 személyek”), akkor az alabbiak is vonatkoznak Onre:
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Az Ont személyes adatai kapcsan megilleté jogok

A helyi adatvédelmi tdrvények értelmében Onnek bizonyos jogai lehetnek személyes adatai
tekintetében, beleértve a bizalmas személyes adatokat is. Az On lakohelye szerinti orszagban
alkalmazando jogszabalyok altal el6irt korlatozasok és kivételek figyelembevételével Onnek
jogaban allhat:

Hozzaférést kérni a személyes adataihoz, vagyis azt kérni a Vallalattdl, hogy
szolgaltassanak Onnek masolatot a személyes adatairol;

Arra kérni a Véllalatot, hogy frissitse, helyesbitse vagy torolje (,az elfeledtetéshez vald
jog”) személyes adatait, vagyis helyesbitse a hianyos vagy pontatlan személyes adatokat,
vagy tordlje személyes adatait;

Barmikor visszavonni a személyes adatainak feldolgozasahoz korabban adott
hozzajarulasat.

o Tovabbi informéciok a hozzajarulas visszavonasahoz vald jogrol: Ha a Sensient a
hozzajarulasat kéri személyes adatainak feldolgozasahoz, és On megadja ezt a
hozzajarulast, az alabbi elérhetéségeken vonhatja vissza. A visszavonas nem
érinti a visszavonas el6tti hozzajarulason alapul6 adatkezelés jogszerliségét, és a
Sensient mindaddig megérzi az On &ltal a hozzajarulas visszavonasa el6tt
megadott adatokat, amig az alkalmazandd jogszabalyok ezt megengedik vagy
eléirjak. Ezen tulmenéen, ha a Sensientnek van mas térvényes jogalapja az On
személyes adatainak az On hozzajarulasa nélkili feldolgozasara, akkor e masik
torvényes jogalapra hivatkozva folytathatiuk az On személyes adatainak
feldolgozasat.

Bizonyos helyzetekben személyes adatai feldolgozasanak korlatozasat kérni, példaul
amig a személyes adatok pontossagaval kapcsolatos vita rendezésre nem kerdl.

Kérni az adatok hordozhatéva tételét.
o Tovabbi informéciok az adathordozhatésaghoz valé jogrol: Bizonyos korlatozasok
mellett az adathordozhatésaghoz val6 jog értelmében arra kérheti a Vallalatot,
hogy elektronikus formaban kildje el Onnek vagy egy harmadik félnek a
Vallalatnak On altal atadott személyes adatok masolatat

Tiltakozni a személyes adatai feldolgozasa ellen.

o Tovébbi informéaciok a tiltakozashoz vald jogrol: Onnek jogaban all tiltakozni
személyes adatainak kizardlag a Vallalat jogos érdekei alapjan torténé
feldolgozasa ellen. Ha ilyen kdrilmények kodzott kifogast emel, személyes
adatainak feldolgozasa ledllitasra keril, kivéve, ha a feldolgozas folytatasara
nyomos, kényszerit6 ok all fenn, vagy a feldolgozas jogi igények
megallapitasahoz, érvényesitéséhez vagy védelméhez sziikséges.

Egyéb jogok. Az alkalmazandd korlatozasok és kivételek figyelembevételével
Onnek jogaban allhat tovabba:
o Megerdsitést kérni a személyes adatai feldolgozasarél.
o Ledllitani vagy megakadalyozni személyes adatai feldolgozasat.
o Kérni személyes adatai anonimizalasat, zarolasat vagy torlését, amennyiben azok
feleslegesek, tulzott mértéklek, elavultak vagy hamisak, vagy a torvényt sértd
modon kerdltek feldolgozasra.
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o Arra kérni a Vallalatot, hogy azonositsa azokat a kéz- és maganszervezeteket,
amelyeknek a Vallalat az On személyes adatait tovabbitotta, vagy amelyekkel a
Vallalat az On személyes adatait tartalmazé kéz6s adatbéazist hasznalt.

o Atdrokorszagi lakosokat a személyes adatok védelmérdl szold 6698. szamu térok
torvényben felsorolt, és a fentiekben nem emlitett tovabbi jogok is megilletik

Az Ont megilletd jogok gyakorlasa

A fent emlitett jogai gyakorlasahoz kérjik, nyujtson be ellenérizhetd kérelmet résziinkre a
kdvetkezé modon:

e Hivion fel minket az 1-800-222-4904-es ingyenes Egyesiilt Allamokbeli
telefonszamon, vagy a +1.414.271.6755-0s nemzetkozi telefonszamon

e Kuildjén e-mailt a dpo@sensient.com cimre.

A Vallalat az alkalmazandé adatvédelmi jogszabalyoknak megfeleléen valaszol az ilyen
kérelmekre.

Tovabbi joghatésag-specifikus informacidk

Ha ugy véli, hogy személyes adatai feldolgozasa megsértette az alkalmazandé adatvédelmi
torvényeket, panaszt tehet a lakhelye, munkahelye vagy a jogsértés vélt helye szerinti
adatvédelmi hatésagnal.

Ha On Braziliaban éI: Ha kérdése van a jelen Nyilatkozattal vagy személyes adatainak
kezelésével kapcsolatban, forduljon az adatvédelmi tisztvisel6héz (felelés személy) a
dpo@sensient.com cimen. A fenti 7. szakaszban felsorolt nemzetkdzi adattovabbitasok leirasan
tulmenden a Vallalat atadhatja az On személyes adatait a Sensient véllalatcsoport mas tagjainak,
ahol az arra jogosult tagok a fenti 4. szakaszban meghatarozott célokbdl feldolgozhatjak az On
személyes adatait. Az adatatvitel e-mailben vagy a Vallalat vagy egy felhatalmazott szolgaltato
informacios rendszerében tarolt adatokhoz valé tavoli hozzaférés formajaban torténhet. A fogado
felek a fenti 8. szakaszban leirt id8szakban taroljak az atadott személyes adatokat. Ont a fent
ismertetett jogok illetik meg a személyes adatainak a vallalatcsoport tagjai altali feldolgozasaval
kapcsolatban, és ezeket a jogokat a fent leirtak szerint gyakorolhatja.

Ha On Németorszagban él: Ha kérdése van a jelen Nyilatkozattal vagy személyes adatainak
kezelésével kapcsolatban, forduljon a Vallalat adatvédelmi tisztvisel6jéhez a dpo@sensient.com
cimen. Az EU lakosai itt talalhatiak meg az illetékes adatvédelmi hatdésag elérhetéségét:
https://edpb.europa.eu/about-edpb/board/members_en.

Ha On Indigban él: A fenti elérhetéségeken keresztll panaszt tehet a Vallalatnal személyes
adatainak feldolgozasaval kapcsolatban, és sziikség esetén az indiai adatvédelmi hatésaghoz
fodulhat.

Ha On Japéanban él: A harmadik orszagoknak a személyes adatok kezelésére alkalmazando
jogszabalyairdl sz6l6 informacidkat ezen az oldalon talalja, az adott orszagra vagy joghatésagra
kattintva:https://www.ppc.go.jp/enforcement/infoprovision/laws/.

Ha On Quebecben, Szingapurban vagy Dél-Afrikaban él: Ha kérdése van a jelen Nyilatkozattal
vagy személyes adatai kezelésével kapcsolatban, felveheti a kapcsolatot az adatvédelmi
tisztvisel6vel a dpo@sensient.com cimen. A Dél-afrikai Informaciéos Szabalyozé Hatésaggal itt
Iéphet kapcsolatba: https://inforegulator.org.za/.
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11.A NYILATKOZATOT ERINTO VALTOZASOK

A jelen Nyilatkozatot rendszeresen felllvizsgaljuk, és barmikor moddosithatjuk az Uzleti
tevékenységinket, a jogi kdvetelményeket vagy a személyes adatok feldolgozasanak maédjat
érinté valtozasokkal dsszhangban. A frissitéseket ezen a weboldalon tesszik kézzé, és adott
esetben észszerli moédon értesitjiik Ont a valtozasokrol. Rendszeresen olvassa at a jelen
Nyilatkozatot, hogy tisztaban legyen azzal, hogyan gydijtjik és hasznaljuk fel személyes adatait.

12. KAPCSOLATFELVETEL
Ha kérdései, aggalyai vagy panasza van a jelen Globalis adatvédelmi nyilatkozattal vagy az

adatok feldolgozasaval kapcsolatban, kérjik, vegye fel a kapcsolatot Greg Rankkal a
greg.rank@sensient.com e-mail cimen vagy a (01) 414-271-6755 telefonszamon.

Sensient Technologies: 1A szint — Ugyvédlgs Ggyfél kozotti titoktartdsi kotelezettség



	Az Önt személyes adatai kapcsán megillető jogok

