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AVIS MONDIAL DE CONFIDENTIALITÉ DE SENSIENT TECHNOLOGIES 
CORPORATION 

Date d’entrée en vigueur : 1 er janvier 2026 

Sensient Technologies Corporation et ses filiales, divisions et affiliés (collectivement, 
« Sensient » ou « nous » ou « notre » ou « nos ») s’engagent à protéger votre vie privée. Cet 
Avis mondial de confidentialité décrit comment nous collectons, utilisons, divulguons, transférons 
au-delà des frontières et traitons autrement (collectivement, « traitons ») vos informations 
personnelles. Cet Avis décrit également vos choix concernant la manière dont nous gérons vos 
informations personnelles et la manière d'exercer ces choix, la manière dont nous protégeons 
vos informations personnelles, ainsi que la manière dont vous pouvez nous contacter concernant 
nos pratiques en matière de confidentialité. 

Le terme « informations personnelles » tel qu’utilisé dans cet Avis désigne, sauf indication 
contraire, toute information relative à ou à propos d’une personne physique identifiée ou 
identifiable. 

Cet avis contient les sections suivantes :  

1. Portée du présent Avis 
2. Informations personnelles que nous collectons 
3. Cookies et autres informations collectées automatiquement sur le site web 
4. Sources d’informations personnelles 
5. Comment nous utilisons les informations personnelles 
6. Comment nous divulguons les informations personnelles 
7. Transferts d’informations personnelles à l'international 
8. Combien de temps conservons-nous les informations personnelles 
9. Comment nous protégeons les informations personnelles 
10. Informations supplémentaires spécifiques à votre région 
11. Modifications du présent Avis 
12. Comment nous contacter 

1. PORTÉE DE CET AVIS  

Vous pouvez interagir avec Sensient en ligne et hors ligne pour diverses raisons. Cet avis 
s’applique aux informations personnelles que nous traitons lorsque vous visitez nos sites web, y 
compris https://www.sensient.com/, https://sensientflavorsandextracts.com/, et 
https://na.sensientfoodcolors.com/,  ou nos applications, car elles peuvent être modifiées, 
déplacées ou redirigées de temps à autre (ensemble, le « Site Web »), ainsi que lorsque vous 
interagissez avec nous d’autres manières, comme lorsque vous utilisez l’un de nos services, 
communiquez avec nous ou assistez à un événement que nous organisons.  

Cet Avis s’applique également aux informations personnelles que la Société peut recueillir auprès 
des personnes suivantes ou  concernant ces personnes : (1) les candidats à un emploi, dans le 
cadre de leur candidature auprès de la Société via le site de carrières de Sensient 
(« Candidats ») ; et (2) les représentants corporatifs des clients, fournisseurs, prestataires, 
partenaires commerciaux et autres personnes aux fins de la conduite de nos activités 
commerciales, telles que la contractualisation et la facturation (« Contacts professionnels »). Sauf 
lorsque le présent Avis fait référence à une ou à plusieurs catégories d’individus en particulier, il 
s’applique collectivement à toutes les catégories d’individus mentionnées ci-dessus. 

https://www.sensient.com/
https://sensientflavorsandextracts.com/z
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Sauf en ce qui concerne les candidats, cet Avis ne s’applique pas aux informations personnelles 
traitées par la Société en tant qu’employeur, y compris les informations personnelles des 
employés actuels ou anciens de la Société. Sensient maintient des politiques distinctes, si et dans 
la mesure requise par la loi, en ce qui concerne le traitement des informations personnelles par 
la Société en sa qualité d’employeur. 

Identification du Responsable des données  

Selon votre localisation, le « responsable des données » ou « l’entreprise » responsable du 
traitement de vos informations personnelles sera différent. L’entité Sensient dont vous visitez le 
site web ou le lieu physique, l’événement auquel vous assistez ou le service que vous utilisez est 
le responsable des données concernant le traitement de vos informations personnelles collectées 
en lien avec la visite, l’événement, le service ou la relation commerciale. Une liste complète des 
entités Sensient et leurs coordonnées est disponible ici.  

Sites tiers  

Notre site Web peut inclure des liens vers des sites ou des applications exploités par des tiers 
(« Sites tiers ») ainsi que des modules complémentaires provenant de ceux-ci. Sensient ne 
contrôle aucun site tiers et n’est pas responsable des informations personnelles qu’ils pourraient 
collecter. Les pratiques de collecte de données des sites tiers sont régies par leurs politiques de 
confidentialité. Si vous choisissez d’accéder à un site tiers depuis notre site web, veuillez 
consulter la politique de confidentialité de ce site pour en savoir plus sur le traitement de vos 
informations personnelles par ce site. 

Conformité à la loi sur la protection de la vie privée des enfants en ligne  

Nous ne recueillons pas d’informations auprès de personnes de moins de 16 ans. Les produits 
et/ou services que nous proposons, ainsi que notre site web, sont tous destinés aux personnes 
âgées d’au moins 16 ans. Si vous avez moins de 16 ans, vous n’êtes pas autorisé à utiliser notre 
site web. 

2. INFORMATIONS PERSONNELLES QUE NOUS COLLECTONS  

Les types d’informations personnelles que nous collectons varient selon la raison pour laquelle 
vous interagissez avec nous et peuvent inclure les éléments suivants :  

(1) Identifiants : tels que votre nom, adresse postale, adresse e-mail, numéro de téléphone, 
et si vous vous inscrivez pour un compte sur notre site Web, des informations de compte 
telles que votre nom d’utilisateur.  

(2) Informations professionnelles ou liées à l’emploi : telles que le nom de votre 
employeur ou de votre entreprise, le titre de poste, les coordonnées professionnelles 
(adresse e-mail professionnelle, adresse postale et numéro de téléphone), ainsi que 
d’autres informations nécessaires pour gérer la relation entre Sensient et votre employeur. 
Pour les candidats, cela inclut les langues parlées et les compétences, l’expérience en 
logiciels, les adhésions professionnelles, les résumés des points forts et des domaines 
techniques d’expertise, l’historique professionnel (par ex., anciens employeurs et postes 
occupés, dates, lieux, superviseurs, responsabilités), les informations sur le CV et la lettre 
de motivation, les références et informations obtenues auprès d’eux, ainsi que le parcours 
scolaire (par ex., certificats et diplômes obtenus).  

https://www.sensient.com/contact-us
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(3) Informations commerciales : telles que les dossiers de produits et services achetés 
auprès de Sensient, ainsi que les informations relatives aux événements Sensient 
auxquels vous avez assisté ou auxquels vous vous êtes inscrit. 

(4) Informations sur Internet ou autres activités électroniques : telles que votre adresse 
IP ou identifiant unique de l’appareil, ainsi que d’autres informations, telles que les 
caractéristiques du navigateur, les préférences linguistiques, les détails du système 
d’exploitation, les adresses URL de référence, la durée des visites ou les pages 
consultées. Lorsque vous consultez notre site web, cela inclut également les cookies et 
autres informations collectées via la technologie, décrites plus en détail dans la Section 3 
du présent Avis ci-dessous.  

(5) Données sensorielles ou de surveillance : y compris les messages vocaux et 
enregistrements des appels passés à nos services d'assistance clientèle, ainsi que des 
enregistrements de vidéosurveillance captés par le matériel dans nos locaux. 

(6) Informations générales et anti-fraude réservées aux contacts professionnels 
seulement : telles que l’inclusion sur une liste de sanctions ou sur une liste publique de 
dirigeants disqualifiés,  l’existence d’infractions pénales antérieures ou présumées, ou la 
confirmation d’un casier judiciaire vierge, des informations relatives à des personnes 
politiquement exposées (« PPE »), uniquement lorsque (i) ces informations sont 
applicables dans le contexte du produit ou service que vous avez demandé ; (ii) nous 
sommes autorisés par la loi à collecter ces informations ; et (ii) nous avons obtenu votre 
consentement, selon le cas. 

(7) Préférences marketing et communication : telles que les produits qui vous intéressent, 
les préférences marketing, ainsi que des informations sur vos interactions et réponses à 
nos communications marketing.  

(8) Retour sur la communication ou autres informations fournies : y compris le contenu 
de la correspondance avec nous, les interactions sur les réseaux sociaux avec notre 
présence sur les réseaux sociaux ; les commentaires fournis via des chatbots, des 
formulaires de retour d’information ou des enquêtes soumises à notre attention ; ou toute 
information que vous nous communiquez volontairement, par exemple à travers des 
formulaires que vous remplissez, lorsque vous assistez à nos conférences, ou lorsque 
vous contactez les services d’assistance clientèle.  

(9) Inférences : par exemple, des informations sur vos préférences, caractéristiques, 
prédispositions, historique d’achat ou autres tendances qui nous aident à identifier les 
produits qui pourraient vous intéresser. 

(10) Informations sur la candidature uniquement pour les candidats : telles que des 
informations sur votre éligibilité à travailler dans le pays où vous postulez, vos attentes 
salariales, ainsi que toute autre information fournie au cours de votre candidature ou lors 
d’un entretien. 

(11) Antécédents criminels uniquement pour les candidats : Nous, ou une société tierce 
de vérification des antécédents sous notre direction, pouvons consulter les antécédents 
criminels pour obtenir des informations sur les condamnations, mais uniquement avec 
votre consentement et dans la mesure permise par la loi applicable. 

Informations supplémentaires que nous recueillons sur les candidats 
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Lorsque vous postulez à un poste aux États-Unis, ou que vous indiquez les États-Unis comme 
lieu préféré lors de l’enregistrement de votre profil, vous aurez l’opportunité de fournir des 
informations sur votre classification protégée, c’est-à-dire, le genre, la race/origine ethnique et/ou 
le statut de vétéran afin que nous puissions effectuer un suivi de l’égalité des chances. La 
fourniture de ces informations est entièrement volontaire. Si vous refusez de fournir ces 
informations, votre ou vos candidature(s) ne seront en aucun cas affectées. Si vous choisissez 
de fournir ces informations, vous consentez à ce que nous les utilisions à des fins de suivi de 
l’égalité des chances en matière d’emploi. Ces informations seront conservées et stockées de 
manière anonyme et ne seront pas utilisées pour évaluer votre candidature à un emploi, ni pour 
déduire des caractéristiques vous concernant. Si la Société procède à un examen médical après 
l’offre ou si vous demandez un aménagement dans le cadre du processus d’embauche, nous 
pouvons également recueillir des informations médicales à votre sujet. 

Sauf indication contraire ci-dessus, nous ne demanderons ni ne collecterons autrement des 
informations sur votre santé, votre origine raciale ou ethnique, vos opinions politiques, vos 
croyances religieuses ou philosophiques, votre appartenance syndicale, votre orientation 
sexuelle, ni vos informations génétiques ou biométriques via votre candidature en ligne ou 
pendant le processus de candidature, sauf si la loi, à titre d'exception, nous y oblige.  

3. LES COOKIES ET AUTRES INFORMATIONS SONT COLLECTES 
AUTOMATIQUEMENT SUR LE SITE WEB  

Lorsque vous consultez notre site web, nous pouvons collecter automatiquement différents 
cookies et autres informations via la technologie afin d’améliorer notre capacité à vous servir. 

I. Qu’est-ce que les cookies ?  

Les cookies sont de petits fichiers téléchargés sur votre appareil lorsque vous visitez un site web. 
Le cookie renvoie ensuite les informations au site d’origine ou à un autre site qui reconnaît ce 
cookie.  

Les cookies sont utiles car ils permettent à un site web de reconnaître l’appareil d’un utilisateur. 
Les cookies remplissent de nombreuses tâches différentes, comme vous permettre de naviguer 
efficacement entre les pages, de mémoriser vos préférences et, en général, d’améliorer 
l’expérience utilisateur. Vous pouvez trouver plus d’informations sur les cookies aux adresses 
suivantes : www.allaboutcookies.org et www.youronlinechoices.eu. 

II. Cookies que nous utilisons et pourquoi nous les utilisons 

a. Catégories de cookies  

i. Nos cookies sont catégorisés par fonction : 

Nous utilisons cinq types de cookies sur notre site Web : 

• Cookies essentiels : Ce sont des cookies strictement nécessaires au fonctionnement du 
site web ou à l'exécution de services demandés par un utilisateur. Quelques exemples de 
fonctions effectuées par les cookies essentiels sont les cookies qui se souviennent des 
actions précédentes (par ex., le texte saisi) lors de la navigation vers une page dans la 
même session. 

• Cookies analytiques : Ces cookies recueillent des informations sur la manière dont les 
visiteurs utilisent un site web, par exemple sur quelles pages les visiteurs se rendent le 

http://www.allaboutcookies.org/
http://www.youronlinechoices.eu/
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plus souvent, et s’ils reçoivent des messages d’erreur provenant des pages web. Ces 
cookies sont uniquement utilisés pour améliorer le fonctionnement du site web. 

• Cookies fonctionnels : Ces cookies permettent au site de mémoriser les choix faits par 
les utilisateurs et de proposer des fonctionnalités personnalisées et améliorées. Par 
exemple, sur notre site web, ces cookies mémorisent les préférences linguistiques des 
utilisateurs. 

• Cookies de ciblage/publicité : Les cookies de ciblage/publicité sont des cookies utilisés 
pour diffuser des publicités pertinentes à l’utilisateur. Par exemple, nous utilisons des 
cookies qui mémorisent ce que vous avez vu sur notre site afin de vous proposer des 
publicités pertinentes pour des produits qui pourraient vous intéresser. Nous utilisons 
également des cookies qui nous indiquent si vous avez vu une publicité et interagi avec 
elle, en cliquant dessus par exemple. 

• Cookies de partage social : Ces cookies donnent accès aux réseaux sociaux et peuvent 
collecter des informations personnelles liées à l’utilisation de ces réseaux par l’utilisateur. 
Par exemple, nous utilisons des cookies qui partagent avec d’autres personnes sur votre 
réseau Facebook que vous avez visité notre site web. 

ii. Nos cookies sont catégorisés par persistance : 

Les cookies peuvent également être catégorisés selon la durée de leur présence sur votre 
appareil. Il existe deux grandes catégories de durée : 

• Cookies persistants : Les cookies persistants restent sur votre appareil jusqu’à leur 
suppression manuelle ou automatique. 

• Cookies de session : Les cookies de session restent sur votre appareil jusqu’à ce que 
vous fermiez votre navigateur, moment où ils sont automatiquement supprimés. 

Nous utilisons à la fois des cookies persistants et des cookies de session.  

iii. Autres types de traceurs : 

Nous incluons de petites images graphiques ou d'autres codes de programmation web, appelés 
balises web (également connues sous le nom de « pixel tags », « web bugs » ou « GIF 
transparent »), sur le site Web. Les balises web sont des graphiques minuscules avec un 
identifiant unique. Ils servent à suivre les déplacements en ligne des utilisateurs du web. 
Contrairement aux cookies, qui sont stockés sur le disque dur de l’ordinateur de l’utilisateur, les 
balises web sont intégrées de manière invisible sur les pages web et ont à peu près la taille du 
point à la fin de cette phrase.   

b. Informations recueillies par nos cookies :  

Nos cookies recueillent plusieurs types d’informations, notamment des informations sur votre 
utilisation de notre site web, des détails sur votre appareil et votre adresse IP. L’utilisation de notre 
site web peut inclure le moment auquel votre appareil accède à notre site, la page que vous 
visitez, le temps passé sur chaque page, ainsi que les liens sur lesquels vous cliquez. Les cookies 
peuvent également collecter le lien qui vous a mené à notre site web et à la page web que vous 
visitez après avoir quitté notre site. 

Les détails concernant votre appareil peuvent inclure le type de navigateur utilisé pour accéder 
au site web, la version de ce navigateur et le type d’appareil que vous utilisez. 
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Une adresse IP est le numéro attribué à votre appareil, par exemple votre ordinateur portable ou 
téléphone mobile, lorsque votre appareil accède à Internet. Votre appareil peut avoir une adresse 
IP statique, ce qui signifie que votre appareil a toujours la même adresse IP. Ou bien il peut avoir 
une adresse IP dynamique, ce qui signifie que l’adresse IP change à chaque accès à Internet.  

Dans la mesure où les adresses IP sont des informations personnelles selon la législation 
applicable sur la protection des données, nous les considérons comme des informations 
personnelles. Nous ne recueillons aucune autre information personnelle via des cookies sur le 
site web. Si nous lions les informations recueillies via les cookies à toute information personnelle 
que vous nous fournissez via le site web, par ex., en envoyant un formulaire, nous considérons 
également ces informations comme des informations personnelles. 

c. Emplacement du traitement de l’information : 

Les informations collectées par nos cookies sont traitées sur des serveurs situés aux États-Unis.  

III. Vos choix 

Dans certaines juridictions, lorsque vous visitez notre site web, vous recevrez une notification en 
bannière indiquant la présence de cookies. En cliquant ou en tapant sur « Accepter tout », vous 
acceptez l’utilisation de ces cookies comme il est décrit ici. 

Il existe des logiciels qui peuvent gérer les cookies pour vous. De nombreux navigateurs Web 
vous permettent d’utiliser une fonction « Ne pas suivre » pour informer les sites Web et les 
réseaux publicitaires que vous ne souhaitez pas que vos activités en ligne soient surveillées. Pour 
plus d’informations sur les signaux de suivi dans le navigateur et le mode « Ne pas suivre », 
veuillez visiter http://www.allaboutdnt.org/. 

4. SOURCES D’INFORMATIONS PERSONNELLES  

Nous pouvons recueillir des informations personnelles à votre sujet auprès des sources 
suivantes : 

• Directement de votre part : par exemple, lorsque vous utilisez notre site Web, demandez 
des informations, commandez ou utilisez nos produits ou services, vous inscrivez ou 
assistez à un événement, ou communiquez directement avec nous. Pour les candidats, 
nous pouvons également recueillir des informations personnelles à votre sujet lorsque 
vous soumettez une candidature ou lorsque vous les fournissez au cours du processus 
de candidature et d'entretien.  

• De votre employeur ou représentant : pour les contacts professionnels, nous pouvons 
recueillir des informations personnelles à votre sujet auprès de votre employeur ou de 
l’entreprise à laquelle vous êtes affilié, afin de fournir nos produits et services. 

• Sociétés affiliées : par exemple, lorsqu’elles assistent d’autres entreprises du groupe 
Sensient à vous fournir nos produits et services. 

• Prestataires de services et fournisseurs : par exemple, les fournisseurs d’analytique 
ou d’informatique.  

• Des technologies automatisées : par exemple, via des cookies sur notre site Web 
(comme décrit plus en détail dans la Section 3 de cet Avis ci-dessus), ou par des 
technologies de surveillance ou d’enregistrement, telles que la vidéosurveillance dans les 
installations de la Société.  

http://www.allaboutdnt.org/
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• Sources publiques sur Internet : par exemple, les réseaux sociaux, les profils publics 
et d’autres sources publiques en ligne. 

• Les dossiers publics, par exemple, les dossiers judiciaires, ainsi que les organismes 
d’accréditation et de délivrance de licences. Pour les contacts professionnels, nous 
pouvons également recueillir des informations personnelles à votre sujet à partir de bases 
de données anti-fraude, de listes de sanctions, d’agences gouvernementales et d’autres 
sources de données accessibles au public. 

• Références et prestataires de vérification des antécédents : Pour les candidats, nous 
pouvons recueillir des informations personnelles à votre sujet auprès de recruteurs, de 
références d’emploi ou d’agences de placement.  Nous pouvons également faire appel à 
des prestataires de vérification des antécédents pour vérifier les emplois antérieurs, les 
certifications, la formation et l’identité, et, avec votre consentement et dans la mesure 
autorisée par la loi applicable, fournir un rapport sur les antécédents criminels.  

5. COMMENT NOUS UTILISONS DES INFORMATIONS PERSONNELLES  

Selon la nature de votre interaction avec Sensient (par ex., Contact professionnel, Demandeur 
ou lors de l’utilisation de notre site Web), nous pouvons utiliser les catégories d’informations 
personnelles indiquées à la Section 2 de cet Avis aux fins suivantes, et sur la base des 
fondements juridiques suivants (lorsque ces fondements juridiques sont requis par la loi 
applicable pour le traitement de vos informations personnelles) : 

Catégorie 
d’informations 
personnelles 

Objectifs d’utilisation Fondement juridique 

1, 2, 3, 4, 8 Vous fournir nos produits et 
services 

Conclure un contrat avec vous ou l’entreprise que 
vous représentez, et remplir nos obligations en 
vertu de ce contrat. 
Pour poursuivre nos intérêts commerciaux 
légitimes en gérant notre relation avec nos clients, 
fournisseurs et vous-même.  

1, 2, 3, 7, 8 Pour communiquer avec 
vous 

Conclure un contrat avec vous ou l’entreprise que 
vous représentez, et remplir nos obligations en 
vertu de ce contrat. 
Pour poursuivre nos intérêts commerciaux 
légitimes en gérant notre relation avec nos clients, 
fournisseurs et vous-même. 
Pour respecter nos obligations légales. 

1, 2, 3, 4, 8, 9 Pour la recherche et le 
développement, ainsi que 
pour améliorer nos produits 
et services, et développer 
de nouveaux produits et 
services 

Pour poursuivre nos intérêts commerciaux 
légitimes dans le maintien et l’amélioration de la 
qualité de nos produits et services 

1, 2, 3, 4, 7, 8, 9 Pour vous fournir des 
informations publicitaires et 
marketing sur nos produits 

Pour poursuivre nos intérêts commerciaux 
légitimes en commercialisant nos produits et 
services, en faisant croître notre activité et en 
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et services, y compris vous 
informer des événements. 

gérant nos relations avec nos clients, fournisseurs 
et vous. 

1, 2, 3, 4, 7, 8, 9 Pour améliorer votre 
expérience avec nos 
produits et services et 
personnaliser votre 
expérience en ligne. 

Pour poursuivre nos intérêts commerciaux 
légitimes dans le maintien et l’amélioration de la 
qualité de notre site Web, de nos produits et de 
nos services 

1, 2, 3, 4, 5, 7, 8, 
9 

Pour le service à la clientèle Remplir nos obligations en vertu de notre contrat 
avec vous ou l’entreprise que vous représentez. 
Poursuivre nos intérêts commerciaux légitimes 
dans le maintien et l’amélioration de la qualité de 
notre site Web, de nos produits et services, et la 
gestion de notre relation avec nos clients, 
fournisseurs et vous. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Gérer et protéger notre 
entreprise et notre site Web 
(y compris le dépannage, 
l’analyse, les tests, la 
maintenance, le support, la 
déclaration et 
l’hébergement des 
données, ainsi que la 
prévention de la fraude et 
des abus). 

Pour poursuivre nos intérêts commerciaux 
légitimes en maintenant et en améliorant la qualité 
de notre site Web, et en protégeant notre activité.  
Pour respecter nos obligations légales. 

1, 2, 3, 4, 7, 8, 9 Mener des analyses clients, 
des études de marché et 
des groupes de discussion, 
y compris la création de 
supports promotionnels, la 
collecte de retours clients et 
la réalisation d’enquêtes de 
satisfaction client 

Poursuivre nos intérêts commerciaux légitimes 
dans le maintien et l’amélioration de la qualité de 
notre site Web, de nos produits et services. 

1, 2, 3, 4, 6, 7, 8, 
9, 10 

En lien avec une vente, une 
fusion ou la réorganisation 
de notre entreprise 

Pour poursuivre nos intérêts commerciaux 
légitimes dans les transactions corporatives et 
pour protéger nos intérêts juridiques. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Pour protéger les droits, les 
biens ou la sécurité de la 
Société, de vous, ou 
d’autres, y compris pour  
entreprendre des contrôles 
anti-fraude, sanctions, anti-
blanchiment d’argent et 
autres de façon à vous 
protéger contre les activités 
frauduleuses, suspectes ou 
autres activités illégales 

Poursuivre nos intérêts commerciaux légitimes en 
protégeant notre entreprise. 
Respecter nos obligations contractuelles et autres 
obligations légales, exercer les droits de la 
Société ou se défendre contre des réclamations 
juridiques.  
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1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

Signaler les actes criminels 
présumés aux forces de 
l’ordre et coopérer aux 
enquêtes. 

Poursuivre nos intérêts commerciaux légitimes en 
protégeant notre entreprise et exercer les droits 
de la Société. 

1, 2, 3, 4, 5, 6, 7, 
8, 9, 10 

À des fins de tenue de 
registres, et pour garantir le 
respect des lois et 
obligations réglementaires 
applicables. 

Poursuivre nos intérêts commerciaux légitimes en 
protégeant notre entreprise.  
Respecter nos obligations contractuelles et autres 
obligations légales.  

1, 2, 4, 8, 10, 11 Évaluer vos qualifications 
ou votre aptitude à l’emploi 
au sein de la Société, et 
aux fins de recrutement 
connexes.  

Déterminer s’il faut conclure un contrat de travail 
avec vous et (si vous êtes embauché) remplir 
notre obligation en vertu de cet accord.  
Poursuivre nos intérêts commerciaux légitimes en 
recrutant du personnel approprié. 

  
Votre consentement 

Lorsqu’aucun de ces fondements juridiques ne s’applique, ou lorsque la loi applicable exige votre 
consentement pour le traitement décrit dans cet Avis, Sensient s’appuie sur votre consentement 
pour le faire. En vertu de la législation sur la protection des données de certaines juridictions, en 
fournissant vos informations personnelles à Sensient en tant que responsable des données, vous 
consentez à ce que nous traitions vos informations personnelles comme décrit dans l’Avis, 
susceptible d’être modifié de temps à autre. À mesure que notre entreprise évolue, cet Avis peut 
être modifié ; veuillez consulter cette page régulièrement afin de vous assurer de bien 
comprendre la manière dont vos informations personnelles seront traitées. Lorsque le traitement 
de vos informations personnelles nécessite un consentement explicite, comme lors de la collecte 
de vos informations personnelles sensibles dans certaines juridictions, la Société vous fournira 
un avis distinct et demandera votre consentement explicite. 

Veuillez comprendre que vous n’êtes pas obligé de fournir vos informations personnelles à la 
Société. Cependant, si vous ne fournissez pas vos informations personnelles, ou si vous refusez 
ou retirez votre consentement au traitement lorsque votre consentement est requis, la Société 
pourrait ne pas être en mesure de : (1) vous fournir certains services et peut être tenue de mettre 
fin aux services actuellement fournis à vous ou à la Société que vous représentez ; ou (2) prendre 
votre candidature en considération pour un emploi. 

Vous avez peut-être le droit, en vertu de la loi applicable, de retirer votre consentement. Pour plus 
d’informations sur ce droit, veuillez consulter la Section 10 de cet Avis ci-dessous.  

Pas de prise de décision automatisée  

La Société n’utilise pas les informations personnelles collectées pour la prise de décision 
automatisée, y compris le profilage, qui produisent des effets juridiques ou affectent des individus 
de manière similaire. 

6. COMMENT NOUS DIVULGUONS LES INFORMATIONS PERSONNELLES  

Nous pouvons divulguer des informations personnelles aux catégories de tierces parties 
suivantes pour les objectifs suivants : 
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• Prestataires de services : Nous pouvons divulguer vos informations personnelles aux 
prestataires de services pour nous fournir des services ou en notre nom, et pour nous 
aider à répondre à nos besoins commerciaux ainsi qu’à nos obligations contractuelles et 
légales — par exemple, héberger tout ou partie du site Web, réaliser des analyses ou 
expédier des produits. Les prestataires de services seront autorisés à traiter vos 
informations personnelles uniquement pour les usages pour lesquels elles leur ont été 
divulguées et conformément aux instructions de la Société. 

• Partenaires commerciaux : Nous pouvons partager des informations personnelles avec 
nos partenaires commerciaux afin de nous aider dans la publicité, le marketing et la mise 
à disposition d’informations sur des produits et services susceptibles de vous intéresser 
vous ou votre entreprise. 

o Communications : Les communications que vous nous envoyez via les 
technologies que nous fournissons, par exemple les requêtes envoyées via des 
formulaires en ligne, des chatbots et des barres de recherche sur notre site Web, 
peuvent être partagées en temps réel avec les fournisseurs de services et 
partenaires commerciaux qui supportent ces technologies.  En utilisant ces 
technologies, vous acceptez ce partage de communications.  

• Conseillers professionnels et tiers associés : Par exemple, nous pouvons divulguer 
des informations personnelles à des avocats pour nous aider dans le respect des 
obligations légales, à des auditeurs, des comptables ou des consultants pour nous aider 
à vous fournir des services ou à gérer nos activités. 

• Affiliés d’entreprise : Vos informations personnelles peuvent être divulguées aux affiliés 
d'entreprise de Sensient, par exemple, pour vous fournir nos produits et services ou pour 
vous fournir des informations sur leurs produits et services. 

• Autorités gouvernementales ou agences administratives : Nous pouvons divulguer 
vos informations personnelles, par exemple, aux forces de l’ordre, aux organismes de 
réglementation ou à l'administration fiscale. 

• Autres tierces parties : Nous pouvons divulguer vos informations personnelles à 
d’autres tiers— 

o Lorsque la loi l’exige : par exemple, lorsque nous répondons à des assignations 
à comparaître, des ordonnances judiciaires, des procédures juridiques ou des 
demandes de communication de documents dans des litiges civils. 

o Pour protéger les droits, la propriété ou la sécurité : Si nous estimons que vos 
actions violent la loi applicable, ou menacent les droits, la propriété ou la sécurité 
de la Société, de nos clients ou d’autres personnes. 

o Dans les transactions d’entreprise : Nous pouvons divulguer et transférer vos 
informations personnelles, y compris à un éventuel futur propriétaire ou 
copropriétaire de notre entreprise, notamment dans le cadre d’une fusion 
d’entreprise, d’une consolidation, d’une faillite, de la vente de la totalité ou quasi-
totalité de nos intérêts et/ou actifs détenus, ou de tout autre changement corporatif. 

La Société ne fera les divulgations décrites ci-dessus que dans les limites autorisées par les lois 
en vigueur. 

7. TRANSFERTS D’INFORMATIONS PERSONNELLES A L'INTERNATIONAL  

En raison de la nature mondiale de notre activité et aux fins décrites ci-dessus, nous pouvons 
transférer des informations personnelles à des entités situées dans des pays autres que celui où 
vous résidez, y compris à des entités situées aux États-Unis. Par exemple, nous pouvons 
transférer des informations personnelles à l’international à nos filiales, affiliés, prestataires de 
services, partenaires commerciaux et autorités gouvernementales ou publiques dans un autre 
pays dans le cadre de la fourniture de nos produits et services à nos clients. Les lois de ces pays 
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peuvent offrir un niveau de protection des informations personnelles différent de celui du pays 
dans lequel vous résidez. 

Avant de transférer des informations personnelles à l’étranger, nous prendrons des mesures pour 
garantir un niveau de protection adéquat pour le transfert lorsque la loi applicable l’exige. Cela 
inclut, lorsque la loi applicable l’exige, d'avoir recours à des mécanismes approuvés, tels que des 
clauses contractuelles standard ou d’autres clauses types approuvées pour l’utilisation par les 
autorités compétentes en matière de protection des données. Ces clauses sont des engagements 
contractuels entre entreprises transférant des informations personnelles, les obligeant à protéger 
la confidentialité et la sécurité des informations personnelles transférées. Pour des informations 
spécifiques à chaque juridiction concernant les transferts de données transfrontaliers, veuillez 
consulter la Section 10 ci-dessous. 

8. COMBIEN DE TEMPS CONSERVONS-NOUS LES INFORMATIONS 
PERSONNELLES  

Nos périodes de conservation des informations personnelles sont basées sur les besoins 
professionnels et les exigences légales. Nous conserverons vos informations personnelles aussi 
longtemps que nécessaire pour le ou les traitements pour lesquels elles ont été collectées et pour 
tout autre objectif lié autorisé, y compris ceux décrits dans les politiques de conservation de 
Sensient. Lorsque les informations personnelles, y compris les données sensibles, ne sont plus 
nécessaires ou conservées conformément à nos politiques de conservation, nous anonymisons 
irréversiblement les données (auquel cas nous pouvons continuer à conserver et à utiliser les 
données anonymisées) ou détruisons les données de manière sécurisée. Dans certaines 
juridictions, les informations personnelles peuvent être conservées plus longtemps si vous 
consentez à la conservation ou si la conservation est nécessaire pour respecter une obligation 
légale. Sensient doit examiner périodiquement les informations personnelles en sa possession 
afin de déterminer si la conservation est appropriée. 

Pour les candidats, nous conserverons les informations de tout candidat non embauché pendant 
un an après la décision d’embauche, sauf si (a) le candidat indique que nous pouvons conserver 
les informations dans le dossier jusqu’à ce qu’il demande leur suppression, ou (b) une période de 
conservation plus courte ou plus longue est légalement requise. Ces documents seront conservés 
pour nos besoins internes de tenue de documents et de rapports. Pendant cette période, nous 
pourrons utiliser vos informations personnelles pour prendre votre candidature en considération 
pour des postes autres que celui ou ceux pour lesquels vous avez initialement postulé. Si vous 
souhaitez retirer votre candidature à tout moment pendant cette période de conservation, vous 
pouvez le faire en nous contactant à dpo@sensient.com.  

9. COMMENT SECURISONS-NOUS LES INFORMATIONS PERSONNELLES  

Nous sommes très préoccupés par la sécurité de vos informations personnelles et avons mis en 
place un programme de sécurité pour protéger les informations transmises à nos systèmes contre 
tout accès non autorisé. Vos informations envoyées à notre serveur sécurisé sont protégées par 
la technologie Hypertext Transfer Protocol Secure (HTTPS) et Transport Layer Security (TLS), 
utilisée par de nombreux navigateurs populaires pour sécuriser les transmissions. Cette 
technologie nous permet d’utiliser des outils de chiffrement pour protéger les informations 
transmises entre votre ordinateur et notre serveur. Après avoir reçu vos informations, l’accès à 
celles-ci est limité aux employés qui en ont besoin.   

Malheureusement, aucune transmission de données (sur Internet ou autre) ne peut être garantie 
comme 100 % sécurisée. Bien que nous nous efforcions de protéger vos informations 
personnelles, nous ne pouvons garantir la sécurité de toutes les informations que vous nous 

mailto:dpo@sensient.com
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fournissez, et vous le faites à vos propres risques. Nous vous encourageons à conserver votre 
nom d’utilisateur, votre mot de passe et toutes autres informations de connexion en lieu sûr, car 
vous partagez la responsabilité de maintenir la confidentialité des informations que vous nous 
soumettez. 

10. INFORMATIONS SUPPLEMENTAIRES SPECIFIQUES A VOTRE REGION  

• Personnes résidant en Californie 
• Personnes résidant en dehors des États-Unis 

I. Personnes résidant en Californie  

Cette section ne s’applique qu’aux personnes résidant dans l’État de Californie aux États-Unis 
(« résidents de Californie »), dans la mesure où le traitement de leurs informations personnelles 
par Sensient est soumis à la California Consumer Privacy Act, telle que modifiée par la California 
Privacy Rights Act (la « CCPA »). 

Avis lors de la collecte 

Sensient collecte les catégories d’informations personnelles identifiées à la Section 2 (Quelles 
sont les informations personnelles que nous collectons), ci-dessus, aux fins définies à la Section 
5 (Comment nous utilisons vos informations personnelles), ci-dessus, et conserve les 
informations personnelles pendant la période décrite à la Section 8 (Combien de temps nous 
conservons les informations personnelles), ci-dessus. Nous pouvons « vendre » ou « partager » 
vos informations personnelles, selon la définition de ces termes par la CCPA. Nous ne collectons 
ni ne traitons d’informations personnelles sensibles dans le but d’en déduire des caractéristiques 
à votre sujet. Dans la mesure où vous fournissez à la Société des informations personnelles 
concernant d’autres résidents de Californie, vous êtes responsable de leur communiquer cet avis.  

Informations supplémentaires sur la divulgation d’informations personnelles 

Nous pouvons divulguer vos informations personnelles à des tiers aux « fins commerciales » 
suivantes telles que définies par la CCPA et en complément de la divulgation décrite à la Section 
6 (Comment nous divulguons les informations personnelles), ci-dessus : 

• Prestataires de services : Nous pouvons divulguer n’importe quelle catégorie 
d’informations personnelles énumérées ci-dessus à des prestataires de services dans le 
but commercial de fournir des services au nom de la Société, ainsi que (a) l’audit, y 
compris le comptage des impressions publicitaires, (b) aider à garantir la sécurité et 
l’intégrité, (c) le débogage, (d) l’utilisation temporaire à court terme, (e) les services de 
publicité et de marketing, sauf pour la publicité comportementale intercontextuelle, (f) la 
recherche interne, et (g) les activités visant à maintenir ou améliorer la qualité ou la 
sécurité d’un service ou d’un dispositif. 

• Conseillers professionnels et tiers associés : Nous pouvons divulguer l’une des 
catégories d’informations personnelles énumérées ci-dessus aux prestataires de services 
professionnels énumérés à la Section 6 (Comment nous divulguons les informations 
personnelles), dans le but commercial de vérifier la conformité aux politiques et aux lois 
applicables, en plus de fournir des services pour le compte de la Société. 

• Entreprises affiliées : Nous pouvons divulguer l’une des catégories d’informations 
personnelles mentionnées ci-dessus à d’autres entreprises du groupe corporatif Sensient 
à des fins commerciales telles que : (a) vérifier la conformité aux politiques et lois 
applicables, (b) contribuer à garantir la sécurité et l’intégrité, (c) le débogage, (d) 
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l’utilisation temporaire à court terme, (e) la recherche interne, et (f) les activités visant à 
maintenir ou améliorer la qualité ou la sécurité d’un service ou d’un dispositif. 

Ventes et partage 

Nous ne « vendons » pas vos informations personnelles comme la plupart des gens le 
comprendront, ce qui signifie que nous ne divulguons vos informations personnelles à aucun tiers 
en échange d’un paiement monétaire. Cependant, comme c’est la pratique courante parmi les 
entreprises opérant en ligne, nous pouvons permettre à des tiers de recevoir des informations 
vous concernant via des cookies et d’autres technologies de suivi afin d’analyser et d’optimiser 
nos services, de personnaliser votre expérience en ligne en proposant des publicités plus 
pertinentes pour vous, ainsi que pour la recherche statistique et l’analytique. Ces activités 
peuvent être définies comme la « vente » ou le « partage » d’informations personnelles en vertu 
de la CCPA. La CCPA définit le terme « partage » comme la divulgation d’informations 
personnelles à un tiers à des fins de publicité comportementale intercontextuelle. 

Au cours des 12 derniers mois, nous avons divulgué des informations sur Internet ou d’autres 
activités de réseau électronique à des fournisseurs d’analyses et des annonceurs de réseaux, et 
cette divulgation peut être considérée comme une « vente » ou un « partage » d’informations 
personnelles. Nous divulguons ces informations personnelles afin de pouvoir vous adresser des 
offres marketing et diffuser des publicités personnalisées sur le site Web ainsi que lors d’autres 
interactions que vous avez avec la Société en ligne. 

Nous n’avons aucune connaissance réelle d'avoir vendu ou « partagé » les informations 
personnelles d'enfants de moins de 16 ans au cours des 12 derniers mois et nous n'avons pas 
l'intention de le faire.  

Note sur les informations désidentifiées 

Parfois, Sensient convertit les informations personnelles des résidents de Californie en 
informations désidentifiées en utilisant des mesures raisonnables pour s’assurer que ces 
informations ne peuvent pas être associées à l’individu (« Informations désidentifiées »). Nous 
conservons les informations désidentifiées sous une forme dépersonnalisée et n'essayons pas 
de les réidentifier, sauf si nous essayons de réidentifier ces informations uniquement dans le but 
de vérifier si les processus de désidentification garantissent que les informations ne peuvent pas 
être associées à un individu.  

Vos droits à la vie privée en Californie 

Sous réserve des limitations et exceptions applicables, les résidents de Californie disposent des 
droits suivants en vertu de la CCPA : 

• Droit à l’information : Vous avez le droit de soumettre une demande vérifiable pour des 
éléments spécifiques de vos informations personnelles ainsi que des informations sur la 
collecte, l’utilisation et la divulgation par Sensient de catégories de vos informations 
personnelles. 

• Droit de suppression : Vous avez le droit de soumettre une demande vérifiable de 
suppression des informations personnelles que Sensient a recueillies auprès de vous. 

• Droit de correction : Vous avez le droit de soumettre une demande vérifiable pour 
corriger des informations personnelles inexactes à votre sujet, en tenant compte de la 
nature des informations personnelles et des objectifs de traitement des informations 
personnelles. 
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• Non-Discrimination : Sensient n'exercera pas de discrimination illégalement à votre 
égard pour l’exercice de vos droits à la vie privée en vertu de la CCPA. 

• Droit de refuser la vente/le partage : Vous avez le droit de refuser la vente de vos 
informations personnelles et leur divulgation à des fins de publicité comportementale 
intersectorielle (« partage »). Vous pouvez également mettre en place un paramètre ou 
une extension du navigateur pour communiquer automatiquement vos préférences de 
vente et de partage aux sites que vous visitez.  

Nous respectons votre droit de refuser la vente et le partage de vos informations 
personnelles, tel qu'indiqué par un signal universel de retrait ou le Contrôle mondial de la 
confidentialité (« GPC »). Pour activer le GPC, vous pouvez consulter la page Contrôle 
mondial de la confidentialité à https://globalprivacycontrol.org. Si vous téléchargez un 
navigateur ou une extension prise en charge et exercez vos droits en matière de 
confidentialité avec GPC, nous désactiverons certains cookies tiers sur notre site web 
après que notre site aura détecté un signal GPC. Cependant, si vous visitez notre site 
depuis un autre appareil ou un autre navigateur sur le même appareil, vous devrez vous 
désinscrire ou utiliser un signal de préférence de désinscription pour ce navigateur et/ou 
cet appareil.  

Comment exercer vos droits à la vie privée en Californie 

Sensient répondra aux demandes de connaissance, de suppression et de correction 
conformément à la loi applicable si elle peut vérifier l’identité du demandeur. Vous pouvez 
exercer ces droits de la manière suivante : 

• Appelez le 1-800-222-4904  
• Remplissez le formulaire de demande disponible ici. 

Avis de droit de refuser la vente/le partage 

Pour vous opposer à la vente ou au partage de vos informations personnelles, vous pouvez 
modifier vos paramètres de cookies ou utiliser un signal de préférence de retrait, tel que le 
Contrôle global de la confidentialité (GPC). Sensient traite ces signaux de préférence de retrait 
sans friction. Cela signifie que si vous activez le GPC, Sensient sera automatiquement avisée 
que vous avez choisi de ne pas vendre et partager vos renseignements personnels, et Sensient 
traitera automatiquement le signal de préférence de retrait pour vous exclure de la vente et du 
partage de vos informations personnelles.  

Pour activer le GPC : 

(1) Allez sur Contrôle global de la confidentialité — Prendre le contrôle de votre vie privée. 
(2) Cliquez sur « Commencer ». 
(3) Cliquez sur « Voir tous les téléchargements ». 
(4) Dans « Navigateurs + Extensions », sélectionnez une entreprise participante et cliquez 

sur « Télécharger ». 
(5) Suivez les instructions fournies par la société sélectionnée pour installer son navigateur. 

Si vous avez activé le GPC, nous ne pourrons pas suivre votre activité via le web. Cela peut 
affecter notre capacité à personnaliser les publicités selon vos préférences. Cependant, si vous 
visitez notre site depuis un autre appareil ou un autre navigateur sur le même appareil, vous 
devrez vous exclure de la vente/du partage ou utiliser un signal de préférence d'exclusion pour 
ce navigateur et/ou cet appareil. 

https://globalprivacycontrol.org/
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Comment nous allons vérifier votre demande 

Si vous soumettez une demande pour connaître, supprimer ou corriger des informations, nous 
vérifions votre identité en comparant les informations personnelles que vous nous fournissez avec 
celles que nous conservons dans nos dossiers. Plus la demande présente de risques (par 
exemple, une demande d’informations personnelles spécifiques), plus nous pouvons demander 
d’informations personnelles pour vérifier votre identité. Si nous ne pouvons pas vérifier votre 
identité avec un niveau de certitude suffisant pour répondre en toute sécurité à votre demande, 
nous vous le ferons savoir rapidement et vous expliquerons pourquoi nous ne pouvons pas 
vérifier votre identité. 

Agents autorisés 

Vous pouvez désigner un agent autorisé pour exercer vos droits. Si un agent autorisé soumet 
une demande en votre nom, il doit soumettre avec la demande un document signé par vous 
autorisant l’agent autorisé à soumettre la demande en votre nom. De plus, nous pourrions vous 
demander de suivre la procédure applicable décrite ci-dessus pour vérifier votre identité. Vous 
pouvez obtenir un formulaire « Désignation d’agent autorisé » en nous contactant à l'adresse 
dpo@sensient.com. Sinon, vous pouvez fournir une procuration conforme au Code des 
successions de Californie. 

II. Personnes résidant en dehors des États-Unis  

Si vous résidez en dehors des États-Unis, notamment en Australie, au Brésil, au Canada, en 
Chine, dans l’Union européenne (« UE »), en Inde, au Japon, au Mexique, en Nouvelle-Zélande, 
au Pérou, aux Philippines, à Singapour, en Afrique du Sud, en Thaïlande, en Turquie ou au 
Royaume-Uni (« R.-U. ») (collectivement, « Non résidents des États-Unis »), ce qui suit 
s’applique également à vous :  

Vos droits concernant vos informations personnelles 

Vous pouvez avoir certains droits concernant vos informations personnelles, y compris des 
informations sensibles, sous réserve des lois locales sur la protection des données. Sous réserve 
de limitations et exceptions prévues par la loi applicable à votre pays de résidence, vous pouvez 
avoir le droit de : 

• Demander l’accès à vos informations personnelles, c’est-à-dire demander à la Société de 
vous fournir des copies de vos informations personnelles ; 

• Demander à la Société de mettre à jour, corriger ou supprimer (le « droit à l’oubli ») 
vos informations personnelles, c’est-à-dire de corriger des informations personnelles 
incomplètes ou inexactes ou d’effacer vos informations personnelles ; 

• Retirer votre consentement au traitement de vos informations personnelles, à tout 
moment, lorsque vous aviez préalablement consenti au traitement de vos informations 
personnelles.  

o Plus d’informations sur le droit de retirer son consentement : Si Sensient demande 
votre consentement pour traiter vos informations personnelles et que vous 
consentez, vous pouvez utiliser les coordonnées ci-dessous pour retirer votre 
consentement. Tout retrait n’affectera pas la légalité du traitement fondé sur votre 
consentement avant son retrait, et Sensient continuera de conserver les 
informations que vous nous avez fournies avant le retrait de votre consentement 
aussi longtemps que la loi applicable le permet ou l'exige. De plus, si Sensient 
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dispose d’un autre motif légal pour traiter vos informations personnelles sans votre 
consentement, nous pourrons continuer à traiter vos informations personnelles sur 
la base de ce motif légal alternatif pour le traitement. 

• Demander la restriction du traitement de vos informations personnelles dans certaines 
situations, par exemple lorsqu’un litige concernant l’exactitude des informations 
personnelles est en cours de résolution ; 

• Demander la portabilité des données. 
o Plus d’informations sur le droit à la portabilité des données : Sous réserve de 

certaines limitations, le droit à la portabilité des données vous permet d’obtenir de 
la Société, ou de demander à la Société d’envoyer à un tiers, sous forme 
électronique, une copie de vos informations personnelles que vous avez fournies 
à la Société 

• Objecter au traitement de vos informations personnelles. 
o Plus d’informations sur le droit d’objecter : Vous avez le droit de vous opposer au 

traitement de vos informations personnelles fondé uniquement sur les intérêts 
légitimes de la Société. Si vous vous y opposez dans ces circonstances, le 
traitement de vos informations personnelles sera arrêté sauf s’il existe une raison 
impérieuse et prépondérante de poursuivre le traitement ou si le traitement est 
nécessaire pour établir, exercer ou défendre des revendications juridiques.  

• Autres droits. Sous réserve de limitations et exceptions applicables, vous pouvez 
également avoir le droit :  

o De demander la confirmation du traitement de vos informations personnelles. 
o D'annuler ou de bloquer le traitement de vos informations personnelles. 
o De demander l’anonymisation, le blocage ou l’élimination de vos informations 

personnelles qui sont inutiles, excessives, obsolètes ou fausses, ou traitées en 
violation de la loi. 

o De demander l’identification des entités publiques et privées auxquelles la Société 
a divulgué vos informations personnelles ou avec lesquelles la Société a utilisé 
une base de données partagée contenant vos informations personnelles. 

o Pour les résidents turcs, les droits supplémentaires énumérés dans la loi turque 
n° 6698 sur la protection des données personnelles et non déjà indiqués ci-dessus 

Comment exercer vos droits 

Pour exercer vos droits décrits ci-dessus, veuillez nous soumettre une demande vérifiable soit : 

• En nous appelant gratuitement aux États-Unis au 1-800-222-4904, ou à l’international 
au +1-414-271-6755 

• Ou, en nous envoyant un e-mail à dpo@sensient.com. 

La Société répondra à ces demandes conformément à la législation applicable sur la protection 
des données. 
  
Informations supplémentaires spécifiques à la juridiction 

Si vous pensez que vos informations personnelles ont été traitées en violation de la législation 
applicable en matière de protection des données, vous pouvez déposer une plainte auprès de 
l’autorité de protection des données de votre lieu de résidence, de votre lieu de travail ou du lieu 
où vous pensez que la violation a eu lieu. 
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Si vous résidez au Brésil : Si vous avez des questions concernant cet Avis ou concernant la 
gestion de vos informations personnelles, vous pouvez contacter le responsable de la protection 
des données (la personne responsable), au dpo@sensient.com. En plus de la description des 
transferts internationaux énoncée à la Section 7 ci-dessus, la Société peut transférer vos 
informations personnelles à d’autres membres du groupe corporatif Sensient, où les membres 
autorisés peuvent traiter vos informations personnelles aux fins énoncées à la Section 4 ci-
dessus. Le transfert de données peut se faire sous forme d’un e-mail ou d'accès à distance aux 
informations stockées dans les systèmes d’information de la Société ou d’un prestataire de 
services agréé. Ces bénéficiaires conserveront les informations personnelles transférées 
pendant la période décrite à la Section 8 ci-dessus. Vous bénéficiez des droits décrits ci-dessus 
concernant le traitement de vos informations personnelles par les membres du groupe corporatif 
de la Société et pouvez exercer ces droits comme décrit ci-dessus. 

Si vous résidez en Allemagne : Si vous avez des questions concernant le présent Avis ou 
concernant la gestion de vos informations personnelles, vous pouvez contacter le responsable 
de la protection des données de la Société à l’adresse dpo@sensient.com. Les résidents de l’UE 
peuvent trouver les coordonnées de votre autorité de protection des données ici : 
https://edpb.europa.eu/about-edpb/board/members_en. 

Si vous résidez en Inde : Vous pouvez déposer une plainte auprès de la Société concernant le 
traitement de vos informations personnelles en utilisant les coordonnées ci-dessus, puis, dans la 
mesure nécessaire, contacter le Conseil de protection des données de l'Inde. 

Si vous résidez au Japon : vous pouvez trouver plus d’informations sur les lois des pays tiers 
applicables au traitement des informations personnelles, en cliquant sur le pays ou la juridiction 
concernée indiquée sur cette page : https://www.ppc.go.jp/enforcement/infoprovision/laws/. 

Si vous résidez au Québec, à Singapour ou en Afrique du Sud : Si vous avez des questions 
concernant cet Avis ou concernant la gestion de vos informations personnelles, vous pouvez 
contacter le responsable de la protection des données à l'adresse : dpo@sensient.com. Vous 
pouvez contacter le régulateur sud-africain de l’information à l'adresse : 
https://inforegulator.org.za/. 

11. MODIFICATIONS DE CET AVIS 

Nous examinons régulièrement cet Avis et pouvons apporter des modifications à tout moment 
pour tenir compte des changements dans nos activités commerciales, nos exigences légales ou 
la manière dont nous traitons les informations personnelles. Nous publierons des mises à jour 
sur ce site web et, lorsque cela est approprié, nous donnerons un préavis raisonnable en cas de 
toute modification. Vous devriez consulter cet Avis régulièrement afin de comprendre comment 
nous collectons et utilisons vos informations personnelles. 

12. COMMENT NOUS CONTACTER 

Si vous avez des questions, des préoccupations ou des griefs concernant cet Avis mondial de 
confidentialité ou le traitement des informations, veuillez contacter Greg Rank à l'adresse 
greg.rank@sensient.com ou en composant le (01) 414-271-6755.  
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