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GLOBALE DATENSCHUTZERKLÄRUNG DER SENSIENT TECHNOLOGIES 
CORPORATION 

Datum des Inkrafttretens: 1. Januar 2026 

Die Sensient Technologies Corporation und ihre Tochtergesellschaften, Abteilungen und 
verbundenen Unternehmen (zusammenfassend „Sensient“, „wir“, „unser“ oder „uns“) 
verpflichten sich zum Schutz Ihrer Daten. Diese globale Datenschutzerklärung beschreibt, wie wir 
Ihre personenbezogenen Daten sammeln, nutzen, offenlegen, über Grenzen hinweg übertragen 
und anderweitig handhaben (zusammenfassend „verarbeiten“). Diese Erklärung beschreibt 
außerdem Ihre Entscheidungsmöglichkeiten dazu, wie wir mit Ihren personenbezogenen Daten 
umgehen, und wie Sie diese Entscheidungen treffen können, wie wir Ihre personenbezogenen 
Daten schützen und wie Sie uns bezüglich unserer Datenschutzpraktiken kontaktieren können. 

Der Begriff „personenbezogene Daten“ im Sinne dieser Erklärung bedeutet, sofern nicht anders 
angegeben, jegliche Informationen, die sich auf eine identifizierte oder identifizierbare natürliche 
Person beziehen. 

Diese Erklärung enthält die folgenden Abschnitte:  

1. Umfang dieser Erklärung 
2. Personenbezogene Daten, die wir sammeln 
3. Cookies und andere Informationen, die automatisch auf der Website gesammelt werden 
4. Quellen personenbezogener Daten 
5. Wie wir personenbezogene Daten verwenden 
6. Wie wir personenbezogene Daten offenlegen 
7. Internationale Übertragungen von personenbezogenen Daten 
8. Wie lange wir personenbezogene Daten aufbewahren 
9. Wie wir personenbezogene Daten sichern 
10. Zusätzliche spezifische Informationen für Ihre Region 
11. Änderungen an dieser Erklärung 
12. Kontakt 

1. UMFANG DIESER ERKLÄRUNG  

Sie können aus verschiedenen Gründen online und offline mit Sensient interagieren. Diese 
Erklärung gilt für die personenbezogenen Daten, die wir verarbeiten, wenn Sie unsere Websites 
besuchen,, einschließlich https://www.sensient.com/, https://sensientflavorsandextracts.com/ und 
https://na.sensientfoodcolors.com/,  oder Anwendungen, die von Zeit zu Zeit geändert, verlegt 
oder weitergeleitet werden können (zusammen die „Website“), und wenn Sie auf andere Weise 
mit uns interagieren, etwa wenn Sie einen unserer Dienste nutzen, mit uns kommunizieren oder 
an einer unserer Veranstaltungen teilnehmen.  

Diese Erklärung gilt auch für personenbezogene Daten, die das Unternehmen von oder über 
folgende Personen sammeln kann: (1) Jobsuchende, die sich beim Unternehmen über die 
Sensient-Karriereseite bewerben („Bewerber“); und (2) die Unternehmensvertreter von Kunden, 
Lieferanten, Anbietern, Geschäftspartnern und anderen für die Zwecke der eigenen 
Geschäftstätigkeit, wie Vertragsabschluss und Rechnungsstellung („Geschäftskontakte“). Sofern 
sich diese Erklärung nicht auf eine oder mehrere bestimmte Kategorien von Einzelpersonen 
bezieht, gilt diese Mitteilung für alle oben aufgeführten Kategorien von Einzelpersonen 
zusammen. 

https://www.sensient.com/
https://sensientflavorsandextracts.com/z
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Mit Ausnahme von Bewerbern gilt diese Erklärung nicht für die personenbezogenen Daten, die 
vom Unternehmen in unserer Eigenschaft als Arbeitgeber verarbeitet werden, einschließlich der 
personenbezogenen Daten aktueller oder ehemaliger Mitarbeiter des Unternehmens. Sofern und 
soweit es gesetzlich erforderlich ist, unterhält Sensient separate Richtlinien hinsichtlich der 
Verarbeitung personenbezogener Daten durch das Unternehmen in seiner Funktion als 
Arbeitgeber. 

Identifikation des Datenverantwortlichen  

Je nachdem, wo Sie sich befinden, ist der „Datenverantwortliche“ oder das „Unternehmen“, das 
für die Verarbeitung Ihrer personenbezogenen Daten verantwortlich ist, unterschiedlich. Die 
Sensient-Organisation, deren Website oder physischen Standort Sie besuchen, deren 
Veranstaltung Sie besuchen oder deren Dienst Sie nutzen, ist der Datenverantwortliche in Bezug 
auf die Verarbeitung Ihrer personenbezogenen Daten, die im Zusammenhang mit dem Besuch, 
der Veranstaltung, dem Dienst oder der Geschäftsbeziehung gesammelt wurden. Eine 
vollständige Liste der Sensient-Organisationen und ihrer Kontaktdaten ist hier verfügbar.   

Drittanbieter-Seiten  

Unsere Website kann Links zu und Plug-ins von Seiten oder Anwendungen enthalten, die von 
Drittanbietern betrieben werden („Drittanbieter-Seiten“). Sensient kontrolliert keine Drittanbieter-
Seiten und übernimmt keine Verantwortung für personenbezogene Daten, die sie sammeln. Die 
Datenerhebungspraktiken von Drittanbieter-Seiten werden durch deren Datenschutzrichtlinien 
geregelt. Wenn Sie sich entscheiden, eine Drittanbieterseite von unserer Website aus zu betreten, 
lesen Sie bitte die Datenschutzrichtlinie dieser Seite, um mehr über die Verarbeitung Ihrer 
personenbezogenen Daten auf dieser Seite zu erfahren. 

Einhaltung des Children's Online Privacy Protection Act  

Wir sammeln keine Daten von Personen unter 16 Jahren. Die von uns angebotenen Produkte 
und/oder Dienstleistungen sowie unsere Website richten sich alle an Personen im Alter von 
mindestens 16 Jahren. Wenn Sie unter 16 Jahre alt sind, sind Sie nicht berechtigt, unsere Website 
zu nutzen. 

2. PERSONENBEZOGENE DATEN, DIE WIR SAMMELN  

Die Arten personenbezogener Daten, die wir sammeln, variieren je nach Grund Ihrer 
Kontaktaufnahme und können Folgendes umfassen:  

(1) Identifikatoren: wie Ihr Name, Ihre Postadresse, E-Mail-Adresse, Telefonnummer und, 
falls Sie sich auf unserer Website registrieren, Kontoinformationen wie Ihren 
Benutzernamen.  

(2) Berufliche oder arbeitsbezogene Informationen: wie Ihr Arbeitgeber- oder 
Firmenname, Jobtitel, Unternehmenskontaktinformationen (geschäftliche E-Mail-
Adresse, Postadresse und Telefonnummer) sowie weitere Informationen, die notwendig 
sind, um die Beziehung zwischen Sensient und Ihrem Arbeitgeber zu verwalten. Für 
Bewerber umfasst dies gesprochene Sprachen und Fähigkeiten, Softwareerfahrung, 
berufliche Mitgliedschaften, Zusammenfassungen von Stärken und technischen 
Fachgebieten, Beschäftigungshistorie (z. B. frühere Arbeitgeber und Positionen, 
Datumsangaben, Orte, Vorgesetzte, Verantwortlichkeiten), Informationen zu Lebenslauf 
und Anschreiben, Referenzen und von ihnen erhaltene Informationen sowie 
Bildungshistorie (z. B. erworbene Zertifikate und Abschlüsse).  

https://www.sensient.com/contact-us
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(3) Kommerzielle Informationen: Wie Aufzeichnungen über bei Sensient gekaufte Produkte 
und Dienstleistungen sowie Informationen zu Sensient-Veranstaltungen, an denen Sie 
teilgenommen oder für die Sie sich angemeldet haben. 

(4) Internet- oder andere elektronische Aktivitätsinformationen: wie Ihre IP-Adresse oder 
eindeutige Gerätekennung sowie weitere Informationen wie Browsereigenschaften, 
Sprachpräferenzen, Betriebssystemdetails, referenzierende URLs, Besuchsdauer oder 
angezeigte Seiten. Wenn Sie unsere Website durchsuchen, gehören dazu auch Cookies 
und andere durch Technologie gesammelte Informationen, die in Abschnitt 3 dieser 
Erklärung weiter unten beschrieben werden.  

(5) Sensorische oder Überwachungsdaten: einschließlich Sprachnachrichten und 
Aufzeichnungen von Anrufen mit unserem Kundensupport sowie CCTV-Aufnahmen, die 
von Geräten auf unserem Gelände aufgenommen wurden. 

(6) Hintergrund- und Anti-Betrugsinformationen nur für Geschäftskontakte: wie die 
Aufnahme in eine Sanktionsliste oder eine öffentlichen Liste disqualifizierter Direktoren, 
das Vorhandensein früherer oder mutmaßlicher Straftaten oder die Bestätigung sauberer 
Führungszeugnisse, Informationen zu politisch exponierten Personen („PEPs“), nur wenn 
(i) diese Informationen im Kontext des von Ihnen angeforderten Produkts oder der 
Dienstleistung gelten; (ii) wir gesetzlich berechtigt sind, diese Informationen zu sammeln; 
und (iii) wir Ihre Zustimmung eingeholt haben, soweit angemessen. 

(7) Marketing- und Kommunikationspräferenzen: wie Produkte, an denen Sie interessiert 
sind, Marketingpräferenzen sowie Informationen über Ihre Interaktionen mit und 
Reaktionen auf unsere Marketingkommunikation.  

(8) Kommunikationsfeedback oder andere uns bereitgestellte Informationen: 
einschließlich des Inhalts der Korrespondenz mit uns, Interaktionen in sozialen Medien 
mit unserer Präsenz in den sozialen Medien; Kommentare, die über Chatbots, Feedback-
Formulare oder Umfragen übermittelt werden; oder jegliche Informationen, die Sie uns 
freiwillig zur Verfügung stellen, zum Beispiel durch Formulare, die Sie ausfüllen, wenn Sie 
an unseren Konferenzen teilnehmen oder den Kundensupport kontaktieren.  

(9) Schlussfolgerungen: zum Beispiel Informationen über Ihre Vorlieben, Eigenschaften, 
Veranlagungen, Kaufhistorie oder andere Trends, die uns helfen zu erkennen, welche 
Produkte Sie interessieren könnten. 

(10) Bewerbungsinformationen nur für Bewerber: wie Angaben zu Ihrer 
Arbeitsberechtigung im Land, in dem Sie sich bewerben, Ihre Gehaltserwartungen und 
alle weiteren Informationen, die Sie im Rahmen Ihrer Bewerbung oder während eines 
Vorstellungsgesprächs angeben. 

(11) Strafregister nur für Bewerber: Wir oder ein von uns angeleitetes Unternehmen für 
Hintergrundüberprüfungen dürfen Strafregisterakten auf Informationen zu Verurteilungen 
prüfen, jedoch nur mit Ihrer Zustimmung und im Umfang des geltenden Rechts. 

Zusätzliche Informationen, die wir über Bewerber sammeln 

Wenn Sie sich für eine Stelle in den Vereinigten Staaten bewerben oder bei der Registrierung 
Ihres Profils die USA als bevorzugten Ort angeben, haben Sie die Möglichkeit, Angaben zu Ihrer 
geschützten Klassifikation anzugeben, also Geschlecht, ethnische Herkunft und/oder 
Veteranenstatus, damit wir eine Überwachung der Chancengleichheit durchführen können. Die 
Bereitstellung dieser Informationen erfolgt vollständig freiwillig. Wenn Sie sich weigern, diese 
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Informationen bereitzustellen, wird Ihre Bewerbung in keiner Weise beeinflusst. Wenn Sie sich 
entscheiden, diese Informationen bereitzustellen, stimmen Sie zu, dass wir sie zur Überwachung 
der Chancengleichheit im Beschäftigungsverhältnis verwenden. Diese Informationen werden 
anonym aufbewahrt und gespeichert, nicht zur Bewertung Ihrer Bewerbung verwendet und 
dienen auch nicht dazu, irgendwelche Eigenschaften über Sie abzuleiten. Wenn das 
Unternehmen eine medizinische Untersuchung nach dem Angebot durchführt oder Sie im 
Zusammenhang mit dem Einstellungsprozess eine Anpassung beantragen, können wir auch 
medizinische Informationen über Sie sammeln. 

Sofern nicht oben beschrieben, werden wir über die Online-Bewerbung oder während des 
Bewerbungsprozesses keine Informationen über Ihre Gesundheit, ethnische Herkunft, politischen 
Meinungen, religiösen oder philosophischen Überzeugungen, Gewerkschaftsmitgliedschaft, 
sexuelle Orientierung oder Ihre genetischen oder biometrischen Daten anfordern oder 
anderweitig sammeln, es sei denn, das Gesetz verlangt dies in Ausnahmefällen von uns.  

3. COOKIES UND ANDERE INFORMATIONEN, DIE AUTOMATISCH AUF DER 
WEBSITE GESAMMELT WERDEN  

Wenn Sie unsere Website besuchen, können wir über Technologie verschiedene Cookies und 
andere Informationen automatisch sammeln, um unsere Fähigkeit, Leistungen für Sie zu 
erbringen, zu verbessern. 

I. Was sind Cookies?  

Cookies sind kleine Dateien, die auf Ihr Gerät heruntergeladen werden, wenn Sie eine Website 
besuchen. Das Cookie sendet dann Informationen zurück an die ursprüngliche Website oder an 
eine andere Website, die dieses Cookie erkennt.  

Cookies sind nützlich, weil sie es einer Website ermöglichen, das Gerät eines Nutzers zu 
erkennen. Cookies erfüllen viele verschiedene Aufgaben, zum Beispiel eine effiziente Navigation 
zwischen Seiten zu ermöglichen, sich Präferenzen zu merken und generell das Nutzererlebnis 
zu verbessern. Weitere Informationen zu Cookies finden Sie hier: www.allaboutcookies.org und 
www.youronlinechoices.eu. 

II. Cookies, die wir verwenden, und warum wir sie verwenden 

a. Kategorien von Cookies  

i. Unsere Cookies nach Funktion kategorisiert: 

Wir verwenden auf unserer Website fünf Arten von Cookies: 

• Erforderliche Cookies: Dies sind Cookies, die für das Funktionieren der Website oder 
für die Erbringung von Dienstleistungen, die ein einzelner Nutzer angefordert hat, 
unbedingt notwendig sind. Einige Beispiele für Funktionen, die durch erforderliche 
Cookies ausgeführt werden, sind Cookies, die sich beim Zurücknavigieren auf eine Seite 
derselben Sitzung an frühere Aktionen (z. B. eingegebenen Text) erinnern. 

• Analytische Cookies: Diese Cookies sammeln Informationen darüber, wie Besucher 
eine Website nutzen, zum Beispiel welche Seiten Besucher am häufigsten besuchen und 
ob sie Fehlermeldungen von Webseiten erhalten. Diese Cookies werden nur verwendet, 
um die Funktionsweise der Website zu verbessern. 

http://www.allaboutcookies.org/
http://www.youronlinechoices.eu/
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• Funktionale Cookies: Diese Cookies ermöglichen es der Website, sich an 
Entscheidungen der Nutzer zu erinnern und verbesserte, personalisierte Funktionen 
bereitzustellen. Zum Beispiel speichern diese Cookies auf unserer Website die 
Sprachpräferenzen der Nutzer. 

• Targeting-/Werbecookies: Targeting-/Werbecookies sind Cookies, die verwendet 
werden, um für den Nutzer relevante Werbung zu liefern. Zum Beispiel verwenden wir 
Cookies, die sich merken, was Sie auf unserer Website gesehen haben, damit wir Ihnen 
relevante Werbung für Produkte zeigen können, die Sie interessieren könnten. Wir 
verwenden auch Cookies, die uns anzeigen, ob Sie eine Werbung gesehen und mit ihr 
interagiert haben, zum Beispiel indem Sie darauf klicken. 

• Cookies zum Teilen in sozialen Netzwerken: Diese Cookies ermöglichen Zugang zu 
sozialen Netzwerken und können personenbezogene Daten in Bezug auf die Nutzung 
dieser Netzwerke durch den Nutzer sammeln. Zum Beispiel verwenden wir Cookies, die 
anderen Personen in Ihrem Facebook-Netzwerk zeigen, dass Sie unsere Website besucht 
haben. 

ii. Unsere Cookies nach Persistenz kategorisiert: 

Cookies können auch danach kategorisiert werden, wie lange sie auf Ihrem Gerät bleiben. Es gibt 
zwei Hauptkategorien der Dauer: 

• Persistente Cookies: Persistente Cookies bleiben auf Ihrem Gerät, bis sie manuell oder 
automatisch gelöscht werden. 

• Sitzungscookies: Sitzungscookies bleiben auf Ihrem Gerät, bis Sie den Browser 
schließen, und werden dann automatisch gelöscht. 

Wir verwenden sowohl persistente als auch Sitzungscookies.  

iii. Weitere Arten von Trackern: 

Wir fügen kleine grafische Bilder oder anderen Webprogrammiercode, sogenannte Webbeacons 
(auch bekannt als „Pixel Tags“, „Web Bug“ oder „Clear GIFs“), auf der Website ein. Die 
Webbeacons sind winzige Grafiken mit einer eindeutigen Kennung Sie werden verwendet, um 
die Online-Bewegungen von Webnutzern zu verfolgen. Im Gegensatz zu Cookies, die auf der 
Festplatte des Nutzers gespeichert werden, sind Webbeacons unsichtbar auf Webseiten 
eingebettet und etwa so groß wie der Punkt am Ende dieses Satzes.   

b. Informationen, die von unseren Cookies gesammelt werden:  

Unsere Cookies sammeln verschiedene Arten von Informationen, darunter Informationen über 
Ihre Nutzung unserer Website, Details zu Ihrem Gerät und Ihre IP-Adresse. Die Nutzung unserer 
Website kann die Zeit umfassen, zu der Ihr Gerät auf unsere Website zugreift, welche Seite Sie 
besuchen, wie lange Sie auf jeder Seite verbringen und welche Links Sie anklicken. Cookies 
können auch den Link erfassen, der Sie zu unserer Website geführt hat, und die Webseite, die 
Sie besuchen, nachdem Sie unsere Website verlassen haben. 

Details zu Ihrem Gerät können die Art des Browsers umfassen, mit dem Sie auf die Website 
zugegriffen haben, welche Version dieses Browsers Sie nutzen und welche Art von Gerät Sie 
verwenden. 



 6 
Sensient Technologies: Level 1A Attorney-Client Privilege 

Eine IP-Adresse ist die Nummer, die Ihrem Gerät, zum Beispiel Ihrem Laptop oder Mobiltelefon, 
zugewiesen wird, wenn Ihr Gerät Zugang zum Internet hat. Ihr Gerät könnte eine statische IP-
Adresse haben, was bedeutet, dass Ihr Gerät immer dieselbe IP-Adresse hat. Oder es könnte 
eine dynamische IP-Adresse haben, was bedeutet, dass sich die IP-Adresse jedes Mal ändert, 
wenn das Gerät Zugang zum Internet hat.  

Soweit IP-Adressen personenbezogene Daten nach geltendem Datenschutzrecht sind, 
behandeln wir sie als personenbezogene Daten. Wir sammeln keine weiteren 
personenbezogenen Daten durch Cookies auf der Website. Wenn wir Informationen, die durch 
Cookies gesammelt werden, mit personenbezogenen Daten verknüpfen, die Sie uns über die 
Website geben, z. B. durch das Einreichen eines Formulars, behandeln wir diese Informationen 
ebenfalls als personenbezogene Daten. 

c. Ort der Informationsverarbeitung: 

Die durch unsere Cookies gesammelten Informationen werden auf Servern in den Vereinigten 
Staaten verarbeitet.  

III. Ihre Entscheidungsmöglichkeiten 

In bestimmten Rechtsordnungen erhalten Sie beim ersten Besuch unserer Website eine 
Bannerbenachrichtigung, dass Cookies vorhanden sind. Indem Sie auf „Accept All“ (Alle 
akzeptieren) klicken oder tippen, stimmen Sie der Verwendung dieser Cookies wie hier 
beschrieben zu. 

Es gibt Softwareprodukte, die Cookies für Sie verwalten können. Viele Webbrowser erlauben es 
Ihnen, eine „Do Not Track“-Funktion zu verwenden, um Webseiten und Netzwerke darüber zu 
informieren, dass Sie nicht möchten, dass Ihre Online-Aktivitäten verfolgt werden. Für weitere 
Informationen zu Browser-Tracking-Signalen und „Do Not Track“ besuchen Sie bitte 
http://www.allaboutdnt.org/. 

4. QUELLEN PERSONENBEZOGENER DATEN  

Wir können personenbezogene Daten über Sie aus folgenden Quellen sammeln: 

• Direkt von Ihnen: Zum Beispiel, wenn Sie unsere Website nutzen, Informationen 
anfordern, eine Bestellung aufgeben oder unsere Produkte oder Dienstleistungen nutzen, 
sich für eine Veranstaltung anmelden oder an einer Veranstaltung teilnehmen oder 
anderweitig direkt mit uns kommunizieren. Für Bewerber: Wir können auch 
personenbezogene Daten über Sie sammeln, wenn Sie eine Bewerbung einreichen oder 
diese Daten während des Bewerbungs- und Interviewprozesses bereitgestellt werden.  

• Von Ihrem Arbeitgeber oder Vertreter: für Geschäftskontakte: Wir können 
personenbezogene Daten über Sie von Ihrem Arbeitgeber oder dem Unternehmen, mit 
dem Sie verbunden sind, sammeln, um unsere Produkte und Dienstleistungen 
bereitzustellen. 

• Verbundene Unternehmen: zum Beispiel bei der Unterstützung anderer Unternehmen 
innerhalb der Sensient-Unternehmensgruppe bei der Bereitstellung unserer Produkte und 
Dienstleistungen. 

• Dienstleister und Anbieter: zum Beispiel Analytik- oder IT-Anbieter.  

http://www.allaboutdnt.org/
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• Von automatisierten Technologien: zum Beispiel durch Cookies auf unserer Website 
(wie ausführlicher in Abschnitt 3 dieser Erklärung oben beschrieben) oder durch 
Überwachungs- oder Aufzeichnungstechnologien wie Videoüberwachung in 
Unternehmenseinrichtungen.  

• Öffentliche Internetquellen: zum Beispiel soziale Medien, öffentliche Profile und andere 
öffentliche Online-Quellen. 

• Öffentliche Unterlagen: zum Beispiel Gerichtsakten sowie Zertifizierungs- und 
Lizenzierungsorganisationen. Für Geschäftskontakte: Wir können auch 
personenbezogene Daten über Sie von Anti-Betrugsdatenbanken, Sanktionslisten, 
Regierungsbehörden und anderen öffentlich zugänglichen Datenquellen sammeln. 

• Referenzen und Anbieter für Hintergrundüberprüfungen: Für Bewerber: Wir können 
personenbezogene Daten über Sie von Recruitern, Jobreferenzen oder 
Personalvermittlungen sammeln.  Wir können auch Anbieter von 
Hintergrundüberprüfungen einschalten, die frühere Beschäftigung, Zertifikate, Ausbildung 
und Identität überprüfen und, mit Ihrer Zustimmung und soweit es geltendes Recht erlaubt, 
über die Vorstrafenhistorie berichten.  

5. WIE WIR PERSONENBEZOGENE DATEN VERWENDEN  

Je nach Art Ihrer Interaktion mit Sensient (z. B. Geschäftskontakt, Bewerber oder bei Nutzung 
unserer Website) können wir die in Abschnitt 2 dieser Erklärung aufgeführten Kategorien 
personenbezogener Daten für folgende Zwecke und anhand folgender rechtlicher Grundlagen 
verwenden (sofern solche rechtlichen Grundlagen nach geltendem Recht für die Verarbeitung 
Ihrer personenbezogenen Daten erforderlich sind): 

Kategorie 
personenbezogener 

Daten 

Verwendungszwecke Rechtliche Grundlage 

1, 2, 3, 4, 8 Um Ihnen unsere Produkte und 
Dienstleistungen 
bereitzustellen 

Um einen Vertrag mit Ihnen oder dem 
Unternehmen, das Sie vertreten, 
abzuschließen und unsere Verpflichtungen 
aus diesem Vertrag zu erfüllen 
Um unsere legitimen geschäftlichen 
Interessen bei der Verwaltung unserer 
Beziehungen zu unseren Kunden, 
Lieferanten und Ihnen zu verfolgen  

1, 2, 3, 7, 8 Um mit Ihnen zu 
kommunizieren 

Um einen Vertrag mit Ihnen oder dem 
Unternehmen, das Sie vertreten, 
abzuschließen und unsere Verpflichtungen 
aus diesem Vertrag zu erfüllen 
Um unsere legitimen geschäftlichen 
Interessen bei der Verwaltung unserer 
Beziehungen zu unseren Kunden, 
Lieferanten und Ihnen zu verfolgen 
Um unseren gesetzlichen Verpflichtungen 
nachzukommen 

1, 2, 3, 4, 8, 9 Für Forschung und 
Entwicklung sowie zur 

Um unsere legitimen geschäftlichen 
Interessen an der Aufrechterhaltung und 
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Verbesserung unserer 
Produkte und Dienstleistungen 
und zur Entwicklung neuer 
Produkte und Dienstleistungen 

Verbesserung der Qualität unserer Produkte 
und Dienstleistungen zu verfolgen 

1, 2, 3, 4, 7, 8, 9 Um Ihnen Werbe- und 
Marketinginformationen zu 
unseren Produkten und 
Dienstleistungen 
bereitzustellen, einschließlich 
der Benachrichtigung über 
Veranstaltungen 

Um unsere legitimen Geschäftsinteressen 
zu verfolgen, indem wir unsere Produkte 
und Dienstleistungen vermarkten, unser 
Geschäft ausbauen und unsere 
Beziehungen zu unseren Kunden, 
Lieferanten und Ihnen verwalten 

1, 2, 3, 4, 7, 8, 9 Um Ihr Erlebnis mit unseren 
Produkten und 
Dienstleistungen zu 
verbessern und Ihr Online-
Erlebnis zu personalisieren 

Um unsere legitimen geschäftlichen 
Interessen an der Aufrechterhaltung und 
Verbesserung der Qualität unserer Website, 
Produkte und Dienstleistungen zu verfolgen 

1, 2, 3, 4, 5, 7, 8, 9 Für den Kundensupport Um unsere Verpflichtungen aus unserem 
Vertrag mit Ihnen oder dem von Ihnen 
vertretenen Unternehmen zu erfüllen 
Um unsere legitimen geschäftlichen 
Interessen an der Aufrechterhaltung und 
Verbesserung der Qualität unserer Website, 
Produkte und Dienstleistungen zu verfolgen 
und unsere Beziehungen zu unseren 
Kunden, Lieferanten und Ihnen zu 
verwalten 

1, 2, 3, 4, 5, 6, 7, 8, 
9, 10 

Um unser Unternehmen und 
unsere Website zu verwalten 
und zu schützen (einschließlich 
Fehlerbehebung, Analyse, 
Test, Wartung, Support, 
Meldung und Hosting von 
Daten sowie Verhinderung von 
Betrug und Missbrauch) 

Um unsere legitimen geschäftlichen 
Interessen an der Aufrechterhaltung und 
Verbesserung der Qualität unserer Website 
zu verfolgen und unser Unternehmen zu 
schützen  
Um unseren gesetzlichen Verpflichtungen 
nachzukommen 

1, 2, 3, 4, 7, 8, 9 Um Kundenanalysen, 
Marktforschung und 
Fokusgruppen durchzuführen, 
einschließlich der Erstellung 
von Werbematerialien, der 
Sammlung von 
Kundenfeedback und der 
Durchführung von 
Kundenzufriedenheitsumfragen 

Um unsere legitimen geschäftlichen 
Interessen an der Aufrechterhaltung und 
Verbesserung der Qualität unserer Website, 
Produkte und Dienstleistungen zu verfolgen 

1, 2, 3, 4, 6, 7, 8, 9, 
10 

Im Zusammenhang mit einem 
Verkauf, einer Fusion oder 
Umstrukturierung unseres 
Unternehmens 

Um unsere legitimen geschäftlichen 
Interessen an Unternehmenstransaktionen 
zu verfolgen und unsere rechtlichen 
Interessen zu schützen 
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1, 2, 3, 4, 5, 6, 7, 8, 
9, 10 

Um die Rechte, das Eigentum 
oder die Sicherheit des 
Unternehmens, von Ihnen oder 
anderen zu schützen, 
einschließlich der 
Durchführung von Anti-
Betrugs-, Sanktions-, 
Geldwäsche- und anderen 
Kontrollen, um betrügerische, 
verdächtige oder andere 
illegale Aktivitäten zu 
verhindern 

Um unsere legitimen geschäftlichen 
Interessen beim Schutz unseres 
Unternehmens zu verfolgen 
Um unseren vertraglichen und anderen 
gesetzlichen Verpflichtungen 
nachzukommen und die Rechte des 
Unternehmens auszuüben oder uns gegen 
rechtliche Ansprüche zu verteidigen  

1, 2, 3, 4, 5, 6, 7, 8, 
9, 10 

Um mutmaßliche Straftaten bei 
den Strafverfolgungsbehörden 
zu melden und bei 
Ermittlungen zu kooperieren 

Um unsere legitimen geschäftlichen 
Interessen beim Schutz unseres 
Unternehmens zu verfolgen und die Rechte 
des Unternehmens auszuüben 

1, 2, 3, 4, 5, 6, 7, 8, 
9, 10 

Zu Dokumentationszwecken 
und zur Sicherstellung der 
Einhaltung der geltenden 
Gesetze und regulatorischen 
Verpflichtungen 

Um unsere legitimen geschäftlichen 
Interessen beim Schutz unseres 
Unternehmens zu verfolgen  
Um unseren vertraglichen und anderen 
gesetzlichen Verpflichtungen 
nachzukommen  

1, 2, 4, 8, 10, 11 Um Ihre Qualifikationen oder 
Eignung für eine Anstellung 
beim Unternehmen zu 
bewerten, und für die damit 
verbundenen 
Rekrutierungszwecke  

Um zu entscheiden, ob wir einen 
Arbeitsvertrag mit Ihnen abschließen, und 
(falls Sie eingestellt werden) um unsere 
Verpflichtung aus diesem Vertrag zu erfüllen  
Um unsere legitimen geschäftlichen 
Interessen bei der Einstellung geeigneter 
Mitarbeiter zu verfolgen 

  
Ihre Zustimmung 

Wenn keine dieser rechtlichen Grundlagen zutrifft oder wenn das geltende Recht Ihre 
Zustimmung zur in dieser Erklärung beschriebenen Verarbeitung verlangt, ist Sensient auf Ihre 
Zustimmung dazu angewiesen. Nach dem Datenschutzrecht einiger Rechtsordnungen stimmen 
Sie durch die Bereitstellung Ihrer personenbezogenen Daten an Sensient als 
Datenverantwortlicher der Verarbeitung Ihrer personenbezogenen Daten gemäß der Erklärung 
zu, die im Laufe der Zeit geändert werden kann. Mit der Weiterentwicklung unseres Geschäfts 
kann sich diese Erklärung ändern. Schauen Sie deshalb regelmäßig auf dieser Seite nach, um 
sicherzugehen, dass Sie verstehen, wie Ihre personenbezogenen Daten behandelt werden. 
Wenn die Verarbeitung Ihrer personenbezogenen Daten eine ausdrückliche Zustimmung 
erfordert, beispielsweise bei der Sammlung Ihrer sensiblen personenbezogenen Daten in einigen 
Rechtsordnungen, wird das Unternehmen Ihnen eine separate Mitteilung senden und Ihre 
ausdrückliche Zustimmung anfordern. 

Bitte verstehen Sie, dass Sie nicht verpflichtet sind, Ihre personenbezogenen Daten an das 
Unternehmen weiterzugeben. Wenn Sie jedoch Ihre personenbezogenen Daten nicht 
bereitstellen oder anderweitig Ihre Zustimmung zu der Verarbeitung widerrufen, bei der Ihre 
Zustimmung erforderlich ist, kann das Unternehmen Folgendes möglicherweise nicht tun: (1) 
Ihnen bestimmte Dienstleistungen erbringen, und ist möglicherweise verpflichtet, die Ihnen oder 
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dem von Ihnen vertretenen Unternehmen erbrachten Dienstleistungen zu kündigen; oder (2) Sie 
für eine Anstellung in Betracht ziehen. 

Sie könnten nach geltenden Gesetzen das Recht haben, Ihre Zustimmung zurückzuziehen. Für 
weitere Informationen zu diesem Recht siehe Abschnitt 10 dieser Erklärung unten.  

Keine automatisierte Entscheidungsfindung  

Das Unternehmen verwendet die gesammelten personenbezogenen Daten nicht für eine 
automatisierte Entscheidungsfindung, einschließlich Profiling, die rechtliche Auswirkungen hat 
oder Personen in ähnlicher Weise erheblich beeinflusst. 

6. WIE WIR PERSONENBEZOGENE DATEN OFFENLEGEN  

Wir dürfen personenbezogene Daten an folgende Kategorien von Dritten zu folgenden Zwecken 
weitergeben: 

• Dienstleister: Wir können Ihre personenbezogenen Daten an Dienstleister weitergeben, 
damit sie Dienstleistungen für uns oder in unserem Namen erbringen und uns bei der 
Erfüllung unserer geschäftlichen Anforderungen sowie vertraglichen und rechtlichen 
Verpflichtungen unterstützen – zum Beispiel das Hosten der gesamten oder von Teilen 
der Website, die Durchführung von Analysen oder der Versand von Produkten. 
Dienstleister dürfen Ihre personenbezogenen Daten nur zu den Zwecken verarbeiten, zu 
denen sie ihnen offengelegt wurden, und gemäß den Anweisungen des Unternehmens. 

• Geschäftspartner: Wir können personenbezogene Daten mit unseren Geschäftspartnern 
teilen, damit sie uns bei der Werbung, dem Marketing und der Bereitstellung von 
Informationen über Produkte und Dienstleistungen unterstützen, die für Sie oder Ihr 
Unternehmen von Interesse sein könnten. 

o Kommunikation: Die Kommunikation, die Sie uns über die von uns 
bereitgestellten Technologien senden – z. B. Anfragen, die über Online-Formulare, 
Chatbots und Suchleisten auf unserer Website eingereicht werden – können in 
Echtzeit mit Dienstleistern und Geschäftspartnern geteilt werden, die diese 
Technologien unterstützen.  Durch die Nutzung dieser Technologien stimmen Sie 
einer solchen Weitergabe von Kommunikation zu.  

• Professionelle Berater und zugehörige Dritte: Zum Beispiel können wir 
personenbezogene Daten an Anwälte weitergeben, damit sie uns bei der Einhaltung 
rechtlicher Vorgaben unterstützen, sowie an Prüfer, Buchhalter oder Berater, damit sie 
uns bei der Erbringung Ihrer Dienstleistungen oder bei der anderweitigen 
Geschäftsführung unterstützen. 

• Verbundene Unternehmen: Ihre personenbezogenen Daten können beispielsweise an 
die verbundenen Unternehmen von Sensient weitergegeben werden, um Ihnen unsere 
Produkte und Dienstleistungen bereitzustellen oder Ihnen Informationen über deren 
Produkte und Dienstleistungen zu geben. 

• Regierungs- oder Verwaltungsbehörden: Wir können Ihre personenbezogenen Daten 
beispielsweise an Strafverfolgungsbehörden, Regulierungsbehörden oder 
Steuerbehörden weitergeben. 

• Andere Dritte: Wir können Ihre personenbezogenen Daten an andere Dritte weitergeben 
– 

o Wenn gesetzlich vorgeschrieben: zum Beispiel wenn wir auf Vorladungen, 
Gerichtsbeschlüsse, Rechtsverfahren oder Offenlegungsaufforderungen in 
Zivilverfahren reagieren. 
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o Zum Schutz von Rechten, Eigentum oder Sicherheit: Wenn wir der Meinung 
sind, dass Ihre Handlungen gegen das geltende Recht verstoßen oder die Rechte, 
das Eigentum oder die Sicherheit des Unternehmens, unserer Kunden oder 
anderer bedrohen. 

o Bei Unternehmenstransaktionen: Wir können Ihre personenbezogenen Daten 
im Zusammenhang mit einer Unternehmensfusion, Konsolidierung, Insolvenz, 
dem Verkauf aller oder im Wesentlichen aller unserer Mitgliedschaftsanteile 
und/oder Vermögenswerte oder einer anderen Unternehmensänderung 
offenlegen und übertragen, einschließlich an einen späteren Eigentümer oder 
Miteigentümer unseres Unternehmens. 

Das Unternehmen wird die oben beschriebenen Offenlegungen nur so vornehmen, wie es nach 
geltenden Gesetzen zulässig ist. 

7. INTERNATIONALE ÜBERTRAGUNGEN VON PERSONENBEZOGENEN DATEN  

Aufgrund der globalen Natur unseres Geschäfts und zu den oben beschriebenen Zwecken 
können wir personenbezogene Daten an Parteien übertragen, die sich in anderen Ländern als 
dem Land Ihres Wohnsitzes befinden, einschließlich an Parteien in den Vereinigten Staaten. Zum 
Beispiel können wir personenbezogene Daten im Zusammenhang mit der Bereitstellung unserer 
Produkte und Dienstleistungen für Kunden international an unsere Tochtergesellschaften, 
verbundenen Unternehmen, Dienstleister, Geschäftspartner sowie staatliche oder öffentliche 
Behörden in einem anderen Land weiterleiten. Die Gesetze dieser Länder bieten möglicherweise 
ein anderes Schutzniveau für personenbezogene Daten als das Land, in dem Sie leben. 

Bevor wir personenbezogene Daten über Grenzen hinweg übertragen, ergreifen wir Maßnahmen, 
um einen angemessenen Schutz für die Übertragung sicherzustellen, wann immer dies geltendes 
Recht vorschreibt. Dies umfasst, wenn es geltendes Recht verlangt, die Abhängigkeit von 
genehmigten Mechanismen wie Standardvertragsklauseln oder anderen Modellklauseln, die von 
den zuständigen Datenschutzbehörden genehmigt wurden. Diese Klauseln sind vertragliche 
Verpflichtungen zwischen Unternehmen, die personenbezogene Daten übertragen, und 
verpflichten sie dazu, die Sicherheit der übertragenen personenbezogenen Daten zu schützen. 
Für spezifische Informationen zu grenzüberschreitenden Datenübertragungen in der jeweiligen 
Rechtsordnung siehe Abschnitt 10 unten. 

8. WIE LANGE WIR PERSONENBEZOGENE DATEN AUFBEWAHREN  

Unsere Aufbewahrungsfristen für personenbezogene Daten richten sich nach den geschäftlichen 
und gesetzlichen Anforderungen. Wir bewahren Ihre personenbezogenen Daten so lange auf, 
wie es für die Verarbeitungszwecke, für die sie gesammelt wurden, sowie für alle anderen 
erlaubten zugehörigen Zwecke erforderlich ist, einschließlich wie in den Aufbewahrungsrichtlinien 
von Sensient beschrieben. Wo personenbezogene Daten, einschließlich sensibler 
personenbezogener Daten, nicht mehr benötigt oder gemäß unseren Aufbewahrungsrichtlinien 
aufbewahrt werden, anonymisieren wir die Daten entweder irreversibel (in diesem Fall können 
wir die anonymisierten Daten weiter speichern und verwenden) oder vernichten die Daten auf 
sichere Weise. In einigen Rechtsordnungen können personenbezogene Daten für einen längeren 
Zeitraum aufbewahrt werden, wenn Sie der Aufbewahrung zustimmen oder wenn eine 
Aufbewahrung zur Einhaltung einer gesetzlichen Verpflichtung notwendig ist. Sensient überprüft 
regelmäßig die in seinem Besitz befindlichen personenbezogenen Daten, um festzustellen, ob 
die Aufbewahrung angemessen ist. 

Für Bewerber: Wir bewahren die Daten jedes Bewerbers, der nicht eingestellt wird, für ein Jahr 
nach der Einstellungsentscheidung auf, es sei denn, (a) der Bewerber gibt an, dass wir die Daten 
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so lange aufbewahren dürfen, bis der Bewerber um Löschung bittet, oder (b) eine kürzere oder 
längere Aufbewahrungsfrist gesetzlich vorgeschrieben ist. Diese Datensätze werden für unsere 
interne Buchführung und Berichterstattung aufbewahrt. Während dieser Zeit können wir Ihre 
personenbezogenen Daten nutzen, um Sie zusätzlich zu den Positionen, für die Sie sich 
ursprünglich beworben haben, für weitere Positionen in Betracht zu ziehen. Wenn Sie Ihre 
Bewerbung während dieser Aufbewahrungsphase zurückziehen möchten, können Sie dies tun, 
indem Sie uns unter dpo@sensient.com kontaktieren.   

9. WIE WIR PERSONENBEZOGENE DATEN SICHERN  

Wir achten streng auf die Sicherheit Ihrer personenbezogenen Daten und haben ein 
Sicherheitsprogramm implementiert, um Daten, die an unsere Systeme übermittelt werden, vor 
unbefugtem Zugriff zu schützen. Ihre Einreichungen von Daten an unseren sicheren Server 
werden durch Hypertext Transfer Protocol Secure (HTTPS)- und Transport Layer Security (TLS)-
Technologien geschützt, die von vielen gängigen Browsern zum Schutz von Übertragungen 
genutzt werden. Diese Technologie ermöglicht es uns, Verschlüsselungstools zu nutzen, um 
Daten zu schützen, die zwischen Ihrem Computer und unserem Server übertragen werden. 
Nachdem wir Ihre Daten erhalten haben, ist der Zugriff darauf auf Mitarbeiter beschränkt, die 
diese Daten für ihre Tätigkeit benötigen.  

Leider kann keine Datenübertragung (weder über das Internet noch über andere Medien) 
garantiert zu 100 % sicher sein. Zwar bemühen wir uns, Ihre personenbezogenen Daten zu 
schützen, doch wir können die Sicherheit der von Ihnen bereitgestellten Daten nicht garantieren. 
Sie tun dies auf eigenes Risiko. Wir bitten Sie, Ihren Benutzernamen, Ihr Passwort und alle 
weiteren Anmeldedaten an einem sicheren Ort aufzubewahren, damit die Vertraulichkeit der von 
Ihnen übermittelten Daten gewahrt bleibt. 

10. ZUSÄTZLICHE SPEZIFISCHE INFORMATIONEN FÜR IHRE REGION  

• Personen, die in Kalifornien leben 
• Personen, die außerhalb der Vereinigten Staaten leben 

I. Personen, die in Kalifornien leben  

Dieser Abschnitt gilt nur für Personen, die im Bundesstaat Kalifornien in den Vereinigten Staaten 
leben („kalifornische Einwohner“), soweit die Verarbeitung ihrer personenbezogenen Daten durch 
Sensient dem California Consumer Privacy Act unterliegt, wie durch den California Privacy Rights 
Act (den „CCPA“) geändert. 

Erklärung bei Sammlung 

Sensient sammelt die in Abschnitt 2 oben (Welche personenbezogenen Daten wir sammeln) 
genannten Kategorien personenbezogener Daten für die in Abschnitt 5 (Wie wir Ihre 
personenbezogenen Daten verwenden) genannten Zwecke und bewahrt personenbezogene 
Daten für den in Abschnitt 8 (Wie lange wir personenbezogene Daten aufbewahren) 
beschriebenen Zeitraum auf. Wir dürfen Ihre personenbezogenen Daten „verkaufen“ oder 
„weitergeben“, so wie der CCPA diese Begriffe definiert. Wir sammeln oder verarbeiten keine 
sensiblen personenbezogenen Daten, um Eigenschaften über Sie abzuleiten. Soweit Sie dem 
Unternehmen personenbezogene Daten über andere kalifornische Einwohner bereitstellen, sind 
Sie dafür verantwortlich, ihnen diese Erklärung zuzustellen. 

Zusätzliche Informationen über die Offenlegung personenbezogener Daten 

mailto:dpo@sensient.com
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Wir dürfen Ihre personenbezogenen Daten Dritten für die folgenden „geschäftlichen Zwecke“ 
offenlegen, so wie dieser Begriff im CCPA definiert ist und als Ergänzung zur oben in Abschnitt 6 
(Wie wir personenbezogene Daten offenlegen) beschriebenen Offenlegung: 

• Dienstleister: Wir dürfen alle oben genannten Kategorien personenbezogener Daten an 
Dienstleister weitergeben, um geschäftliche Dienstleistungen im Namen des 
Unternehmens zu erbringen, sowie für (a) Überprüfung, einschließlich der Zählung von 
Werbeanzeigen, (b) Gewährleistung von Sicherheit und Integrität, (c) Debugging, (d) 
kurzfristige vorübergehende Nutzung, (e) Werbe- und Marketingdienstleistungen, mit 
Ausnahme von kontextübergreifender Verhaltenswerbung, (f) interne Forschung und (g) 
Aktivitäten zur Aufrechterhaltung oder Verbesserung der Qualität oder Sicherheit eines 
Dienstes oder Geräts. 

• Professionelle Berater und zugehörige Dritte: Wir dürfen alle oben genannten 
Kategorien personenbezogener Daten den in Abschnitt 6 (Wie wir personenbezogene 
Daten offenlegen) genannten professionellen Dienstleistern offenlegen, um die 
geschäftliche Einhaltung von Richtlinien und geltenden Gesetzen zu prüfen sowie 
Dienstleistungen im Namen des Unternehmens zu erbringen. 

• Verbundene Unternehmen: Wir dürfen alle oben genannten Kategorien 
personenbezogener Daten zu folgenden Geschäftszwecken an andere Unternehmen 
innerhalb der Sensient-Unternehmensgruppe weitergeben: (a) Überprüfung der 
Einhaltung von Richtlinien und geltenden Gesetzen, (b) Gewährleistung von Sicherheit 
und Integrität, (c) Debugging, (d) kurzfristige vorübergehende Nutzung, (e) interne 
Forschung und (f) Aktivitäten zur Aufrechterhaltung oder Verbesserung der Qualität oder 
Sicherheit eines Dienstes oder Geräts. 

Verkauf und Weitergabe 

Wir „verkaufen“ Ihre personenbezogenen Daten nicht so, wie die meisten Menschen diesen 
Begriff verstehen würden, was bedeutet, dass wir Ihre personenbezogenen Daten nicht im 
Austausch für eine Geldzahlung an Dritte weitergeben. Wie es bei Online-Unternehmen üblich 
ist, können wir jedoch Dritten erlauben, über Cookies und andere Tracking-Technologien 
Informationen über Sie zu erhalten, um unsere Dienstleistungen zu analysieren und zu 
optimieren, Ihr Online-Erlebnis durch Anzeigen zu personalisieren, die für Sie relevanter sind, 
sowie für statistische Recherchen und Analysen. Diese Aktivitäten können im Rahmen des CCPA 
als „Verkauf“ oder „Weitergabe“ personenbezogener Daten definiert werden. Der CCPA definiert 
„Weitergabe“ als die Offenlegung personenbezogener Daten an Dritte für deren 
kontextübergreifende Verhaltenswerbung. 

In den letzten 12 Monaten haben wir Internet- oder andere elektronische Netzwerkaktivitäten an 
Analyseanbieter und Netzwerk-Werbetreibende weitergegeben, und eine solche Offenlegung 
kann als „Verkauf“ oder „Weitergabe“ personenbezogener Daten betrachtet werden. Wir legen 
diese personenbezogenen Daten offen, um Marketing für Sie zu ermöglichen und auf der Website 
sowie in anderen Interaktionen mit dem Unternehmen online personalisierte Werbung 
bereitzustellen. 

Wir haben keine tatsächliche Kenntnis davon, dass wir in den letzten 12 Monaten 
personenbezogene Daten von Kindern unter 16 Jahren „verkauft“ oder „weitergegeben“ haben, 
und wir haben auch nicht vor, dies zu tun.  

Erklärung zu de-identifizierten Daten 
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Manchmal wandelt Sensient die personenbezogenen Daten kalifornischer Einwohner mit 
angemessenen Maßnahmen in de-identifizierte Daten um, um sicherzustellen, dass diese nicht 
mit der Person in Verbindung gebracht werden können („De-identifizierte Daten“). Wir bewahren 
de-identifizierte Daten in einer de-identifizierten Form auf und versuchen nicht, sie neu zu 
identifizieren. Wir identifizieren Daten ausschließlich in dem Versuch neu, herauszufinden, ob die 
De-Identifikationsprozesse sicherstellen, dass die Daten nicht mit der Person in Verbindung 
gebracht werden können.  

Ihre kalifornischen Datenschutzrechte 

Vorbehaltlich der geltenden Beschränkungen und Ausnahmen haben kalifornische Einwohner 
folgende Rechte nach dem CCPA: 

• Recht auf Wissen: Sie haben das Recht, eine überprüfbare Anfrage für bestimmte 
personenbezogene Daten sowie für Informationen über die Sammlung, Nutzung und 
Offenlegung von Kategorien Ihrer personenbezogenen Daten durch Sensient zu stellen. 

• Recht auf Löschung: Sie haben das Recht, eine überprüfbare Anfrage zur Löschung 
personenbezogener Daten zu stellen, die Sensient von Ihnen gesammelt hat. 

• Recht auf Korrektur: Sie haben das Recht, eine überprüfbare Anfrage zur Korrektur 
falscher personenbezogener Daten über Sie zu stellen, wobei die Art der 
personenbezogenen Daten und die Zwecke der Verarbeitung berücksichtigt werden. 

• Nichtdiskriminierung: Sensient wird Sie nicht unrechtmäßig diskriminieren, weil Sie Ihre 
Datenschutzrechte gemäß dem CCPA ausüben. 

• Recht, Verkauf/Weitergabe zu widersprechen: Sie haben das Recht, dem Verkauf Ihrer 
personenbezogenen Daten und der Offenlegung Ihrer personenbezogenen Daten für 
kontextübergreifende Verhaltenswerbung („Weitergabe“) zu widersprechen. Sie können 
auch eine Browsereinstellung oder -erweiterung implementieren, um Ihre Verkaufs- und 
Weitergabepräferenzen automatisch an die besuchten Websites zu kommunizieren.  

Wir respektieren Ihr Recht, dem Verkauf und der Weitergabe Ihrer personenbezogenen 
Daten zu widersprechen, wie es durch ein universelles Opt-out-Signal oder durch Global 
Privacy Control („GPC“) signalisiert wird. Um GPC zu aktivieren, können Sie die Seite von 
Global Privacy Control unter https://globalprivacycontrol.org besuchen. Wenn Sie einen 
unterstützten Browser oder eine unterstützte Erweiterung herunterladen und Ihre 
Datenschutzrechte mit GPC ausüben, deaktivieren wir bestimmte Drittanbieter-Cookies 
auf unserer Website, nachdem unsere Website ein GPC-Signal erkannt hat. Wenn Sie 
jedoch unsere Website von einem anderen Gerät oder von einem anderen Browser auf 
demselben Gerät besuchen, müssen Sie für diesen Browser und/oder dieses Gerät 
widersprechen oder ein Opt-out-Präferenzsignal verwenden.  

Wie Sie Ihre kalifornischen Datenschutzrechte ausüben 

Sensient wird auf Anfragen nach Wissen, Löschung und Korrektur gemäß geltendem Recht 
reagieren, wenn es die Identität des Antragstellers überprüfen kann. Sie können diese Rechte 
auf folgende Weise ausüben: 

• Rufen Sie an unter 1-800-222-4904  
• Füllen Sie das hier verfügbare Antragsformular aus. 

Erklärung zum Recht, Verkauf/Weitergabe zu widersprechen 

https://globalprivacycontrol.org/
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Um dem Verkauf oder der Weitergabe Ihrer personenbezogenen Daten zu widersprechen, 
können Sie Ihre Cookie-Einstellungen ändern oder ein Opt-out-Präferenzsignal wie Global 
Privacy Control (GPC) verwenden. Sensient verarbeitet diese Opt-out-Präferenzsignale 
reibungslos. Wenn Sie GPC aktivieren, wird Sensient also automatisch darüber benachrichtigt, 
dass Sie dem Verkauf und der Weitergabe Ihrer personenbezogenen Daten widersprechen, und 
Sensient verarbeitet automatisch das Opt-out-Präferenzsignal, um Sie vom Verkauf und von der 
Weitergabe Ihrer personenbezogenen Daten abzumelden.  

So aktivieren Sie GPC: 

(1) Gehen Sie zu Global Privacy Control. 
(2) Klicken Sie auf „Get Started“ (Erste Schritte). 
(3) Klicken Sie auf „View All Downloads“ (Alle Downloads anzeigen). 
(4) Wählen Sie unter „Browsers + Extensions“ (Browser + Erweiterungen) ein 

teilnehmendes Unternehmen aus und klicken Sie auf „Download“ (Herunterladen). 
(5) Befolgen Sie die Anweisungen des ausgewählten Unternehmens zur Installation seines 

Browsers. 

Wenn Sie GPC aktiviert haben, können wir Ihre Aktivitäten über das Internet nicht verfolgen. Dies 
kann unsere Möglichkeit beeinträchtigen, Anzeigen nach Ihren Vorlieben zu personalisieren. 
Wenn Sie jedoch unsere Website von einem anderen Gerät oder von einem anderen Browser auf 
demselben Gerät besuchen, müssen Sie für diesen Browser und/oder dieses Gerät dem 
Verkauf/der Weitergabe widersprechen oder ein Opt-out-Präferenzsignal verwenden. 

Wie wir Ihre Anfrage überprüfen werden 

Wenn Sie eine Anfrage für Wissen, Löschung oder Korrektur stellen, überprüfen wir Ihre Identität, 
indem wir die von Ihnen bereitgestellten personenbezogenen Daten mit den in unseren 
Unterlagen gespeicherten personenbezogenen Daten abgleichen. Je größer das Risiko der 
Anfrage ist (z. B. eine Anfrage für bestimmte personenbezogene Daten), desto mehr 
personenbezogene Daten können wir zur Identitätsüberprüfung anfordern. Wenn wir Ihre Identität 
nicht mit ausreichender Sicherheit überprüfen können, um sicher auf Ihre Anfrage zu antworten, 
informieren wir Sie umgehend und erklären, warum wir Ihre Identität nicht überprüfen können. 

Autorisierte Vertreter 

Sie können einen autorisierten Vertreter beauftragen, Ihre Rechte auszuüben. Wenn ein 
autorisierter Vertreter eine Anfrage in Ihrem Namen stellt, muss er mit der Anfrage ein von Ihnen 
unterzeichnetes Dokument einreichen, das den autorisierten Vertreter berechtigt, die Anfrage in 
Ihrem Namen einzureichen. Darüber hinaus können wir Sie bitten, das oben beschriebene 
Verfahren zur Identitätsüberprüfung zu befolgen. Sie können ein Formular zur „Benennung 
autorisierter Vertreter“ erhalten, indem Sie uns unter dpo@sensient.com kontaktieren. Alternativ 
können Sie eine Vollmacht erteilen, die dem kalifornischen Nachlassgesetzbuch entspricht. 

II. Personen, die außerhalb der Vereinigten Staaten leben  

Wenn Sie außerhalb der Vereinigten Staaten leben, einschließlich Australien, Brasilien, China, 
der Europäischen Union („EU“), Indien, Japan, Kanada, Mexiko, Neuseeland, Peru, den 
Philippinen, Singapur, Südafrika, Thailand, der Türkei oder dem Vereinigten Königreich 
(zusammen „Nicht-US-Bewohner“), gilt Folgendes auch für Sie:  

Ihre Rechte in Bezug auf Ihre personenbezogenen Daten 
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Sie können bestimmte Rechte in Bezug auf Ihre personenbezogenen Daten haben, einschließlich 
sensibler personenbezogener Daten, die den lokalen Datenschutzgesetzen unterliegen. 
Vorbehaltlich etwaiger Beschränkungen und Ausnahmen, die durch für Ihr Wohnsitzland geltende 
Gesetze vorgesehen sind, haben Sie möglicherweise das Recht: 

• Zugang zu Ihren personenbezogenen Daten anzufordern, d. h. das Unternehmen zu 
bitten, Ihnen Kopien Ihrer personenbezogenen Daten zur Verfügung zu stellen 

• Das Unternehmen aufzufordern, Ihre personenbezogenen Daten zu aktualisieren, zu 
korrigieren oder zu löschen (das „Recht auf Vergessenwerden“), d. h. unvollständige 
oder falsche personenbezogene Daten zu korrigieren oder Ihre personenbezogenen 
Daten zu löschen 

• Ihre Zustimmung zur Verarbeitung Ihrer personenbezogenen Daten jederzeit zu 
widerrufen, wenn Sie zuvor der Verarbeitung Ihrer personenbezogenen Daten 
zugestimmt haben  

o Mehr zum Recht auf Widerruf: Wenn Sensient Sie um Ihre Zustimmung zur 
Verarbeitung Ihrer personenbezogenen Daten bittet und Sie diese erteilen, können 
Sie die unten stehenden Kontaktinformationen verwenden, um Ihre Zustimmung 
zu widerrufen. Ein Widerruf hat keinen Einfluss auf die Rechtmäßigkeit der 
Verarbeitung auf Grundlage Ihrer Zustimmung vor dem Widerruf, und Sensient 
wird die Daten, die Sie uns vor dem Widerruf Ihrer Zustimmung bereitgestellt 
haben, so lange aufbewahren, wie es nach geltendem Recht erlaubt oder 
erforderlich ist. Wenn Sensient außerdem einen alternativen rechtmäßigen Grund 
zur Verarbeitung Ihrer personenbezogenen Daten ohne Ihre Zustimmung hat, 
können wir Ihre personenbezogenen Daten auf Grundlage dieses alternativen 
rechtlichen Grunds fortsetzen. 

• In bestimmten Situationen eine Einschränkung der Verarbeitung Ihrer 
personenbezogenen Daten zu beantragen, etwa während ein Streit über die Richtigkeit 
personenbezogener Daten beigelegt wird 

• Datenportabilität zu beantragen 
o Mehr zum Recht auf Datenportabilität: Vorbehaltlich bestimmter Einschränkungen 

ermöglicht Ihnen das Recht auf Datenportabilität, vom Unternehmen eine Kopie 
Ihrer personenbezogenen Daten, die Sie dem Unternehmen zur Verfügung gestellt 
haben, in elektronischer Form zu erhalten oder das Unternehmen zu bitten, eine 
Kopie Ihrer personenbezogenen Daten in elektronischer Form an Dritte zu senden. 

• Einspruch gegen die Verarbeitung Ihrer personenbezogenen Daten einzulegen 
o Mehr zum Recht auf Einspruch: Sie haben das Recht, Einspruch gegen die 

Verarbeitung Ihrer personenbezogenen Daten allein aufgrund der berechtigten 
Interessen des Unternehmens einzulegen. Wenn Sie unter diesen Umständen 
Einspruch einlegen, wird die Verarbeitung Ihrer personenbezogenen Daten 
gestoppt, es sei denn, es gibt einen übergeordneten, zwingenden Grund zur 
Fortsetzung der Verarbeitung oder es ist notwendig, um rechtliche Ansprüche zu 
begründen, zu verfolgen oder zu verteidigen.  

• Weitere Rechte. Vorbehaltlich etwaiger geltender Beschränkungen und 
Ausnahmen haben Sie möglicherweise auch das Recht: 

o Die Bestätigung der Verarbeitung Ihrer personenbezogenen Daten anzufordern 
o Die Verarbeitung Ihrer personenbezogenen Daten abzubrechen oder zu stornieren 
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o Die Anonymisierung, Sperrung oder Löschung Ihrer personenbezogenen Daten 
anzufordern, die unnötig, übermäßig, veraltet oder falsch sind oder gesetzeswidrig 
verarbeitet werden 

o Eine Identifikation der öffentlichen und privaten Einrichtungen anzufordern, denen 
das Unternehmen Ihre personenbezogenen Daten offengelegt hat oder mit denen 
das Unternehmen eine gemeinsame Datenbank mit Ihren personenbezogenen 
Daten verwendet hat 

o Für Einwohner der Türkei gelten die zusätzlichen Rechte, die im türkischen Gesetz 
Nr. 6698 zum Schutz personenbezogener Daten aufgeführt sind und oben nicht 
genannt werden. 

Wie Sie Ihre Rechte ausüben können 

Um Ihre oben beschriebenen Rechte auszuüben, reichen Sie bitte auf folgenden Wegen eine 
überprüfbare Anfrage an uns ein: 

• Rufen Sie uns gebührenfrei in den USA unter 1-800-222-4904 oder international unter 
+1.414.271.6755 an. 

• Schreiben Sie uns eine E-Mail an dpo@sensient.com. 

Das Unternehmen wird auf solche Anfragen gemäß den geltenden Datenschutzgesetzen 
reagieren. 
  
Zusätzliche spezifische Informationen für die jeweilige Rechtsordnung 

Wenn Sie der Meinung sind, dass Ihre personenbezogenen Daten unter Verstoß gegen das 
geltende Datenschutzgesetz verarbeitet wurden, können Sie eine Beschwerde bei der 
Datenschutzbehörde der Rechtsordnung einreichen, in der Sie wohnen oder arbeiten oder in der 
Ihrer Meinung nach der Verstoß stattgefunden hat. 

Wenn Sie in Brasilien wohnen: Wenn Sie Fragen zu dieser Erklärung oder zum Umgang mit Ihren 
personenbezogenen Daten haben, können Sie den Datenschutzbeauftragten (zuständige 
Person) unter dpo@sensient.com kontaktieren. Ergänzend zur Beschreibung internationaler 
Übertragungen in Abschnitt 7 oben kann das Unternehmen Ihre personenbezogenen Daten an 
andere Mitglieder der Sensient-Unternehmensgruppe weitergeben, wo autorisierte Mitglieder Ihre 
personenbezogenen Daten für die in Abschnitt 4 genannten Zwecke verarbeiten können. Die 
Datenübertragung kann in Form von E-Mail oder Fernzugriff auf Informationen erfolgen, die in 
den Informationssystemen des Unternehmens oder eines autorisierten Dienstleisters gespeichert 
sind. Diese Empfänger bewahren die übertragenen personenbezogenen Daten für den in 
Abschnitt 8 oben beschriebenen Zeitraum auf. Sie haben die oben beschriebenen Rechte in 
Bezug auf die Verarbeitung Ihrer personenbezogenen Daten durch Mitglieder der 
Unternehmensgruppe und können diese Rechte wie oben beschrieben ausüben. 

Wenn Sie in Deutschland wohnen: Wenn Sie Fragen zu dieser Erklärung oder zum Umgang mit 
Ihren personenbezogenen Daten haben, können Sie den Datenschutzbeauftragten des 
Unternehmens unter dpo@sensient.com kontaktieren. EU-Bürger finden hier die 
Kontaktinformationen ihrer Datenschutzbehörde: https://edpb.europa.eu/about-
edpb/board/members_en. 

Wenn Sie in Indien wohnen: Sie können anhand der oben genannten Kontaktinformationen eine 
Beschwerde beim Unternehmen über die Verarbeitung Ihrer personenbezogenen Daten 
einreichen und anschließend, soweit erforderlich, das Data Protection Board of India kontaktieren. 

mailto:dpo@sensient.com
mailto:dpo@sensient.com
mailto:dpo@sensient.com
https://edpb.europa.eu/about-edpb/board/members_en
https://edpb.europa.eu/about-edpb/board/members_en
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Wenn Sie in Japan wohnen: Weitere Informationen zu den Gesetzen von Drittländern, die für den 
Umgang mit personenbezogenen Daten gelten, finden Sie, indem Sie auf das betreffende Land 
oder die betreffende Rechtsordnung auf dieser Seite klicken: 
https://www.ppc.go.jp/enforcement/infoprovision/laws/. 

Wenn Sie in Quebec, Singapur oder Südafrika wohnen: Wenn Sie Fragen zu dieser Erklärung 
oder zum Umgang mit Ihren personenbezogenen Daten haben, können Sie den 
Datenschutzbeauftragten unter dpo@sensient.com kontaktieren. Sie können den South Africa 
Information Regulator hier kontaktieren: https://inforegulator.org.za/. 

11. ÄNDERUNGEN AN DIESER ERKLÄRUNG 

Wir prüfen diese Erklärung regelmäßig und können jederzeit Änderungen vornehmen, um 
Änderungen in unseren Geschäftsaktivitäten, rechtlichen Anforderungen oder der Art und Weise, 
wie wir personenbezogene Daten verarbeiten, zu berücksichtigen. Wir werden Aktualisierungen 
auf dieser Website veröffentlichen und, wo angemessen, rechtzeitig über Änderungen 
informieren. Sie sollten diese Erklärung regelmäßig lesen, um sicherzustellen, dass Sie 
verstehen, wie wir Ihre personenbezogenen Daten sammeln und verwenden. 

12. KONTAKT 

Wenn Sie Fragen, Bedenken oder Beschwerden bezüglich dieser globalen Datenschutzerklärung 
oder der Verarbeitung von Daten haben, wenden Sie sich bitte an Greg Rank unter 
greg.rank@sensient.com oder (01) 414-271-6755.  
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